# Stratégie de groupe implémentant NetCease

ID METSYS : 50  
ID PingCastle : [A-NoNetSessionHardening](https://pingcastle.com/PingCastleFiles/ad_hc_rules_list.html)

Charge de travail : 1 jour  
Difficulté : 1 - Requière quelques connaissances sur l'anomalie

****Description****

Les attaquants peuvent utiliser des outils comme « BloodHound » pour déterminer qui a une session ouverte et sur quelle machine, afin de cibler leurs attaques.

****Recommandation****

Il est possible de renforcer la sécurité en empêchant ce type de scan grâce à un script « NetCease ». Il est possible de déployer par GPO (Préférences) les clés de registre positionnées par le script.