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INTRODUCTION

This document contains the release notes for the LexisNexis ThreatMetrix Authentication Tree Nodes marketplace package available upon the ForgeRock Identity Cloud and the ForgeRock Access Management (AM) Single Sign-On (SSO) server.

# QUALIFICATION STATEMENT

## ForgeRock Identity Cloud

LexisNexis ThreatMetrix Authentication Nodes were tested on the ForgeRock Identity Cloud in May 2023 with the latest release of software. The nodes are part of the ForgeRock release process and validated on a regular basis.

## ForgeRock Access Manager (On Premise)

This section documents testing performed with LexisNexis ThreatMetrix Authentication Nodes.

**Java Environment**

* OpenJDK 11

**Web Application Container Environment**

* Apache Tomcat 9

**Versions Tested**

* ForgeRock Access Manager 7.3.0

**Note:** The LexisNexis ThreatMetrix Authentication Tree Nodes version 1.2.0 are only compatible with ForgeRock Access Manager version 7.3.0 If support for a previous ForgeRock release is needed contact LexisNexis.

# KNOWN ISSUES

This following is a complete list of currently known issues:

* There are no known issues at this time

# CHANGE LIST

**LexisNexis ThreatMetrix Authentication Nodes 1.2.0 – May 2023**

* Compatibility with ForgeRock Identity Cloud and available in Marketplace
* Added configuration option to ThreatMetrix Query Node that maps ThreatMetrix attributes to ForgeRock Identity attributes. The interface allows for a rich set of attributes be provided to query APIs.
* Added configuration option in ThreatMetrix Query Node to allow for session-query API or attribute-query API. There are instances where device intelligence and fingerprinting are not required for LexisNexis ThreatMetrix policy products.
* Updated ThreatMetrix Update Node to provide Retrospective Truth Data to query events.
* Added administrative options to define actions/outcomes when ThreatMetrix Profiling fails and the ThreatMetrix Query node reports an “unknown session”. This permits the administrator to define a mapped outcome.
* Added the outcome “Error” to all ThreatMetrix nodes in compliance with ForgeRock integration patterns that were placed in effect with the ForgeRock v7.3.0 release, as well as compliance with the ForgeRock Identity Cloud.