# 1 – P3P Description

* \*\*Utiliser cet exemple : <http://www.awardsites.com/tutorials/w3c/p3p_privacy-01.htm>
* Expiry date of the policy – absolute time, where the policy is valid until Jan 2020
* TODO:
  + POLICY => *discuri* : lien qui va afficher la politique P3P pour les humains
  + Écire dans un document texte les politiques pour les clients, sinon enlève l’attribut *discuri*
  + ENTITY => DATA-GROUP => DATA ref =>
    - #business.name" => Inventer un nom pour notre business
    - #business.contact-info.online.email => Inventer un address courriel
    - #business.contact-info.online.uri" => Est-ce que c’est le URL du formulaire où le client écrit ses informations?
    - #business.contact-info.postal.organization" => on devrait trouver un nom pour notre organisation inventé
  + Modifier la partie de DATA-GROUP

# Questions :

* Est-ce qu’on garde l’élément DISPUTE dans notre politique?
* Enlever <NON-IDENTIFIABLE/>?
* Est-ce qu’on devrait seulement garder <telemarketing> sous PURPOSE?

# Importance/Meaning of elements (notes temporaire pour nous)

**Expiry element (absolute vs. Relative expiry time):**

* **Absolute:** absolute expiry time is a time, given in GMT, until which the policy reference file (or [policies](https://www.w3.org/TR/P3P/#Policies)) is valid.
* **Relative:** relative expiry time gives a number of seconds for which the policy reference file (or [policies](https://www.w3.org/TR/P3P/#Policies)) is valid. (\*\*pas utiliser)

\*\*Mis des commentaires pour la plupart des éléments dans les fichier XML

**Retention element (déterminer ceux qu’on va utiliser dans notre P3P)**

* **no-retention:** Information is not retained for more than a brief period of time necessary to make use of it during the course of a single online interaction. Information MUST be destroyed following this interaction and MUST NOT be logged, archived, or otherwise stored. This type of retention policy would apply, for example, to services that keep no Web server logs, set cookies only for use during a single session, or collect information to perform a search but do not keep logs of searches performed.
* **stated-purpose:** For the stated purpose: Information is retained to meet the stated purpose. This requires information to be discarded at the earliest time possible. Sites MUST have a retention policy that establishes a destruction time table. The retention policy MUST be included in or linked from the site's human-readable privacy policy.
* **legal-requirement:** As required by law or liability under applicable law: Information is retained to meet a stated purpose, but the retention period is longer because of a legal requirement or liability. For example, a law may allow consumers to dispute transactions for a certain time period; therefore a business may for liability reasons decide to maintain records of transactions, or a law may affirmatively require a certain business to maintain records for auditing or other soundness purposes. Sites MUST have a retention policy that establishes a destruction time table. The retention policy MUST be included in or linked from the site's human-readable privacy policy.
* **business-practices:** Determined by service provider's business practice: Information is retained under a service provider's stated business practices. Sites MUST have a retention policy that establishes a destruction time table. The retention policy MUST be included in or linked from the site's human-readable privacy policy.
* **indefinitely:** Indefinitely: Information is retained for an indeterminate period of time. The absence of a retention policy would be reflected under this option. Where the recipient is a public fora, this is the appropriate retention policy.

# Références:

<https://www.w3.org/TR/P3P/#ref_file_lifetime>