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# 目的

主机系统是各类业务系统数据和信息的主要载体，病毒、攻击入侵等安全威胁很容易通过访问主机系统的终端渗透到后台各种业务应用和服务主机中，从而对业务平台系统的整体安全带来危害。

本文档规定了XXX单位主机系统安全管理要求规范，指导业务平台主机的安全配置和维护，从而提高业务平台各系统的总体安全水平。

# 适用范围

本文档适用于适用于XXX单位主机系统。

# 办公终端管理

## 管理要求

按照“谁主管谁负责、谁运行谁负责、谁使用谁负责”原则，明确主管单位、运维单位和使用单位的安全责任。

采用集中管理措施，统一部署防病毒系统、统一部署终端安全管控系统以及统一系统升级。

应针对办公终端物理安全、系统软件、应用软件、安全审计、安全防护、外围设备安全各个层面存在的脆弱性进行综合考虑。

办公终端应提供相应的USB接口供移动存储介质，并对移动介质接入进行管控。

对没有必要使用光驱的计算机，取消安装光驱驱动器，也可以通过管理制度约束控制。

## 设备安全

依据《物理安全管理规范》中办公设备安全策略要求。

# 主机系统管理

## 设备安全

依据《物理安全策略》中机房设备安全策略要求。

务终端服务器应用针对在不同的场合时具备防火、防盗、防尘、防淋、防震、防暴等要求，保证人身安全。

## 系统管理

1）应采购正版或合法软件以及相关服务。

2）主机系统应统一命名，名称应易于识别与管理。

3）应对登录主机系统的用户进行身份标识和鉴别，且用户的标识应唯一，根据不同的使用人员分配不同的账号或账号组，删除、锁定或修改系统默认的账号及口令，删除或锁定与设备运行和维护无关的账号。

4）应根据不同的用户或角色分配不同的账号和账号组，避免不同角色之间共享账号。

5）密码应符合口令复杂度要求、最长留存期要求以及连续认证失败次数账户锁定要求。

6）应对登录主机系统的用户进行角色划分，至少包含管理员角色、安全员角色和审计员角色，根据用户的角色分配权限，实现用户的权限分离，仅授予用户所需的最小权限。

7）应根据主机终端的日常业务需求，建立终端计算机软件清单，安装业务开展所必需的计算机软件。可包括输入法软件、文档编辑软件、文件压缩软件、网页浏览软件、邮件客户端、文件阅读器、图片查看器、媒体播放、安全防护软件以及打印机等办公设备驱动软件等。

8）应依照主机终端软件选用列表，采购正版或合法软件以及相关服务，建立软件资产清单。

## 安全管理

1）应启用日志审计功能，不仅包括对用户登录、用户操作进行记录，也要包括系统事件，安全事件等，日志应妥善保存、定期审计分析和备份，并确保日志记录的完整性。

2）应对主机系统资源使用情况进行监控，监控内容包括CPU使用率、硬盘使用率、内存使用情况等信息。

3）应启用防火墙功能并安装统一的防病毒产品，设置统一的防毒策略，实时防治病毒，防病毒系统应自动保持防病毒代码的更新，或者通过运维操作员进行手动更新。

4）在对主机操作系统的补丁进行更新前，应对补丁与现有业务系统的兼容性进行测试，确认后与系统提供厂商配合进行相应的修复。

5）应对操作系统的漏洞发展情况进行跟踪，形成详细的安全更新状态报表。安装补丁软件包则以必要为原则，非必需的就不装。

6）主机系统远程管理过程中，应采用安全可靠的加密协议对通信过程中的整个报文或会话过程进行加密。

7）主机系统应对连接超时进行限制，当用户登录设备后，一段时间未进行操作后，就将自动中断此用户的连接。

8）业务终端服务器在安装时选择必要组件，禁止安装与业务无关的组件，关闭不必要的服务，关闭自动播放功能。

## 备份恢复

备份应该采用合适的技术手段，实现对主机系统进行备份（数据库及应用数据备份内容不在本规范的定义范围之内），主要的技术要求如下：

1）应对主机系统进行统一的容灾备份，根据业务系统的重要程度，对主机系统进全备份或者关键配置信息备份。

2）应具有对备份操作进行记录并可查询。

3）应考虑定期进行恢复性测试，以确保备份数据的可恢复性。

4）备份内容应定期转储存放到外部介质上（如磁带、光盘、服务器等），且上述外部介质应存放在与业务系统不同的位置。

# 附则

本文件由XXX单位信息中心负责解释与修订。

本文件自颁布之日起发布执行。