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# 目的

应用系统是业务管理和数据输入输出平台，应用安全即保障应用程序使用过程和结果安全，就是针对应用程序或工具在使用过程中可能出现计算、传输数据的泄露和失窃，通过其他安全工具或策略来消除隐患。

本文档规定了XXX单位应用安全管理要求及规范。

# 适用范围

本文档适用于XXX单位信息系统中应用系统。

# 应用管理

## 身份鉴别

1）登录应用系统需要通过用户名和密码鉴别认证。

2）应对应用系统中的用户进行标识，用户标识应遵守唯一性原则，并将用户标识与审计相关联。

3）应对用户标识信息进行管理、维护，确保其不被非授权地访问、修改或删除。

4）应在登录过程中确保鉴别信息是保密的，不易伪造的。

## 访问控制

1）应对应用系统的访问设定访问控制规则，减少非授权访问。

2）应用系统应按照最小权限原则对不同用户进行授权，保证各用户权限最小化。

3）应用系统的安装目录和文件的访问权限应进行最小化设置，防止未授权用户访问相关资源。

4）应用系统应启用登录失败处理功能，采取结束会话、限制非法登录次数和自动退出等措施。

## 日志审计

1）应为应用系统建立独立的日志审计系统，定义与应用安全相关的日志审计事件记录。

2）能够生成、维护及保护审计过程，使其免遭修改、非法访问及破坏。保护审计数据，严格限制未经授权的用户访问。

## 安全传输

1）对应用系统进行管理时，应采取一定的安全机制，防止鉴别信息和管理数据在网络传输过程中被窃听。

2）应用系统与第三方系统进行数据交互时，应采用加密措施保护数据信息传输安全。

## 资源利用

1）应对应用系统的最大并发会话连接数进行限制，防止受到拒绝服务攻击。

2）应对应用系统内单个帐户的多重并发会话进行限制，并对会话超时进行重鉴别控制。

3）应对应用系统资源进行监视，并对系统的服务水平降低到预先规定的最小值进行检测和报警。

## 安全管理

1）设置应用系统审计管理员、系统管理员角色、系统安全管理员角色，并且实现不同管理用户的权限分离，仅授予管理用户所需的最小权限，同时系统审计管理员角色与系统管理员角色、系统安全管理员角色不能是同一人担任。

2）应提供数据有效性检验功能，保证通过人机接口输入或通过通信接口输入的数据格式或长度符合系统设定要求。

3）应用系统提供自动保护功能（如守护进程重启故障中断的服务进程等），确保能够自动保护当前所有状态，保证系统能够进行恢复。

4）应用系统应定期进行系统版本更新和补丁更新。

# 附则

本文件由XXX单位信息中心负责解释与修订。

本文件自颁布之日起发布执行。