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# 目的

为规范信息系统项目建设安全管理，提升信息系统建设和管理水平，保障信息系统项目建设安全，特制定本文档。

# 适用范围

本文档适用于XXX单位信息系统项目管理。

# 信息系统要求

1）信息系统建设完成后，具有信息系统说明文件，对信息系统的定级结果进行说明。

2）具有系统建设规划总体方针和安全方案文档。

# 产品采购和使用

## 产品采购

1）安全产品采购和使用符合国家的有关规定。

2）密码产品采购和使用符合国家密码主管部门的要求。

3）单位具有专门的部门负责产品采购。

## 产品使用

1）具有产品使用说明和指南手册。

2）对产品的使用建立流程规范。

# 系统开发项目

## 开发人员和组织

1）在应用开发过程中，应指定或授权专门的部门或人员负责软件开发，如外包给软件开发商，应指定人员负责监督和监视系统开发活动。

2）应对负责系统运行维护的技术人员进行相应的技能培训。

3）具有开发过程的控制方法和人员行为准则。

## 需求分析

1）在应用软件开发过程中必须进行充分的安全需求分析。

2）应用软件安全需求分析须结合相关信息安全法律法规政策要求和应用软件面临的潜在安全风险。

3）应用软件需求分析需要从技术、需求、投资和影响四个角度进行可行性分析，出具可行性分析报告。

4）应用软件的安全功能设计至少包括以下方面：身份鉴别、访问控制、剩余信息保护、抗抵赖、资源控制、数据保密性、通信保密性、数据完整性、通信完整性、软件容错、安全审计。

5）分析完成后，制定详细的工程实施方案，控制工程实施过程。

## 开发环境

1）组织应针对覆盖系统开发全生命周期的系统开发和集成活动，建立安全开发环境，并予以适当保护。

2）开发环境、测试环境与生产环境须有效隔离。

3）开发环境、测试环境须在物理安全、网络安全、设备安全、介质安全等方面进行安全控制。

4）开发环境应具有应急措施，确保在突发情况中能够有效的进行应急处理和控制。

5）必须对生产环境的访问进行严格控制，确保生产环境的安全。

## 开发安全

1）为了规避应用系统中的用户数据丢失、修改和误用，应用系统应设计有适当的控制措施、审计跟踪记录或活动日志。

2）为了保证系统的安全性，必须在开发过程中对输入到应用系统中的数据进行严格的检查，以确保其正确性及适用性，避免无效数据对系统造成危害。

## 软件验收

1）项目验收时，系统开发人员必须提交以下文档：开发技术文档，源代码，用户操作手册和验收报告。

2）系统开发验收报告由用户部门负责人审批后，经信息技术部负责人审批，确认项目验收。

3）在测试验收前应根据设计方案或合同要求等制订测试验收方案，在测试验收过程中应详细记录测试验收结果，并形成测试验收报告。

4）应指定或授权专门的部门负责系统测试验收的管理，应对系统测试验收的控制方法和人员行为准则进行书面规定，并按照管理规定的要求完成系统测试验收工作。

5）应制定详细的系统交付清单，并根据交付清单对所交接的设备、软件和文档等进行清点。

6）应确保提供系统建设过程中的文档和指导用户进行系统运行维护的文档。

7）应建立对新的信息系统、升级及新版本的验收测试方案和相关准则。

8）应对要求第三方安全单位对软件源代码进行审查，并出具检测报告。

## 上线部署及运营

1）应用软件的部署须符合XXX单位整体安全架构要求。

2）应用软件正式上线应确保应用软件须符合上线安全质量要求。

3）应用系统上线后，应对负责系统运行维护的技术人员进行相应的技能培训。

4）系统上线前必须将相关配置文件和维护手册文件化，并保持更新。

5）应用软件上线前须进行上线风险评估，并制定风险控制计划与应急预案。

6）所有应用系统制定软件发布管理流程，进行信息安全检查，确认相关安全控制措施得到有效落实后才能正式上线，相关安全控制项包括：主机系统、数据库系统安全加固、信息安全开发规范、渗透测试、版本管理、配置管理和安全缺陷管理等。

7）应用软件上线部署后应及时获得所使用的信息系统的技术漏洞的信息，主动地参与评估和测试补丁，包括那些与安全缺陷相关的补丁。

8）当操作系统发生变更时，应对业务的关键应用进行评审和测试，以确保对组织的运行或安全没有负面影响。

9）软件设计的相关文档和使用指南由专人负责保管。

# 安全服务商要求

1）安全服务商的选择需要符合国家的有关规定。

2）应与选定的安全服务商签订与安全相关的协议，明确约定相关责任。

3）应确保选定的安全服务商提供技术支持和服务承诺，必要的与其签订服务合同。

# 附则

本文件由XXX单位信息中心负责解释与修订。

本文件自颁布之日起发布执行。