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# 目的

为了进一步规范单位系统对信息安全事件的处理过程，及时控制、解决各类信息安全事件。依据XXX单位信息安全目标、策略方针，以及相关规范和标准的规定，编制本管理制度。

# 适用范围

本制度适用于XXX单位的信息安全事件的管理活动。

信息安全事件指由于自然或者人为以及软硬件本身缺陷或故障的原因，对信息系统造成危害，或对社会造成负面影响的事件。单位信息中心负责处理与信息安全事件相关的全部工作。

为了有效检测信息安全异常现象、对已确定的信息安全事件进行评估，将信息安全事件对组织及其业务运行的负面影响降至最小、及时总结信息安全事件及其管理的经验教训，组织应按照信息安全事件分类分级指南对信息安全事件进行定性，同时按照本管理制度的流程及时处理。

# 事件报告及处理

## 安全事件报告时限

员工或第三方人员发现信息安全相关异常及隐患必须在第一时间上报相关部门，由主要负责人初步判断是否为信息安全事件。

重大信息安全事件必须在2小时内、严重信息安全事件必须在12小时内向信息中心报告。

信息中心负责统一协调处理重大信息安全事件和严重信息安全事件。组织应密切关注组织外部信息安全事件及可能给组织带来的影响，必要时向上级报告。

## 事件处理流程

1）事件相关部门应立即安排人员进行调查取证、指定人员共同参与分析事件原因并采取补救措施。涉及第三方的事件，应在12小时内将补救措施正式报告给相关人员；

2）必须在12小时内向信息中心上报事件，获取处理意见和指导方针，并通知所有可能受到影响的部门和相关方，共同商讨、制定解决措施；

3）信息中心组织事件直接责任部门及相关部门进行事件原因的深层次剖析，制定相应检查措施及后续改善措施，并在36小时内提交相关方；

4）处理过程中，信息中心要及时向上级组织汇报进展，并获得指导。

## 信息安全事件处罚

根据事件的影响程度，将按照组织相关规定处罚事件责任人，要求其赔偿损失，处罚部门承担管理责任的相关负责人。情节严重者，将与执法机关联系，追究责任人刑事责任。

## 信息安全事件改进

1）信息中心应将与事件相关的所有书面记录纳入组织信息安全事件库；

2）信息安全管理部门对事件进行分析，识别信息安全管理流程和制度方面存在的不足，完善并细化信息安全管理制度，根据事件的影响程度，必要时在组织更大范围内进行审核、培训，避免类似事件再次发生；

3）信息中心负责跟踪相关部门检查活动和改善活动的执行情况；

4）根据事件的影响程度和造成的损失，必要时对外公开。

# 信息安全事件总结分析

在事件处理完毕以后一周内，信息中心应编制信息安全事件总结分析报告，并制定下一步的改善计划及相关预防措施。事件总结报告及相关记录应纳入组织信息安全事件库。

信息安全事件库应指定专人负责维护并定期分析，分析内容应该包括事件发生的趋势、范围及降低类似事件再次发生的预防措施等，并依据分析结果识别改善机会，避免同类事件重复发生。

# 附则

本文件由XXX单位信息中心负责解释与修订。

本文件自颁布之日起发布执行。