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# 总则

为加强XX单位网络机房的出入管理，确保信息系统的安全，规范网络机房管理，根据《中华人民共和国计算机信息系统安全保护条例》、《中华人民共和国计算机信息网络国际互联网管理暂行规定》等有关规定，特制定本制度。

# 适用范围

本制度适用于XX单位对机房出入人员的管理。



# 管理办法

3.1 本机房工作人员进出所管理的机房时，需佩戴出入证。其他单位员工因工作需要进入机房时，凭本人工作证件登记后，经允许方能进入机房。

3.2 进入机房的外来人员及携带的物品，均须接受检查登记，详尽、如实地填写机房出入登记表上的相关内容，机房维护人员负责登记的监督工作，确认无误后方可进入。

3.3 外单位员工进入机房前，根据不同的工作属性，需要提供相应的文件资料。属于工程施工类的，需出示机房施工进出审批表、本人有效身份证件经同意后才能进出机房。

3.4 参观人员进入机房需由本中心人员陪同，陪同人员应全程陪同并承担参观过程的管理责任。

3.5 外来人员进出机房，需遵守机房相关管理规定，保持机房卫生、整洁。

3.6 机房门禁卡管理系统应有专人管理，门禁卡应严格控制，统一调配；门禁卡按照一人一卡的原则配置，设置确定的权限，不得借给他人使用；持卡人应刷卡出入权限规定的机房，确保门禁系统的记录完整、真实；相关单位新增门禁卡或变更门禁卡权限，需专门提出书面申请，由门禁系统管理人员负责审批；持卡员工要妥善保管门禁卡，不得随意擅自将门禁卡借予他人使用；施工单位借用门禁卡时需做记录。

3.7 设备厂商人员进入机房需做登记。设备厂商提供的操作计划应明确设备供应商技术人员每步操作步骤对网络、设备、业务的影响，事前要制定应急保障预案，在发生紧急情况后按照预案进行相应操作。

3.8设备厂商人员进入机房后应严格按照操作计划进行，不得对任何不在审批计划范围内的设备进行操作或超出审批计划范围进行操作。若因厂商人员超计划操作，造成网络安全故障，相关厂商除承担一切损失。

3.9 设备厂商人员进入机房后，我局应派专人全程现场配合，配合过程中我方人员应认真监督，对于设备厂商人员对设备的每步操作，要认真核查，确保网络设备安全。如因监督不力，造成网络安全故障，相关科室应根据本管理条例，对有关责任人进行教育、处罚。

# 附则

4.1本管理细则自批准发文之日起生效。

4.2本管理细则由XX单位信息科负责解释。