Questions for Speaker (From the Pre-Registration Survey):

Main Questions

1. What is the most common cybersecurity mistake people make without realizing it, and how can we avoid it?
2. What are the most common cybersecurity threats businesses face today? How can they avoid those threats?
3. What are the most effective strategies for protecting personal data from cyber threats?
4. Most people usually ask questions like how to identify scams, phishing, or potential cybersec threats. However, there's rarely a discussion about what to do after someone has already fallen victim to it. So my question is: In cases where someone has already fallen victim, what would be the most critical first steps they should take to minimize the damage and recover their accounts or information?
5. Is 2FA actually a good way to safeguard your account/s or is it possible to bypass it?
6. Cybersecurity is in high demand right now; do you think it will still be as big as it is in 4 years? How do you see the industry changing?
7. How do emerging technologies, like AI and machine learning, impact cybersecurity?

Other Questions:

1. What are other best practices to protect yourself from cyberthreats like malware apart from the common practices like avoid downloading from random sites?
2. How much is the salary/range of salary? Is the cyber security field saturated? (hehe tanong niyo nga)
3. What are the most common online threats, and how can we stay safe from them?
4. Are there any cybersecurity careers for Programmers?
5. How can you tell if your data has been stolen if everything looks the same?
6. What would be your tips to elderly people that are using social media