基于SSL协议的VPN方案和产品可以分为两类：

一类是代理型SSL VPN。这一类VPN通过代理技术来增强SSL协议记录层的隧道功能。这类VPN的特点是基于代理技术实现和“无客户端”的运行模式，即其运行只需要WEB浏览器即可，无需专门安装客户端。但这类VPN所支持的应用通常有限，这与采用的代理技术和厂商的实现有关。代理型SSL VPN通过不同的代理技术来支持不同的应用。

另一类是隧道型SSL VPN，这类VPN基于虚拟网卡技术实现，其运行需要通信双方安装VPN软件，通过虚拟网卡建立的隧道进行安全数据传输。这类VPN可以支持物理网络中的所有网络应用。这种VPN的典型代表是OpenVPN。

所谓的代理型SSL VPN，是一种基于HTTPS和代理技术实现的VPN。其突出特点是实现了应用级访问控制，且用户只需通过WEB浏览器就可实现对VPN内部资源的安全访问，而无需安装客户端和进行配置。代理型SSL VPN的核心功能是代理和转发外部网络终端用户的访问请求，使之能够进入内部网络。同时，代理型SSL VPN对应用的访问控制功能也是建立在代理技术基础之上的。

基本的代理型SSL VPN访问过程如下：

1. 用户在支持HTTPS协议的浏览器中输入VPN服务器的URL。
2. 浏览器与VPN服务器完成SSL握手，建立SSL安全通道。
3. VPN服务器会给客户端浏览器返回一个网页，要求用户输入用户名称和密码。
4. VPN服务器认证通过用户名/密码之后，从访问控制策略中取得该用户有权限访问的内部应用资源列表，并发送到客户端浏览器。
5. 用户从资源列表中选择要访问的资源。
6. VPN服务器接受用户的访问请求，并转发给相应的内部应用服务器。
7. 内部应用服务器将访问结果返回给VPN服务器。
8. VPN服务器将访问结果转发给用户端浏览器。

（1）-（2）为SSL安全通道建立过程，（3）-（4）为身份认证过程，（5）-（8）为web代理/转发过程。

### 1. SSL安全通道的建立

安全通道的建立依赖于SSL中的握手协议，握手协议主要内容是协商客户端与服务器之间建立会话所依赖的一些参数、相互认证以及在双方之间生成共享秘钥。

握手过程描述如下：

1. 客户端将它所支持的算法列表连同一个随机数（该随机数在之后的秘钥的产生过程中作为输入使用）。
2. 服务器根据列表的内容从中选择一种加密算法，并将其连同一份包含服务器公用秘钥的证书发回给客户端。该证书还包含了用于认证目的的服务器标志，服务器同时还提供了一个作为秘钥产生过程部分输入的随机数。
3. 客户端对服务器的证书进行验证，并抽取服务器的公用秘钥。然后再产生一个称为pre-master\_secret的随机密码串，并使用服务器的公共秘钥对其进行加密。最后，客户端将加密后的信息发送给服务器。
4. 客户端与服务器根据pre-master\_secret以及客户端与服务器的随机数独立计算出主密钥和MAC秘钥。
5. 客户端将所有握手消息的MAC值发送给服务器。
6. 服务器将所有握手消息的MAC值发送给客户端。