# **Introduzione**

Questo documento consiste nell’analisi dei requisiti compresi dall’interazione con il cliente ed elencati nel documento dei requisiti; verrà analizzata la richiesta da parte del committente e verranno proposte delle soluzioni a livello astratto. Per i riferimenti alla documentazione del GDPR e ai termini tecnici utilizzati nel documento si veda il documento contenente il glossario relativo al progetto corrente.

# **Requisiti funzionali**

## R1. Registro dei trattamenti

Basandosi sul requisito della gestione del registro dei trattamenti è stata individuata la necessità di predisporre un sistema di creazione e modifica dei dati con possibilità di inserimento da parte del personale incaricato, che disporrà di credenziali di accesso al sistema:

* + specifica dell’autore del processo, potrebbe essere effettuato automaticamente dal sistema, conoscendo la persona che effettua l’operazione grazie ai dati di accesso.
  + quali dati sono trattati;
  + categoria dell’interessato;
  + tipologia di dati richiesti dal trattamento;
  + specifica dell’esecuzione del trattamento (interno/esterno);
  + tipologia dell’esecuzione del trattamento (elettronico/cartaceo);
  + mezzo attraverso il quale avviene il trattamento;
  + descrizione della finalità del trattamento;
  + eventuali allegati;

Il sistema può elaborare i dati e costruire una tabella per una rappresentazione ordinata di essi e può essere salvata all’interno dell’applicazione per l’archiviazione e la consultazione. Può inoltre essere modificata in qualsiasi momento. I dati possono essere filtrati ed è possibile effettuare ricerche per corrispondenze.

## R2. Task ed eventi

Il sistema disporrà di un calendario interno consultabile per eventi passati e futuri. Verrà visualizzato come una griglia in cui le colonne rappresentano i giorni della settimana, attenendosi ai calendari tradizionali. All’interno del calendario sarà possibile inserire degli eventi, determinandone data di inizio e fine, ogni evento possiede una tipologia e una classe, entrambe definibili. In particolare la tipologia rappresenta un elemento personalizzabile dove l’utente potrà creare delle tipologie di evento personalizzate, modificando eventuali notifiche o periodicità. Alcuni eventi vengono creati automaticamente dal sistema, come ad esempio nel caso di data breach. Il calendario prevede, quindi, la possibilità di creazione, modifica e rimozione di eventi, esistono alcune tipologie predefinite di evento oppure possono essere personalizzati in modo da rendere il sistema più versatile in caso di modifiche future.

La funzionalità del calendario deve notificare all’utente correttamente gli eventi attivi, a seconda della tipologia una notifica può essere visualizzata una sola volta, può essere posticipata oppure crea una condizione bloccante nella quale l’utente è costretto a risolvere eventuali problematiche come ad esempio quelle di violazione dei dati.

Le notifiche non devono essere bloccanti, eccetto per gli eventi con priorità massima, un’eventuale mancanza di attenzione verso un evento deve riproporlo all’utente in modo che esso abbia modo di poterlo risolvere. La chiusura di un evento intenzionale assume che l’utente ne abbia preso visione.

Le notifiche possono avere 5 livelli di priorità:

* *Bassa*: La notifica non sarà molto evidente e verrà visualizzata fintanto che un utente non la “chiude”;
* *Medio-bassa*: La notifica non sarà molto evidente e verrà visualizzata fintanto che un utente non la “chiude”, è possibile però posporre la notifica in modo che risulti visibile alla prossima sessione;
* *Media*: La notifica non sarà molto evidente e verrà visualizzata fintanto che un evento è attivo, può solamente essere posticipata per rimuoverla dalla sezione notifiche;
* *Medio-alta*: La notifica sarà molto evidente, consisterà in una schermata centrale all’interfaccia utente che segnalerà l’evento. Esso potrà essere risolto (nel caso di una richiesta di esercizio dei diritti) oppure posticipato.
* *Alta*: La notifica sarà molto evidente e bloccante, consisterà in una schermata centrale all’interfaccia utente che segnalerà l’evento. Esso potrà solamente essere risolto, non sarà possibile posticiparlo o ritardarlo.

## R3. Data Breach

Il sistema deve essere in grado di gestire le potenziali violazioni, mettendo a disposizione dell’utente la possibilità di effettuare segnalazioni di una potenziale violazione, che creano automaticamente un evento urgente, queste segnalazioni devono essere completate una volta verificata la potenziale violazione, la necessità del completamento della segnalazione viene notificata dall’evento automatico con alert evidenti entro le strette tempistiche specificate dal cliente. A tale scopo è stata creata la priorità alta, che bloccherà l’attività dell’utente al momento dell’accesso “obbligandolo” alla risoluzione dell’evento.

## R4. Richieste di esercizio dei diritti

Attraverso il sistema di gestione degli eventi è possibile gestire eventuali richieste di esercizio dei diritti degli interessati. È possibile creare un evento assegnando una tipologia specifica mirata alla gestione di queste particolari richieste. Questo evento deve essere risolto entro 20 giorni altrimenti verranno mostrati evidenti alert. A tale scopo è stata creata la priorità medio-alta, che bloccherà l’attività dell’utente momentaneamente “obbligandolo” a prendere visione dell’evento, sarà successivamente una sua scelta se risolverlo o posticiparlo.

## R5. Gestore documenti

Il sistema disporrà di un sistema di gestione documenti, nel quale possono essere caricati, scaricati, versionati e ricercati all’interno del gestore. Le ricerche possono essere specifiche per un certo elemento o più generiche specificando eventuale sezione, data creazione o soggetti. Attraverso il gestore documenti è possibile risalire ad eventuali trattamenti a cui un file è associato.

## R6. Gestione anagrafica

Il sistema permette la gestione dell’anagrafica, essa verrà gestita dagli utenti che potranno registrare le nomine e indicandone stato e data e collegando uno o più documenti di nomina associati. Esso è rappresentato in modo analogo al registro dei trattamenti e sono possibili operazioni di inserimento, modifica e cancellazione e allo stesso modo di ricerca, filtraggio e ordinamento.

# **Requisiti non funzionali**

## R7. Requisiti di sicurezza

Dal momento che è stato richiesto che solo i membri del personale amministrativo dell’Accademia possano accedere al sistema verrà utilizzato un meccanismo di login per evitare che utenti non autorizzati possano accedere. Inoltre, è stato deciso di salvare le password cifrate nel database in modo che non siano vulnerabili in caso di attacco.

## R8. Requisiti sugli standard

Il formato dei documenti che saranno disponibili nella sezione “Gestore documenti” sarà il .pdf per garantire la massima portabilità ed una precisa conservazione del layout.