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### 4-5. Violation of Army GPC Procedures

If, as a result of findings from a surveillance visit, or by any other means, the A/OPC discovers a CH or BO has violated GPC procedures, the A/OPC shall document the violation and take action to resolve the noncompliance to include, if necessary, retraining of the CH or BO and/or temporarily suspending the CH or BO’s GPC privileges. Any determinations to cancel or permanently suspend a CH or BO account shall be made by the Level 2 A/OPC, CCO or designee (e.g. Level 3 or 4 A/OPC), and their findings forwarded to the CH or BO’s supervisor. Continual violation of GPC procedures by an individual CH or BO shall result in termination of GPC privileges. A/OPCs shall verify that all potentially fraudulent and erroneous transactions that have been identified are disputed and properly resolved. Evidence of deliberate abuse shall be referred to the CH’s and/or BO’s Commander by the CCO for appropriate action in accordance with the Uniform Code of Military Justice or civilian disciplinary rules. Evidence of fraud or other criminal activity shall be referred, by the Commander/CCO, to the appropriate investigative body (e.g. Office of the Inspector General (OIG), Army Audit Agency (AAA)) or other investigative body for a follow up investigation. The violation and action taken shall be documented in the A/OPC’s files.