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****RESUMO****

Este trabalho apresenta um estudo sobreo uso do Cisco Packet Tracer com foco em roteadores e protocolos de roteamento. São abordados os conceitos de roteamento estático e dinâmico, bem como a promoção da familiarização desses sistemas com exemplos práticos.
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# ****INTRODUÇÃO****

O Cisco Packet Tracer é uma ferramenta abrangente de simulação de redes para ensinar e aprender a criar topologias de rede e imitar redes de computadores modernas. A ferramenta oferece uma combinação de experiências realistas de simulação e visualização, recursos de avaliação e criação de atividades, além de oportunidades de colaboração e competição multiusuário. Seus recursos ajudam alunos e professores a colaborar, resolver problemas e aprender conceitos de rede em um ambiente social envolvente e dinâmico**.**

A simulação de redes tem um papel fundamental no processo de aprendizagem relacionado à Internet das Coisas (IoT), especialmente por se tratar de uma área que envolve diversos dispositivos conectados e comunicação em tempo real. Ao simular redes, os estudantes e profissionais conseguem visualizar e testar o funcionamento de diferentes componentes e protocolos de comunicação sem a necessidade de montar fisicamente um ambiente com sensores, atuadores, roteadores e servidores, o que muitas vezes seria caro ou inviável.

Além disso, ela permite compreender como os dispositivos interagem entre si, como os dados são transmitidos e recebidos, e como ocorrem problemas como perdas de pacotes, congestionamentos ou falhas de conectividade. Com isso, os aprendizes desenvolvem uma visão mais concreta e prática do comportamento de redes em diferentes cenários, incluindo ambientes urbanos, industriais ou domésticos.

# SISTEMAS WEB

As aplicações web são sistemas de software que funcionam por meio de um navegador da web, acessíveis via internet ou intranet. Essas aplicações utilizam tecnologias como HTML, CSS, JavaScript e frameworks backend para processamento de dados. Exemplos incluem redes sociais, sistemas de gestão empresarial e plataformas de e-commerce.

Os sistemas web são compostos por um conjunto de camadas que incluem o frontend, responsável pela interface do usuário, o backend, que processa as requisições e lógica de negócio, e o banco de dados, onde as informações são armazenadas. O funcionamento dessas aplicações depende da comunicação entre cliente e servidor, muitas vezes utilizando protocolos como HTTP/HTTPS e APIs RESTful ou GraphQL.

Os benefícios das aplicações web incluem acessibilidade, pois podem ser utilizadas em diferentes dispositivos sem necessidade de instalação, além de possibilitarem atualizações centralizadas e distribuição facilitada. No entanto, desafios como segurança, tempo de resposta e disponibilidade da rede devem ser considerados no desenvolvimento desses sistemas.

# SISTEMAS DISTRIBUÍDOS

Os sistemas distribuídos são compostos por múltiplos computadores interconectados que trabalham juntos para executar tarefas de forma coordenada. Eles são amplamente utilizados em serviços de grande escala, como computação em nuvem, bancos de dados distribuídos, redes peer-to-peer e blockchain. Diferente de sistemas centralizados, os sistemas distribuídos oferecem maior escalabilidade, tolerância a falhas e eficiência no processamento de grandes volumes de dados.

Entre os principais desafios dos sistemas distribuídos estão a comunicação entre os nós da rede, a sincronização de dados e a consistência das informações. Protocolos de comunicação, como HTTP, gRPC e MQTT, desempenham um papel essencial na troca de informações entre os componentes do sistema. Além disso, técnicas como replicação de dados e algoritmos de consenso, como Paxos e Raft, são empregadas para garantir a integridade e disponibilidade dos dados.

Os sistemas distribuídos podem ser classificados em diferentes modelos arquiteturais, incluindo cliente-servidor, onde os clientes fazem requisições a servidores centralizados, e peer-to-peer, onde todos os nós podem atuar como clientes e servidores simultaneamente. Com o avanço da computação em nuvem, arquiteturas serverless também têm se popularizado, permitindo que aplicações escalem dinamicamente sem a necessidade de gerenciamento explícito da infraestrutura.

A segurança é um aspecto crítico nos sistemas distribuídos, uma vez que a descentralização aumenta os riscos de ataques como interceptação de dados, ataques DDoS e falhas de autenticação. Estratégias como criptografia de ponta a ponta, autenticação multifator e monitoramento contínuo são fundamentais para mitigar esses riscos e garantir a confiabilidade do sistema.

# ARQUITETURA MONOLÍTICA

A arquitetura monolítica é um modelo de desenvolvimento onde todos os componentes de um software estão integrados em um único código-base. Essa abordagem é tradicionalmente utilizada em aplicações menores ou em estágios iniciais do desenvolvimento de um sistema, pois oferece simplicidade na implementação e no gerenciamento.

Entre as vantagens da arquitetura monolítica, destacam-se a facilidade de desenvolvimento inicial, menor complexidade na comunicação entre componentes e implementação mais direta de funcionalidades. No entanto, conforme o sistema cresce, problemas como dificuldades de escalabilidade, maior tempo de deploy e dificuldades na manutenção tornam-se evidentes. Alterações em partes específicas do sistema podem impactar toda a aplicação, tornando as atualizações mais arriscadas.

Empresas que necessitam de rápido crescimento e escalabilidade podem encontrar na arquitetura monolítica um obstáculo, especialmente em ambientes onde novas funcionalidades precisam ser lançadas constantemente. A migração para microsserviços, nesse caso, pode ser uma solução viável.

# ARQUITETURA DE MICROSSERVIÇOS

Na arquitetura de microsserviços, a aplicação é dividida em pequenos serviços independentes que se comunicam por meio de APIs, geralmente utilizando padrões como REST ou gRPC. Cada microsserviço é responsável por uma funcionalidade específica, podendo ser desenvolvido, testado e implantado separadamente dos demais.

Essa abordagem proporciona maior flexibilidade e escalabilidade, permitindo que diferentes partes do sistema evoluam de forma independente. Além disso, facilita a adoção de diferentes tecnologias para diferentes serviços, otimizando o desempenho e possibilitando uma manutenção mais eficiente.

No entanto, a arquitetura de microsserviços também apresenta desafios, como a complexidade na orquestração dos serviços, a necessidade de estratégias eficientes de comunicação e segurança, além da exigência de um monitoramento constante para garantir a disponibilidade e integridade dos serviços.

# CONCLUSÃO

A escolha entre arquitetura monolítica e microsserviços depende das necessidades específicas de cada projeto. Com o avanço das tecnologias em nuvem e da demanda por escalabilidade, os microsserviços têm se tornado uma alternativa viável para grandes sistemas distribuídos. No entanto, para aplicações menores e menos complexas, a arquitetura monolítica pode ser uma opção mais prática e eficiente.

Empresas e desenvolvedores devem avaliar cuidadosamente os benefícios e desafios de cada abordagem antes de tomar uma decisão. A escolha da arquitetura impacta diretamente a manutenção, o desempenho e a evolução do sistema ao longo do tempo. Dessa forma, compreender as particularidades dessas abordagens é essencial para um desenvolvimento de software bem-sucedido e sustentável.
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