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# Introduction

This document contains information that is shared between all of the Humber ITS Websites built using Drupal.

This includes information about settings, core and module updates, backing up and restoring sites, content updates, or possible bugs.

# Stack

Drupal is based on the LAMP stack: Linux, Apache, MySQL, and PHP Scripting Language.

Drupal can also run on other technology stacks. For example:

* Windows, Mac or Linux
* Apache, Nginx or IIS
* PostgreSQL, SQLite, or MySQL

## Humber ITS Stack

The Humber ITS Stack uses:

* Linux OS
* Apache Server
* PostgreSQL
* PHP

# Development

## Backups

It is important to back up the website whenever there is a core/module update, or when significant amounts of content are added. This ensures that the site can be restored in case of any unforeseen event. Additionally, this allows us to migrate the site from one server to another if needed.

Needless to say, backups are very important and should be tested to ensure it is possible to restore the site from the backups.

### Git

Git is a kind of version control used by the Humber ITS team to back up Drupal site directories. This is not a complete back-up of the site, but instead contains changes to source code and some configurations for the site.

When using these docs on an existing site, some parts of this section can be ignored. For example, you may not need to know how to initialize a new repository for an existing site, but you should always create branches for new major features, and commit your changes regularly.

#### Requirements

Some level of Git knowledge is required in order to follow this section. Version control is vital for modern web and software development and is used globally throughout the world. Git is currently the most used version control standard.

To learn more about Git, check out the Atlassian git documents: <https://www.atlassian.com/git/tutorials>

#### Initializing a Repository

Todo

#### Creating a new branch

Todo

#### Committing changes

Todo

#### More Information

Some more information can be found in these links. These are meant to get a better understanding of how Git can be used on a Drupal site, as well as best practices and the Git-flow method of creating branches. It should not be used in place of the other instructions in this document.

<https://www.drupal.org/docs/installing-drupal/building-a-drupal-site-with-git>

<https://www.drupal.org/docs/user_guide/en/extend-git.html>

<https://www.drupal.org/docs/installing-drupal/building-a-drupal-site-with-git>

<https://nvie.com/posts/a-successful-git-branching-model/>

### Development Site

It is not recommended to carry out core and module updates on the live/production version of the site because it could introduce breaking changes that are difficult to reverse. It may also result in an unexpected outage. Instead, it is recommended to set up a local development site which is essentially a clone of the live/production server. The process of setting up a local development site can also be used to verify the integrity of the backup files.

This development site is used for updates and major changes as well as for testing. Once the testing is complete, the changes can be pushed to the live site.

#### Making a Development Site

<https://www.drupal.org/docs/user_guide/en/install-dev-making.html>

## Settings.php

The settings.php file contains sensitive data about the website such as the database connection, trusted host, and configuration information.

This file should NOT be uploaded to Github. Instead, it should be backed up in a secure location.

The file is also read-only by default which is required to ensure the site is secure, however, there are many instances where the administrator may have to edit this file. The instructions to do this are below.

### Location of settings.php

The settings file can be found in: /project-folder/web/sites/default/

### Making changes to settings.php

The settings.php file is read-only by default which is a security precaution to ensure the site is not able to alter it in any way. In order to make changes, you must locally change the permission of the file to give yourself write access, make the required changes, and once again harden the permissions. This ensures that the file contents are only changed in an authorized way and not by malicious actors.

1. Open the terminal and cd into the above directory.
2. Use the below command to make the file editable:

chmod a+w settings.php

1. Make the required changes using a text editor like vim or nano.
2. Harden the permissions after editing the file:

Chmod 444 settings.php (Results in permissions -r-r--r--)

Alternative command *(not recommended as it gives permissions -rw-r--r--)*:

chmod go-w settings.php

### Frequently Required Changes

#### Trusted Host Settings

The trusted host settings tell the website which hosts are authorized to access the site. This is an important security measure to ensure that fraudulent hosts cannot be used to access the site or create unauthorized clones.

This setting essentially tells the site which URL is allowed to access the site, and it affects both the production/live version of the site and the local development version. In the event that the host name changes, the trusted host settings must be modified to reflect this.

The trusted host setting looks like this in settings.php:

$settings['trusted\_host\_patterns'] = [

'^www\.its-cab\.test$',

'^its-cab\.test$'

];

This is an array containing multiple comma-separated lines with the various host patterns. The standard is to indent each line with two spaces. The patterns themselves are defined using REGEX.

#### Update Free access

This setting is used during core updates.

Todo

## Roles

### Users

Users are accounts with usernames and passwords. Drupal sites come with a User 1 account and all other users must be created by the admin, or by new users requesting accounts on the site.

More information about users can be found here:

<https://www.drupal.org/docs/user_guide/en/user-concept.html>

### User 1

The User 1 account is the first account created along with the site and is known as the diety account in Drupal. This is because it has significant administrative powers and can be used to create other admin accounts. It also has the power to perform any action on the site regardless of permissions.

### Anonymous Users

Anonymous users are any users who visit the site without logging in. This is defined as a role and the permissions for these users can be separately configured.

### Authenticated Users

Authenticated users are any users who have accounts and can sign in.

### Additional Roles

Various roles can be created on the site. These roles can be named anything you want, and the permissions for each role can be customized in many ways. For example, it is possible what content an account can see, edit, create and delete. There is much more to the permissions system, so to get a thorough understanding of it, it is necessary to dig into the official Drupal docs.

The Drupal User Guide Chapter 7 discusses Managing User Accounts in more detail:

<https://www.drupal.org/docs/user_guide/en/user-chapter.html>

#### Creating a new role

A new role can be created by following the instructions here:

<https://www.drupal.org/docs/user_guide/en/user-new-role.html>

#### Assigning permissions to a role

Once a role is created, the permissions must be defined. It can be helpful to look at other roles’ permissions to see how they are set up, and create the permissions based off this. In some cases, you may need to dig deeper about which permission to add to a role in case you are trying to achieve a specific purpose.

**Note:** It is NOT recommended to add a permission to a role if it will only benefit a single user. This would grant that permission to every user who is assigned to that role. In that case, it would be beneficial to create a new unique role for that user.

The instructions to assign a permission to a role can be found here:

<https://www.drupal.org/docs/user_guide/en/user-permissions.html>

#### Changing a user’s role

Roles must be assigned to new users so they can enjoy the permissions of that role. Users with no assigned roles are simply authenticated users. In order to assign special permissions to those users, it is recommended to assign a role to them and not to modify the permissions of authenticated users.

To change a user’s role, follow the instructions here:

<https://www.drupal.org/docs/user_guide/en/user-roles.html>

## Modules

Modules extend functionality and add features. Installing the feature adds functionality, while uninstalling it removes it. Modules increase the time needed to generate a page, so it is important to only keep modules you use installed and remove the unused ones.

In general, modules will not be added to sites frequently. They will only be added to create a new feature that may require a contributed module in order to function correctly.   
  
Most actions we perform on modules will be maintenance as new versions are released.

### Installation & Maintenance

#### Installing Modules

Installing modules is well documented in the Drupal User Guide:

<https://www.drupal.org/docs/extending-drupal/installing-modules>

#### Using Composer to Manage Dependencies

All the Humber ITS Websites are builit with Composer. This makes adding and updating modules very simple. You can read more about it in the Drupal User Guide:

<https://www.drupal.org/docs/develop/using-composer/manage-dependencies#adding-modules>

#### Considerations before updating

The website might flag some modules that are outdated, but care should be taken before updating any module. It is important to go over the various modules in use on the site and check the module Drupal pages to see if there are any special instructions for carrying out updates.

Furthermore, it is important to make sure we are using the correct module for the core version. If using Drupal 10, only modules compatible with Drupal 10 should be used. If a new version of a module is built for Drupal 11, the core files should be updated first.

I will go into further detail about maintenance further in this document.

### Shared Modules

Shared Modules are any modules that are used across most or all of the Humber ITS Drupal sites.

#### ADMIN TOOLBAR

Improves the default toolbar and changes it into a drop-down menu with fast access to each administrative page.

In the Extend menu, the following options are also enabled:

* Admin Toolbar Content
* Admin Toolbar Extra Tools
* Admin Toolbar Search

<https://www.drupal.org/project/admin_toolbar>

#### R4032 Login

This module is used to force users to Login when they attempt to access pages or content that they do not have the permission to see. This is mainly used to force Anonymous users to sign in.

<https://www.drupal.org/project/r4032login>

#### PathAuto

This module is used to automatically generate unique URL’s for new content. Default Drupal behavior results in URL snippets like node/1, but PathAuto can be used to create templates so that URLs might instead look like photo/2 or change-request/143.

<https://www.drupal.org/project/pathauto>

<https://ostraining.com/blog/drupal/pathauto-2/> (Instructions)

#### LDAP / Active directory integration

This module adds Active Directory integration to sites so that this can be used as an alternative sign-in method.

<https://www.drupal.org/project/ldap_auth>

& Instructions: <https://www.drupal.org/docs/contributed-modules/ldap-integration/ldap-user-role-mapping>

#### Gin Theme

A number of Gin theme modules are also installed.

##### Gin Admin Theme

<https://www.drupal.org/project/gin>

Beautiful and sleep admin theme.

##### Gin Login

<https://www.drupal.org/project/gin_login>

Gin Login provides a beautiful login page with a splashdown image.

##### Gin Toolbar

<https://www.drupal.org/project/gin_toolbar>

Helper module that brings Gin theme to the admin toolbar.

### Useful Modules

Useful Modules are any Modules that provide useful features but are not yet used on the Humber site. These can be considered in future updates if it is deemed that they are necessary for a prospective feature.

**TODO:** Add modules from [Building a Drupal site with Git | Installing Drupal | Drupal Wiki guide on Drupal.org](https://www.drupal.org/docs/installing-drupal/building-a-drupal-site-with-git)

#### Album Photos

Needs to be compared to core photos module to see if this is necessary or not.

<https://www.drupal.org/project/photos>

#### Video

Allows you to host and play videos on the platform.

<https://www.drupal.org/project/video>

#### Field Group

Allows you to group fields so that they are easier to organize.

<https://www.drupal.org/project/field_group>

#### Field Permissions

Provides field level permissions for different roles.

<https://www.drupal.org/project/field_permissions>

#### Delete Unused Files

This module allows unused files to be safely deleted. Default Drupal behavior archives the files so that a copy always exists on the site.

<https://www.drupal.org/project/delete_unused_files>

# Administration

## User Account Settings

### Configuring User Account Settings

<https://www.drupal.org/docs/user_guide/en/config-user.html>

# Maintenance

## Maintenance Mode

Presents message that the site is under maintenance to users who do not have the right permissions. Authorized users can maintain the site and update content during this time.

<https://www.drupal.org/docs/user_guide/en/extend-maintenance.html>

## Backup Data

### Concept: Data backups

<https://www.drupal.org/docs/user_guide/en/prevent-backups.html>

### Backup using command line

<https://www.drupal.org/docs/7/backing-up-and-migrating-a-site/back-up-your-site-using-the-command-line>

#### pg\_dump

<https://www.postgresql.org/docs/7.1/app-pgdump.html>

#### PG\_restore

<https://www.postgresql.org/docs/7.1/app-pgrestore.html>

## Updating

### Updating Core Software

<https://www.drupal.org/docs/user_guide/en/install-composer.html>

### Updating Modules

<https://www.drupal.org/docs/user_guide/en/security-update-module.html>

### Updating Theme

<https://www.drupal.org/docs/user_guide/en/security-update-theme.html>

# Additional Info

## Documentation

<https://www.drupal.org/documentation>

## Glossary

<https://www.drupal.org/docs/user_guide/en/glossary.html>

# Further Reading

## React for Drupal

<https://reactfordrupal.com/tutorials/react-for-drupal-developers>