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1. Введение

Целью данной работы является представление описания видов, используемых в работе, персональных данных, задач, инструментов, особенностей и ограничений их обработки исходя из назначенных ролей.

Роль: руководитель отдела ИТ.

# Ход работы

Руководитель отдела ИТ имеет доступ к ПДн сотрудников банка, так как в его подчинении находится целый отдел ИТ. Также, эти сотрудники отчитываются о проделанной работе, таким образом предоставляя руководителю ПДн работников, рабочие места которых были ими настроены. Во всех случаях обработка этих данных не является автоматизированной.

Список ПДн сотрудников подразделения, обрабатываемых данным руководителем:

⎯ ФИО;

⎯ рабочее место сотрудника;

⎯ должность сотрудника.

Также при приеме на работу руководитель подразделения запрашивает у потенциального сотрудника следующие данные:

⎯ Данные паспорта: ФИО, место регистрации;

⎯ Документы о воинском учете;

⎯ Наличие или отсутствие высшего образования и т.д.

Перечисленные данные относятся к категории общедоступных ПДн и иных ПДн.

Также руководитель отдела ИТ в некоторых случаях имеет дело с клиентами. При таком раскладе он знает о них следующее:

⎯ ФИО;

⎯ идентификатор проблемы клиента;

Задачи в рамках осуществления деятельности:

Основной задачей по работе с ПДн для руководителя отдела ИТ является осуществление управленческой деятельности в рамках своего подразделения, а также в случае возникновения внештатных ситуаций решать проблемы клиентов самостоятельно. Он имеет полный доступ к общедоступным ПДн своего отдела. Тем не менее, добавлять, изменять или удалять данные о сотрудниках он не имеет право, так как это обязанности кадровой службы.

Инструменты для обработки данных должны быть регламентированы политикой безопасности предприятия и отвечать требованиям класса защищенности [1].

Требования определены в Постановлении N 1119 "Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных" [2].

Особенности обработки персональных данных, осуществляемой без использования средств автоматизации закреплены в Положении №687 [3].

Осуществляется только неавтоматизированная обработка ПДн.

# Заключение

В ходе выполнения данной работы были представлены описания видов, используемых в работе, персональных данных, задач, инструментов, особенностей и ограничений их обработки для роли руководитель отдела ИТ.
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