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1 Введение

Целью работы является определение задач по использованию среды Интернет, ограничений на использование среды Интернет, особенностей подключения, технологий организаций доступа в Интернет в соответствии с назначенной ролью.

Заданная роль: руководитель отдела ИТ

2 Ход работы

Особенностью данной роли является то, что руководитель отдела ИТ контролирует, чтобы было настроено рабочее место (персональный компьютер) другого сотрудника предприятия под выполнение им своих должностных обязанностей.

Задачи по использованию среды Интернет:

* у роли нет необходимости выхода в Интернет, однако осуществляется скачивание и установка программ для других пользователей.

Ограничения на использование среды Интернет:

* казино;
* социальные сети;
* что угодно, т.к. выхода в открытую сеть нет.

Особенности подключения, технологий организаций доступа в Интернет:

* отсутствие доступа к открытой сети;
* настройка доступа к среде Интернет пользователям с ролями, которым этот самый доступ разрешён.

3 Заключение

В ходе выполнения данной работы было регламентировано использование среды Интернет руководителем отдела ИТ.