# Gh0styHunter / TryHackMe – Web Lab Day1

Data: 01/09/2025

Tema: Web Application Recon / Directory Fuzzing

* Objetivo:

Realizar reconhecimento em um site de teste usando directory fuzzing para identificar páginas ocultas.

* Ferramentas e Comandos:

- Ferramenta: Gobuster

- Comando usado: gobuster -u http://fakebank.thm -w wordlists.txt dir

* Resultados Obtidos:

- Página encontrada: /transfer\_money\_admin

- Descrição: Página de transferência de dinheiro do administrador, não listada no menu principal do site.

* Aprendizados:

- Entendi como o Gobuster ajuda a descobrir diretórios ocultos.

- Reconhecimento inicial é essencial antes de explorar vulnerabilidades.

- A importância de documentar cada passo com prints e comandos usados.