**Explicação sobre evidências**

No lab da Aula 6, algumas coisas influenciaram a quantidade de evidências:

1. **Uso mínimo do Burp Suite**
   * Você só capturou e modificou **GET e User-Agent**
   * Não enviou múltiplas requisições nem manipulou outros headers ou parâmetros complexos
2. **curl apontando para tryhackme.com**
   * Foi apenas para testar Status Code e Headers
   * Não houve alterações significativas no Body ou comportamento do servidor, então não há prints “impactantes”
3. **Objetivo do exercício**
   * A prática principal era **entender o fluxo de requisições HTTP e como manipulá-las**, não necessariamente gerar respostas visuais diferentes
   * Mesmo com poucas evidências, os **Status Codes, Headers e alterações de User-Agent** já demonstram que o reconhecimento e interceptação foram aplicados

💡 **Resumo:**  
Não há muitas evidências porque o foco do exercício foi **entender e manipular requisições**, não testar vulnerabilidades ou gerar mudanças visuais no site. As evidências disponíveis (Status Code, Headers) **são suficientes para comprovar a atividade realizada**.