**Aula 6: Reconhecimento e Interceptação**

**Nome:** Gh0styHunter   
**Data:** 06/09/2025  
**Atividade:** Dia 6 – Recon e Interceptação  
**Ambiente:** TryHackMe – HTTP in Detail

**Objetivo:**

Capturar e manipular requisições HTTP, observando Status Codes e Headers.

**Atividades realizadas:**

* **curl:** curl -I http://tryhackme.com → Status Code 200 OK, headers visíveis.
* **Burp Suite (Request):** modifiquei **User-Agent** e adicionei parâmetro GET (/?aula=6) → Status Code 200, Body não alterado.

**Notes:**

* Status Codes: 200 OK, 404 Not Found
* Headers importantes: User-Agent, Server, Set-Cookie
* Body: conteúdo retornado pelo servidor (não alterado neste lab)
* Interceptação permite analisar e alterar requisições
* Pequenas alterações em headers ou parâmetros podem mudar respostas do servidor

**Explicação sobre evidências:**

* O Burp Suite foi usado apenas para capturar e modificar GET e User-Agent
* curl apontou para tryhackme.com apenas para verificar Status Code e Headers
* O exercício tinha como foco **entender o fluxo de requisições HTTP e como manipulá-las**, não gerar mudanças visuais no site
* Por isso, não há muitas evidências, mas os Status Codes e Headers já demonstram que a atividade foi realizada com sucesso