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**数字水印技术与数字水印攻击**

数字水印技术（Digital Watermark）是将一些标识信息直接嵌入数字载体当中，但不影响原载体的使用价值，也不容易被人的知觉系统（如听觉或视觉系统）察觉或注意到。目前主要有两类数字水印，一类是空间数字水印，另一类是频率数字水印。空间数字水印的典型代表是最低有效位（LSB）算法，其原理是通过修改表示数字图像的颜色或颜色分量的位平面，调整数字图像中感知不重要的像素来表达水印的信息，以达到嵌入水印的目的。频率数字水印的典型代表是扩展频谱算法，其原理是通过时/频分析，根据扩展频谱特性，在数字图像的频率域上选择那些对视觉最敏感的部分，使修改后的系数隐含数字水印的信息。

当前，图像数字水印技术已经发展到了一定的程度，作为版权保护的一种手段，数字水印势必受到各种形式的攻击，攻击是对水印强壮型的一个直观的评估方法。这就像传统密码学所经历的加密——解密的否定之否定的螺旋提高过程一样。我们有必要对水印攻击进行综合研究，从而能更深入了解和发现现有水印嵌入技术的弱点，进而促进更完善更强壮的水印技术的开发。

数字水印攻击自从1995年首次被提出，至今已经过了二十余年的发展，产生了大量的水印攻击方法，主要可分为三大类型：

1. 未经授权的删除
2. 未经授权的嵌入
3. 未经授权的检测

对数字水印的攻击需要对水印的嵌入和检测过程进行深入的分析和研究、从理论上来说，嵌入的水印信息总是可以被找到的，有些水印攻击方法就是在图像中寻找这些水印信息，并设法去除他们。这些攻击方法一般只对早期比较简单的水印算法有效。在一些较新的水印算法中吗，水印的嵌入过程中并不是直接修改图像的像素或频域系数，而是利用了图像空域或领域的局部或全局特征，并考虑了视觉模型的影响，这些水印算法具有较好的鲁棒性。对于这类水印算法，攻击者即使找到了水印信息也难以把它们完全去除，因此就出现了另一类水印攻击算法，不以完全去除水印信息为目的，而是通过对含水印图像做各种修改的方法破坏水印检测与嵌入信息之间的同步性，使得相对于水印检测算法来说攻击够图像中的水印不存在，从而达到攻击的目的。另外，还有一些水印攻击方法是以攻击水印应用概念和协议为目的而设计的。

**Stirmark水印攻击测试软件**

Stirmark是剑桥大学计算机实验室编写的一个用于测试图像水印技术鲁棒性的免费工具软件。

Stirmark可以从多方面测试水印算法的鲁棒性，用于测试的攻击手段包括线性滤波、非线性滤波、剪切/拼接攻击、同步性破坏攻击等。许多公开发表的数字水印方面的论文都以Stirmark的攻击结果作为衡量水印算法好坏的标准。

Stirmark基准测试程序具有以下特征：

1. 使用用户提供的动态链接库作为水印标记方案函数；
2. 对在INI文件中指定的文件夹所包含的所有媒体文件执行测试；
3. 每个测试都可自定义，且测试参数可在INI文件中设置；
4. 在LOG文件中导出量化测试结果，同时在输出文件夹中导出失真图像；
5. 用户可容易地编写自定义的测试和攻击。
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