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**一、审核目的**

对电子科技大学信息与软件工程学院现有的信息安全管理体系作全面审核，了解其信息安全管理体系运行的有效性和符合性，评价其是否具备申请ISO/IEC 27001认证的条件。

**二、审核依据**

ISO27001:2013标准、信息安全手册、程序文件、相关法律法规、合同及适用性声明等。

**三、审核范围**

ISO27001:2013手册所要求的相关活动及部门。

**四、审核组成员**

审核组长：袁昊男

审核员：冷汪江、蒲龙飞、白珈瑞

**五、审核时间**

2020年12月20日~2020年12月22日

**六、审核情况**

本次审核按信息安全手册及《内部审核管理程序》要求，编制了内审计划及实施计划并按计划进行了实施。审核小组由3人组成，各分别按要求编制了《内部审核检查表》；内审计划事先也送达受审核部门。审核组在各部门配合下，按审核计划，分别到部门、现场，采用面谈、现场观察、抽查信息安全体系文件及信息安全体系运行产生的记录等方法，进行了抽样调查和认真细致的检查。审核组审核了包括管理层、各有关职能部等4个职能部门。

审核员发现的不合格项已向受审部门有关人员指明，并由他们确认，审核员还就不合格项与受审部门商讨了纠正措施和方法。本次审核共提出不符合报告共2份，其中学院新闻栏目1项，网站管理栏目项。所涉及的条款详见 ISMS-4033《内审不符合项（NC）报告》

**七、体系综合评价**

1、最高管理者带动学院师生对满足访问者和法律法规要求的重要性具有明确的认识，能履行其承诺，管理职责明确，重视并参与对信息安全管理体系的建立、保持和推动持续改进活动。师生、员工能准确答出学院信息安全方针和目标，体现了全员参与。但个别职能部门信息安全活动和人员中有责任不到位的情况。

2、建立的信息安全方针和信息安全目标适合于组织的特点，在组织内得到沟通和理解，信息安全目标基本有可测量性；但部分信息安全分目标的适宜性需进一步修改，并应对测算方法作进一步改善；

**八、审核发现**

信息安全管理体系文件的建立和实施以及网站后台管理经现场审核时，其适宜性、充分性和有效性基本满足要求；各部门信息安全体系文件基本能适应各自业务的需求。但在本次内审中仍发现一些存在问题：

1、学院办公室：

检查学院办公室某电脑密码设置过于简单，密码长度及复杂度不符合规定的要求。

2、信息中心：

抽查信息中心某电脑，桌面存放太多文件，其中包含有密级敏感的数据，没有执行清空桌面策略。

**九、其他情况**

1、信息资产识别充分。重要信息资产评价正确

2、信息安全威胁辨识充分，根据威胁对重要信息资产的风险理解清晰，控制措施得当，检验方式科学合理。

3、内审的策划、间隔和实施范围、深度及验证是适宜的；

4、纠正、预防措施对防止不合格再发生基本满足要求。

5、内审的策划、间隔和实施范围、深度及验证是适宜的；

6、学院能过对信息资产、过程的监视和测量，不合格品控制，内审、管理评审，纠正、预防措施，数据分析等有系统的获得与信息安全有直接关系的信息，进行分析并用于持续改进信息安全管理体系的有效性。但各部门存在没有按规定的方法付诸实施的需要改进现象。

7、对于体系运行有效性及符合性作如下总结：

1) 学院建立并已正常运行了3个月的信息安全管理体系基本满足ISO27001:2005标准的要求，有能力证明自身的信息安全管理，能向顾客证明管理是有效的。

2) 学院文件化信息安全体系基本得到实施，发展趋势总的来说是好的，但发展仍不平衡，特别是在适用性声明中明确管理的过程控制中仍有差距，各部门办公室文件或作业文件还存在某些描述与实际运行不符的情况。

3) 学院信息安全方针和信息安全目标基本得到实现，现有信息安全体系是有效的。

4) 初步具备了自我发现自我改进的能力，但建立的持续改进实施的还不充分。

5) 通过本次内审，我们审核组认为学院的信息安全管理体系基本符合ISO27001：2005标准要求，信息安全手册、文件、适用性声明文件，能够得以有效的实施，可以看出，体系的运行是基本符合的、有效的，能满足信息安全策划的要求。今后将根据实际需要重新规划和调整部分体系文件，使得更能符合公司实际所需的信息安全活动的开展。

**十、改进意见**

1、体系运行以体系文件为依据，建议各部门对本部门员工要经常宣讲体系文件，使各项信息安全活动都能按体系文件的要求执行，纳入标准的轨道，保证体系运行的持续有效。各部门要根据不合格报告举一反三，把存在问题摆出来，责任到人，考核到人，限期完成。而不仅仅是在纸面上进行整改。真正把惯标工作落在实处，提高组织的管理水平。

2、信息安全文件和记录是体系运行的重要依据，各部门都要重视。建议各部门把程序文件所列的信息安全记录的表式逐一整理，在实际运行中逐项落实，纠正原来不符合要求的表式，对所发的文件和所收到的文件按程序规定，进行签发、收录登记，使文件和记录尽快趋于完善。

3、对控制目标的测量虽有良好的评价结果，但测量深度有待进一步加强，各分管职能人员要经常深入检查控制措施的落实情况，以形成良好的习惯，促使管理工作上台阶。

4、进一步建立和健全自我教育、自我评审、自我改进、自我完善的机制，经常对照体系文件与已有关的条款，查错堵漏。内部审核是抽样的，不是所有不合格项都能被观察到，各部门对不合格项纠正时要做到举一反三，对已发现的不合格项，要抓紧制定纠正措施。

5、在贯彻落实标准方面，各部门还有待进一步加强培训力度。

6、各部门与信息安全体系有关的各个环节的管理人员和操作人员，都要针对性地学习与已有有关的文件内容，找出目前工作与信息安全体系文件要求的差距，进行整改。只要我们针对些次审核中开出的不合格报告， 认真分析原因，举一反三的制定纠正措施，采取积极而不是应付的，切实而不形式的，迅速而不是拖的态度来实施纠正措施，在经过整改后，相信整个公司的信息安全体系运行达到完美状态。