## **第1章 概论习题答案**

**1. 试述密码学发展的四个阶段及其主要特征。**

**答：**

第一阶段，古代密码：远古一直到第一次世界大战；特征: 这一时期可看作科学密码学的前夜时期，这段时期的密码技术可以说是一种艺术。密码学专家通常凭直觉和信念来进行密码设计和分析，而不是推理证明，使用的密码体制为古典密码体制，主要原理是文字内容的代替、移位和隐藏等技巧。现在看来，古典密码体制大多数都比较简单而且容易破译。密码主要应用于军事、政治和外交，通信是由信使来传递的，加密的手段是使用手工。

第二阶段，机械密码：二次世界大战到1949年之前。特征：加密主要原理是字母的替换和移位，加密和解密的手段采用了机械和手工操作，破译则使用简单的词频分析，以及基于经验与想象的试探方法。

第三阶段，信息时代密码：1949年~1975年称为近代密码时期。特征：加密的对象既不是书写的文字，也不是有100多年历史的电报字码，而是电子形式的文件。人们可以将电子形式的文件转换成数字或数值符号，施以复杂的数学运算，达到数字符号的混淆、扩散和置换，实现加密、解密等各种控制的目的。传递信息的方法有无线通信、计算机网络等多种信息时代的传递方式。

第四阶段，现代密码：1976年至今称为现代密码学时期。特征：现代密码学的任务已经不局限于传统密码的保密通信，而是含义更广的信息安全，其中包括保密通信、数据加密、身份认证、数字签名、密钥协商、秘密分享等重要的功能。

**2. 什么是密码学？什么是密码编码学？什么是密码分析学？**

答：

密码学是研究密码与密码活动本质和规律，指导密码实践科学，主要探索密码编制、密码破译以及密码管理的一般规律。

密码编码学是指设计和研究密码通信系统，使其传递的信息具有很强的保密性和认证性的学科，是一门通过研究密码变化的客观规律，应用于编制密码以保守通信秘密的技术。

密码分析学是研究如何破解或者攻击受保护的信息的科学。指在没有加密密钥的情况下,攻击密文的过程。其目标就是要从密文得到明文或者由已知的条件得到密钥。

**3. 密码学的五元组是什么？它们分别有什么含义？**

答：

一个密码体制可以描述为一个五元组![](data:image/x-wmf;base64,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)。

（1）![](data:image/x-wmf;base64,183GmgAAAAAAAMABgAEDCQAAAABSXgEACQAAAzIBAAACAI8AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAKAAcABCwAAACYGDwAMAE1hdGhUeXBlAAAgABIAAAAmBg8AGgD/////AAAQAAAAwP///8H///+AAQAAQQEAAAUAAAAJAgAAAAIFAAAAFAJAAUAAHAAAAPsCsP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAKDdEgDShwZ2QJEJdi9OZncEAAAALQEAAAkAAAAyCgAAAAABAAAATXmgAo8AAAAmBg8AFAFBcHBzTUZDQwEA7QAAAO0AAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGCURTTVQ2AAATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABNXaW5BbGxDb2RlUGFnZXMAEQbLzszlABIACCEKX0WPRC9BUPQQD0dfQVDyHx5BUPQVD0EA9EX0JfSPQl9BAPQQD0NfQQD0j0X0Kl9I9I9BAPQQD0D0j0F/SPQQD0EqX0RfRfRfRfRfQQ8MAQABAAECAgICAAIAAQEBAAMAAQAEAAUACgEAEAAAAAAAAAAPAQIAg00AAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAACGAQICIlN5c3RlbQAAL05mdwAACgA4AIoBAAAAAP/////Q5xIABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==)是可能明文的有限集；

（2）![](data:image/x-wmf;base64,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)是可能密文的有限集；

（3）![](data:image/x-wmf;base64,183GmgAAAAAAAIABgAECCQAAAAATXgEACQAAAzIBAAACAI8AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAKAAYABCwAAACYGDwAMAE1hdGhUeXBlAAAgABIAAAAmBg8AGgD/////AAAQAAAAwP///8H///9AAQAAQQEAAAUAAAAJAgAAAAIFAAAAFAJAAUUAHAAAAPsCsP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAKDdEgAqiwJ2QJEFdmMuZvIEAAAALQEAAAkAAAAyCgAAAAABAAAAS3mgAo8AAAAmBg8AFAFBcHBzTUZDQwEA7QAAAO0AAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGCURTTVQ2AAATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABNXaW5BbGxDb2RlUGFnZXMAEQbLzszlABIACCEKX0WPRC9BUPQQD0dfQVDyHx5BUPQVD0EA9EX0JfSPQl9BAPQQD0NfQQD0j0X0Kl9I9I9BAPQQD0D0j0F/SPQQD0EqX0RfRfRfRfRfQQ8MAQABAAECAgICAAIAAQEBAAMAAQAEAAUACgEAEAAAAAAAAAAPAQIAg0sAAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAACGAQICIlN5c3RlbQAAYy5m8gAACgA4AIoBAAAAAP/////Q5xIABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==)是可能的密钥的有限集；

（4）![](data:image/x-wmf;base64,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)是加密有限空间集合；

（5）![](data:image/x-wmf;base64,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)是解密有限空间集合。

**4. 密码分析主要有哪些方式？各有何特点？**

答：根据密码分析者可能取得的分析资料的不同，密码分析可分为如下四类：

（1）唯密文攻击 (Ciphertext Only)：一种密码分析者只拥有密文进行密码攻击的方法；

（2）已知明文攻击（Known Plaintext）：一种利用大量互相对应的明文和密文进行分析的密码攻击方法；

（3）选择明文攻击（Chosen Plaintext）：一种选择特定明文和对应密文进行分析的密码攻击方法；

（4）选择密文攻击（Chosen Ciphertext）：一种选择特定密文和对应明文进行分析的密码攻击方法。

**5. 密码学的基本属性包含哪几方面？**

答：

信息的机密性、信息的真实性、数据的完整性和行为的不可否认性。

**6. 什么是对称密码体制和非对称密码体制？各有何优、缺点？**

答：在对称密码算法中，加解密使用相同的密钥；在非对称密码算法中，使用公钥进行加密，私钥进行解密。对称密码密码体制优点：加解密运行速度快、密钥相对较短、明密文长度相等、具有可靠的保密强度；不足：不便密钥交换和管理、密钥的分发需要安全通道、不能实现签名认证功能。非对称密码密码体制优点：密钥分发容易、便于密钥交换和管理、还可用于消息认证（数字签名）；不足：加解密运行速度缓慢、密钥长度过长、同时，其安全性所依赖的数学难题的复杂性一般都未能证明。