# 第8章 SM2公钥密码算法

**1．已知点G=(2，7)在椭圆曲线E11(1，6)上，求2G和3G。**

答案：这里*a*=1,*b*=6,*p*=11,则对于2G=G+G，可首先计算![](data:image/x-wmf;base64,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)

利用公式![](data:image/x-wmf;base64,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)和![](data:image/x-wmf;base64,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)可得：

2G=G+G=（2，7）+（2，7）=（5，2）。同样得3G=2G+G=（5，2）+（2，7）=（8，3）。

**2．有限域上一条椭圆曲线E19(1,1) 表示*y*2=*x*3+*x*+1 ，求其上的所有点。**

答案：

|  |  |  |  |
| --- | --- | --- | --- |
| *x* | *x*3+*x*+1 mod19 | 是否为模19的平方剩余 | *y* |
| 0 | 1 | 是 | （1，18） |
| 1 | 3 | 不是 |  |
| 2 | 11 | 不是 |  |
| 3 | 12 | 不是 |  |
| 4 | 12 | 不是 |  |
| 5 | 17 | 不是 |  |
| 6 | 14 | 不是 |  |
| 7 | 9 | 是 | （3，16） |
| 8 | 8 | 不是 |  |
| 9 | 17 | 不是 |  |
| 10 | 4 | 是 | （2，17） |
| 11 | 13 | 不是 |  |
| 12 | 12 | 不是 |  |
| 13 | 7 | 不是 |  |
| 14 | 4 | 是 | （2，17） |
| 15 | 9 | 是 | （3，16） |
| 16 | 9 | 是 | （3，16） |
| 17 | 10 | 不是 |  |
| 18 | 18 | 不是 |  |

所以由表可知上椭圆曲线上的点为：（0，1），（0，18），（7，3），（7，16），（10，2）（10，17），（14，2），（14，17），（15，3），（15，16），（16，3），（16，16）

**3．若选用输出长度为256位的国密算法SM3作为杂凑函数，则当密钥派生函数中的len为544时，密钥派生函数共进行几次Hash运算，输出的比特串K中包含最后一次Hash运算结果的多少位？**

答案： 由题意知，在SM2中的密钥派生函数选用了SM3，SM3输出的函数值长度为*v*=256, 当派生函数的输出长度为len=544时，![](data:image/x-wmf;base64,183GmgAAAAAAAKAOQAIACQAAAADxUgEACQAAA/0BAAACAMEAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJAAqAOCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///6j///9gDgAA6AEAAAUAAAAJAgAAAAIFAAAAFAKAAdEAHAAAAPsCoP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAJjVEgDShwZ3QJEJd/8LZmUEAAAALQEAABkAAAAyCgAAAAAMAAAAbGVuLzU0NC8yNTYzYQCeAPsA5QOwALAA8wCoALAAsACnAsACBQAAABQCgAFzAxwAAAD7AqD+AAAAAAAAkAEBAAAAAAIAEFRpbWVzIE5ldyBSb21hbgCY1RIA0ocGd0CRCXf/C2ZlBAAAAC0BAQAEAAAA8AEAAAkAAAAyCgAAAAABAAAAdnnAAgUAAAAUAoABBgUcAAAA+wKg/gAAAAAAAJABAAAAAQACABBTeW1ib2wAd1gLCn745H8AmNUSANKHBndAkQl3/wtmZQQAAAAtAQAABAAAAPABAQAKAAAAMgoAAAAAAgAAAD09nAfAAgUAAAAUAqIBQAANAAAAMgoAAAAABAAAAOn56fnnA/wBoAXAAgUAAAAUAt4BQAANAAAAMgoAAAAABAAAAOr66vrnA/wBoAXAAsEAAAAmBg8AeAFBcHBzTUZDQwEAUQEAAFEBAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGCURTTVQ2AAATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABNXaW5BbGxDb2RlUGFnZXMAEQbLzszlABIACCEfRY9EL0FQ9BAPQQD0FQ8h8B5BUPQVD0EA9EX0JfSPQl9BAPQQD0NfQQD0j0X0Kl9I9I9BAPQQD0D0j0F/SPQQD0EqX0RfRfRfRfRfQQ8MAQABAAECAgICAAIAAQEBAAMAAQAEAAUACgEAAwAHAwABAAIAgWwAAgCBZQACAIFuAAIAgi8AAgCDdgAAAgCW7vgCAJb5+AACBIY9AD0DAAcDAAEAAgCINQACAIg0AAIAiDQAAgCCLwACAIgyAAIAiDUAAgCINgAAAgCW7vgCAJb5+AACBIY9AD0CAIgzAAAACgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIUAAkAAAAAALwCAAAAhgECAiJTeXN0ZW0AZf8LZmUAAAoALwCKAwAAAAABAAAAyN8SAAQAAAAtAQEABAAAAPABAAADAAAAAAA=)，因此派生函数共使用了3次Hash运算。

最后一次Hash运算结果的有![](data:image/x-wmf;base64,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)位输出在K中。

**4．SM2算法的基础是什么，与RSA公钥密码体制相比有什么优点？**

答案：SM2算法是一种椭圆曲线公钥密码算法，它有基于素域和二元域的椭圆曲线。

相对于RSA算法，SM2算法具有以下优点：

（1）安全性高。192位的SM2密码强度已经比RSA 2048位密码强度要高。

（2）存储空间小。SM2算法的密码一般使用192－256位，RSA算法密码一般需要使用2048－4096位。

（3）签名速度快。SM2在私钥运算上，速度远比RSA快得多。

5.设素域F5=｛0，1，2，3，4｝。参照本章例8.5构造加法、乘法示例，生成元及由生成元方幂表示素域中的元素。

答案：椭圆曲线方程为：*y*2=*x*3+*x*+6mod5，首先构造*E*5(1,6)的元素。

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| *y* | 0 | 1 | 2 | 3 | 4 |
| *y*2 | 0 | 1 | 4 | 9 | 16 |
| *y*2mod5 | 0 | 1 | 4 | 4 | 1 |

从上表可以看出，在GF(5) 中，元素0、1、4是平方剩余，而元素2、3不是平方剩余。（可用欧拉平方剩余定理来判断。上表很明显有这样的结果）

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| *x* | 0 | 1 | 2 | 3 | 4 |
| *x*2+*x*+6 | 6 | 8 | 16 | 36 | 74 |
| *x*2+*x*+6mod5 | 1 | 3 | 1 | 1 | 4 |
| *y* | [1,4] | 无 | [1,4] | [1,4] | [2,3] |

*E*5(1,6)={O、(0,1)、(0,4)、(2,1)、(2,4)、(3,1)、(3,4)、(4,2)、(4,3) }

*||E*5(1,6)||=9

*E*5(1,6)的加法：

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **加法** | **O** | **(0,1)** | **(0,4)** | **(2,1)** | **(2,4)** | **(3,1)** | **(3,4)** | **(4,2)** | **(4,3)** |
| **O** | O | (0,1) | (0,4) | (2,1) | (2,4) | (3,1) | (3,4) | (4,2) | (4,3) |
| **(0,1)** | (0,1) | (4,2) | O | (3,4) | (4,3) | (2,4) | (3,1) | (2,1) | (0,4) |
| **(0,4)** | (0,4) | O | (4,3) | (4,2) | (3,1) | (3,4) | (2,1) | (0,1) | (2,4) |
| **(2,1)** | (2,1) | (3,4) | (4,2) | (2,4) | O | (0,4) | (4,3) | (3,1) | (0,1) |
| **(2,4)** | (2,4) | (4,3) | (3,1) | O | (2,1) | (4,2) | (0,1) | (0,4) | (3,4) |
| **(3,1)** | (3,1) | (2,4) | (3,4) | (0,4) | (4,2) | (0,1) | O | (4,3) | (2,1) |
| **(3,4)** | (3,4) | (3,1) | (2,1) | (4,3) | (0,1) | O | (0,4) | (2,4) | (4,2) |
| **(4,2)** | (4,2) | (2,1) | (0,1) | (3,1) | (0,4) | (4,3) | (2,4) | (3,4) | O |
| **(4,3)** | (4,3) | (0,4) | (2,4) | (0,1) | (3,4) | (2,1) | (4,2) | O | (3,1) |

*E*5(1,6)的乘法：

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **乘法** | **[1]** | **[2]** | **[3]** | **[4]** | **[5]** | **[6]** | **[7]** | **[8]** | **[9]** |
| **O** | O | O | O | O | O | O | O | O | O |
| **(0,1)** | (0,1) | (4,2) | (2,1) | (3,4) | (3,1) | (2,4) | (4,3) | (0,4) | O |
| **(0,4)** | (0,4) | (4,3) | (2,4) | (3,1) | (3,4) | (2,1) | (4,2) | (0,1) | O |
| **(2,1)** | (2,1) | (2,4) | O | (2,1) | (2,4) | O | (2,1) | (2,4) | O |
| **(2,4)** | (2,4) | (2,1) | O | (2,4) | (2,1) | O | (2,4) | (2,1) | O |
| **(3,1)** | (3,1) | (0,1) | (2,4) | (4,2) | (4,3) | (2,1) | (0,4) | (3,4) | O |
| **(3,4)** | (3,4) | (0,4) | (2,1) | (4,3) | (4,2) | (2,4) | (0,1) | (3,1) | O |
| **(4,2)** | (4,2) | (3,4) | (2,4) | (0,4) | (0,1) | (2,1) | (3,1) | (4,3) | O |
| **(4,3)** | (4,3) | (3,1) | (2,1) | (0,1) | (0,4) | (2,4) | (3,4) | (4,2) | O |

由上表可知，元素(0,1)、(0,4)、 (3,1)、(3,4)、(4,2)、(4,3)都为 *E*5(1,6) 的生成元，阶数都为9。元素(2,1)、(2,4)不是*E*5(1,6)的生成元，其阶数为3。

由上述表格，容易得到每个元素的方幂表示。

**6．利用椭圆曲线实现ECC密码体制，假设取*p*=23, *Ep*(1,1)椭圆曲线为：![](data:image/x-wmf;base64,183GmgAAAAAAAIAHAAIBCQAAAACQWwEACQAAA+4BAAACAK4AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAIAAoAHCwAAACYGDwAMAE1hdGhUeXBlAABQABIAAAAmBg8AGgD/////AAAQAAAAwP///73///9ABwAAvQEAAAUAAAAJAgAAAAIFAAAAFALQAAEBHAAAAPsCR/8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuANzXGACLgo11gAGRdeUQZsgEAAAALQEAAAoAAAAyCgAAAAACAAAAMjN2AnIBBQAAABQCYAG9BhwAAAD7AsD+AAAAAAAAkAEAAAAAAAIAEFRpbWVzIE5ldyBSb21hbgDc1xgAi4KNdYABkXXlEGbIBAAAAC0BAQAEAAAA8AEAAAkAAAAyCgAAAAABAAAAMTOAAgUAAAAUAmABXAAcAAAA+wLA/gAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A3NcYAIuCjXWAAZF15RBmyAQAAAAtAQAABAAAAPABAQAMAAAAMgoAAAAAAwAAAHl4eK98AkkCgAIFAAAAFAJgAcoBHAAAAPsCwP4AAAAAAACQAQAAAAEAAgAQU3ltYm9sAHWjEwqweHOCANzXGACLgo11gAGRdeUQZsgEAAAALQEBAAQAAADwAQAADAAAADIKAAAAAAMAAAA9KyshWQLMAYACrgAAACYGDwBSAUFwcHNNRkNDAQArAQAAKwEAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYJRFNNVDYAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEERXVjbGlkIEV4dHJhABNXaW5BbGxDb2RlUGFnZXMAEQbLzszlABIACCEPRY9EL0FQ9BAPR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAQQABQAKAQACAIN5AAMAHAAACwEBAQACAIgyAAAACgIEhj0APQIAg3gAAwAcAAALAQEBAAIAiDMAAAAKAgSGKwArAgCDeAACBIYrACsCAIgxAAAACgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIUAAkAAAAAALwCAAAAhgECAiJTeXN0ZW0AyOUQZsgAAAoALgCKAwAAAAAAAAAADOIYAAQAAAAtAQAABAAAAPABAQADAAAAAAA=)，*Ep*(1,1)的一个生成元是*G*=(6,4)，私钥*d*=3，明文*M*=(5,4) ，求ECC的加解密过程。**

答案：由题，公钥为*P*A=[*d*]*G*=[3]*G*=[3]（6，4）=（2，16）。

加密：用户B随机选取*k*=2，计算

*C*1=[2]*G*=（17，13）

*C*2=*M*+[*k*]*P*A=（5，4）+2（2，16）=（12，13）+（5，4）=（17，17）

得密文*C*=（*C*1,*C*2）=（（17，13），（17，17））

解密：*C*2-[*d*]*C*1=（17，17）- [2]（17，13）

=（17，17）-（12，13）

=（5，4）。