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The first case study “Providing Compliance in Regulated Environments” focuses upon how dev ops professionals can work with auditors to ensure access to all required data in a distributed cloud environment through use of tools such as Splunk or Kibana, and by working closely with the auditors. The main take aways here are that older methods of auditing controls and control systems do not work in modern infrastructure, especially not when based in the cloud, and that auditing still needs to happen, it just needs to take on a new form in order to be effective and ensure that compliance is maintained.

The next case study, “Relying on Production Telemetry for ATM Systems” tells the story of fraud being committed by exploiting a back door that was added into the code despite code reviews. The main point of this case study is that while code reviews are important, they should not be solely relied upon to detect fraud or other issues, as in the case of the fraud through the back door, the fraud was detected via standard operations which monitored the activity in production, while the code review did not catch the backdoor which was added.