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TUTORIAL# 1

1. Refer to the attached article.

“A Lightweight Mutual Authentication and Key Agreement Scheme for Medical Internet of Thing”.

1. Answer the following question

|  |  |
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| **QUESTION** | **ANSWER** |
| How do you feel that the proposed method is **mutual authentication**? |  |
| How **many factors** are involved in mutual authentication? What is the purpose of using those factors? |  |
| What is the **type of Mutual Authentication**? Refer to the slides for all different types. |  |
| Evaluate either the proposed methods is prone to **replay attack, man in the middle attack, impersonation attack or any other attack** you want to discuss. |  |
| Evaluate the proposed methods from **computation cost** and **authentication overhead.** | The proposed method from computation cost is 3904 bits in total. The communication cost between nodes SN and AP is 832 bits, AP and server is 864 bits, server and AP is 1120 bits and AP and SN is 1088 bits.  The proposed method from authentication overhead is 20 messages is transfer during the authentication process. |