# Dissertation Proposal: Develop a Machine Learning Application that is Able to Detect Real-Time Anomalies in User Behaviour.

## Motivation

In the United Kingdom, an estimated 4.2 million surveillance cameras watch us every day (Clive Norris & Michael McCahill, 2006). Found in businesses, homes, shops and on high streets we are one of the most watched nations in the world. CCTV is actively available in 96% of homicide investigations, where it added value to the case 80% of the time (Scotland Yard, 2010). However, this statistic does not hold true for all crimes within the UK, with reports showing that CCTV only solves one in every 1000 crimes. (Press Association, 2009) It is fair to say that the work force allocated to high profile crimes makes it possible to find, collect and search all the archived video footage for evidence. This illuminates the problem at hand; CCTV is solely deployed in a traceability capacity when it has the potential to provide a much richer source of information. If we were able to understand video footage as it occurred, then we can start making smarter decisions that can lead to earlier crime detection and reduce the need to store such vast amounts of video footage on file.

The problem we need to solve to achieve this is, once presented with a set of data points representing the events that have occurred in a video frame, how can we detect whether what we are shown is anomalous in nature? Furthermore, can we apply this on an individual basis and detect when a single person on video is acting out of the ordinary? If we can solve this, we are in a capacity to create a system that could alert a vested party of an anomaly in real-time, allowing for the event to be investigated and any necessary action to be taken. This creates a much more proactive approach to detecting crime along with removing the need for archival of video footage.

My approach will be to develop a system that can detect users in a video stream, extrapolate data points about them, and then apply machine learning models to classify their behaviour as anomalous or normal. I will be focusing on unsupervised learning methodologies, evaluating which models provide the highest level of accuracy while being as high performance as possible. The system will use a micro-service based architecture in order to provide scalability and high-performance data throughput, a key success criteria for a real-time system. To develop a suitable and achievable application in the given timeframe I will confine the problem to a single room environment with a set of configured subjects for facial recognition.

## Aim and Objectives

**Aim:** To develop a machine learning application that is able to detect real-time anomalies in user behaviour.

**Objectives:**

1. To research existing video processing techniques and available software in order to obtain as many data points with the highest degree of accuracy from a video stream.
2. To research machine learning techniques for detecting anomalies in time series data that can be applied to data sets produced from objective 1.
3. Develop testing scenarios that will allow the evaluation of machine learning models in their ability to detect anomalies in real-time.
4. Develop a micro-service based solution that allows interaction of services encapsulating video processing, machine learning models, an interactive web service and an anomaly notification service.
5. Using the test scenarios defined in objective 3, evaluate the applications ability to detect anomalies and alert users in real-time.
6. Compare and contrast the performance and storage requirements of the final system against existing CCTV systems and methodologies.

We are aiming to accomplish the development of a real world applicable system that will outperform existing solutions and methodologies when it comes to video processing and anomaly detection. To achieve this, we need to focus on objectives; 3, 4, 5 and 6 as a minimum, as they are concerned with producing the final product and evaluating its success in regard to the aim of this dissertation. The objectives preceding them provide support and increase the solutions chance of success, but time could be withdrawn from them once a single viable methodology has been found.

//general of what I should be doing at the moment, whats expected and what existing work I can say im focusing on?

## Background

//a table summarising key background sources and identifying their relationship to the project at hand

//when it comes to background lets look for micro service based architecture

## Project Plan

//activities Gantt chart bullshit

//description of what has been done so far? Why is the plan structured this way?
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//Motivation and Aim take up one page

//Background can run to one and a half pages

//Project plan one and half pages

//applications of technology

//technologies needed and background into it

//distributed messaging solve the problem better than previous applications

//look at data processing speed against the effectiveness of model (motivation)

//keep important parts of the data over the original video as that’s important

//expand to keep video

//no gantt chart use feasibility, proof of concept, implementation with feature priorities and time complexity of each feature

MILESTONES