|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Règle | Domaine | Budget(1-5) | Contrainte | Avantages | Contrôle |
| 1 | Droit d’accès | 2 | Limitation des droits | Réduction des risques de sécurité | Audits des droits |
| 2 | Documentation | 3 | Mise à jour constant | Fiabilité et référence claire | Vérification documentaire |
| 3 | Audits de sécurité | 4 | Régularité des audits | Prévention des failles | Rapports d'audit |
| 4 | Mises à jour | 3 | Application rapide | Diminution des vulnérabilités | Suivi des versions |
| 5 | Surveillance | 4 | Monitoring continu | Détection rapide des incidents | Révisions des journaux |
| 6 | Sécurité physique/logique | 4 | Mesures strictes | Protection contre accès non autorisés | Inspections de sécurité |
| 7 | Formation des utilisateurs | 3 | Programmation régulière | Amélioration de la culture de sécurité | Évaluation de la formation |
| 8 | Chiffrement | 4 | Application systématique | Confidentialité des données | Audits de chiffrement |
| 9 | Sauvegardes | 5 | Protocoles stricts | Récupération des données | Tests de restauration |
| 10 | Comptes d’administration | 2 | Usage restreint | Minimisation des risques | Vérification de l'usage |