CREATE TABLE user (Id int generated by default as Identity (start with 10000 increment by 1) primary key, Email nvarchar(255), Name nvarchar(255), Password nvarchar(255), PermissionId int, RoleId int)

INSERT INTO PUBLIC.USER(EMAIL, NAME, PASSWORD, PERMISSIONID, ROLEID) VALUES ('Arne@test.dk', 'Arne Hansen', 'qwerty123456', '1', '1')
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INSERT INTO PUBLIC.USER(EMAIL, NAME, PASSWORD, PERMISSIONID, ROLEID) VALUES ('Arne@test.dk', 'Arne Hansen', 'qwerty123456', '1', '1')

INSERT INTO PUBLIC.USER(EMAIL, NAME, PASSWORD, PERMISSIONID, ROLEID) VALUES ('Arne@test.dk', 'Arne Hansen', 'qwerty123456', '1', '1')
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INSERT INTO PUBLIC.USER(EMAIL, NAME, PASSWORD, PERMISSIONID, ROLEID) VALUES ('Arne@test.dk', 'Arne Hansen', 'qwerty123456', '1', '1')

CREATE TABLE Role (RoleId int primary key, Name nvarchar(255))

INSERT INTO PUBLIC.Role(RoleId, Name)VALUES ('2', 'Admin') ;

INSERT INTO PUBLIC.Role(RoleId, Name)VALUES ('3', 'Skoleleder') ;

INSERT INTO PUBLIC.Role(RoleId, Name)VALUES ('4', 'Børnhaveleder') ;

INSERT INTO PUBLIC.Role(RoleId, Name)VALUES ('5', 'Kommune leder') ;

INSERT INTO PUBLIC.Role(RoleId, Name)VALUES ('6', 'Løn administrater') ;

INSERT INTO PUBLIC.Role(RoleId, Name)VALUES ('7', 'Medarbejder') ;

INSERT INTO PUBLIC.Role(RoleId, Name)VALUES ('1', 'Guest');

CREATE TABLE Permission (PermissionId int primary key, Name nvarchar(255))

INSERT INTO PUBLIC.Permission(PermissionId, Name )VALUES ('1', 'very Limited No change can be made');

INSERT INTO PUBLIC.Permission(PermissionId, Name )VALUES ('2', 'Unlimited');

INSERT INTO PUBLIC.Permission(PermissionId, Name )VALUES ('3', 'Unlimited Skole');

INSERT INTO PUBLIC.Permission(PermissionId, Name )VALUES ('4', 'Unlimited Børnehave');

INSERT INTO PUBLIC.Permission(PermissionId, Name )VALUES ('5', ' Unlimited kommune ');

INSERT INTO PUBLIC.Permission(PermissionId, Name )VALUES ('6', 'Unlimited Løn');

INSERT INTO PUBLIC.Permission(PermissionId, Name )VALUES ('7', 'Limited change in their folder');

CREATE TABLE Organization (OrganId int primary key, Organization nvarchar(255), ParentID int)

INSERT INTO PUBLIC.Organization(OrganId, Organization, ParentID )VALUES ('1', 'admin', '300');

INSERT INTO PUBLIC.Organization(OrganId, Organization, ParentID )VALUES ('3', 'kommune', '301');

INSERT INTO PUBLIC.Organization(OrganId, Organization, ParentID )VALUES ('4', 'skole', '302');

INSERT INTO PUBLIC.Organization(OrganId, Organization, ParentID )VALUES ('5', 'børnehave', '303');

INSERT INTO PUBLIC.Organization(OrganId, Organization, ParentID )VALUES ('2', 'Løn', '304');

INSERT INTO PUBLIC.Organization(OrganId, Organization, ParentID )VALUES ('6', 'Medarbejder', '305');

INSERT INTO PUBLIC.Organization(OrganId, Organization, ParentID )VALUES ('7', 'guest', '306');

SELECT id, name, email FROM USER

JOIN user k1 ON user.Roleid = k1.Roleid AND k1.name = 'rne'