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# CS361 Questions: Week 3

The questions marked with a dagger (†) require external research and may be more extensive and time consuming. You don’t have to do them for the assignment but, but do them to increase your competency in the class.

# Lecture 34

1. Why is it impossible to transmit a signal over a channel at an average rate greater than C/h?

C is the max bits a channel can transmit, and h is the entropy of a language so then C/h would be the greatest rate possible.

1. How can increasing the redundancy of the coding scheme increase the reliability of transmitting a message over a noisy channel?

# Lecture 35

1. If we want to transmit a sequence of the digits 0-9. According to the zero order model, what is the entropy of the language?

h = -(log(1/10))

1. What are reasons why computing the entropy of a natural language is difficult?

It is difficult in finding the exact probability of the possible n cominations at the nth level order.

1. Explain the difference between zero, first, second and third-order models.

Zero order – assume all characters are equally likely when you compute the entropy

First order-assume some symbols occur more frequently than others, but all symbols are still independent.

2nd order- you can computed a table of likelihoods of diagrams(two-letter combinations)

3rd order – same as 2nd order but adding trigrams (three letter combinations).

# Lecture 36

1. Why are prior probabilities sometimes impossible to compute?

You don’t

1. Why is the information content of a message relative to the state of knowledge of an observer?

If the observer already knows the information in the message the entropy would be 0 since they have no uncertainty.

1. Explain the relationship between entropy and redundancy.

Note that entropy can be used to measure the amount of “redundancy” in the encoding. If the information content of a message is equal to the length of the encoded message, there is no redundancy.

# Lecture 37

1. List your observations along with their relevance to cryptography about Captain Kidd’s encrypted message.

It’s encoded in symbols and numbers, and there are a lot of 8’s

1. Explain why a key may be optional for the processes of encryption or decryption.

You can do it without.

1. What effect does encrypting a file have on its information content?

It protects it from unwanted viewers and should be able to be recreated.

1. How can redundancy in the source give clues to the decoding process?

You can use patterns. To spot the possible language the plaintext is in.

# Lecture 38

1. Rewrite the following in its simplest form: *D*(*E*(*D*(*E*(*P*)))).

{{{{P}}}}

1. Rewrite the following in its simplest form: *D*(*E*(*E*(*P,KE*)*,KE*)*,KD*).

{{P}Ke}Ke}Kd

1. Why might a cryptanalyst want to recognize patterns in encrypted messages?

Patterns can give us clues in what language the message is in.

1. How might properties of language be of use to a cryptanalyst?

You can spot traits of languages that may have not been removed after being encoded.

# Lecture 39

1. Explain why an encryption algorithm, while breakable, may not be feasible to break?

You can always brute force all possible keys to break the encryption but it may take too long for it to be feasible.

1. Why, given a small number of plaintext/ciphertext pairs encrypted underkey K, can K be recovered by exhausteive search in an expected time on the order of 2*n*−1 operations? Because there are 2^n possibilities and if you do a linear search the average search space would be half of that leading to 2^(n-1) operations.
2. Explain why substitution and transposition are both important in ciphers.

Substitution will provide Confusion to encryption, and transposition will provide Diffusion.

1. Explain the difference between confusion and diffusion.

Confusion – transforming information in plaintext so that an interceptor cannot readily extract it.

Diffusion – spreading the information from a region of plaintext widely over the ciphertext.

1. Is confusion or diffusion better for encryption?

Both are good for encryption and would be best to employ both.

# Lecture 40

1. What is the difference between monoalphabetic and polyalphabetic substitution?

Monoalphabetic – a uniformly 1-1 mapping.

Polyalphabetic-

1. What is the key in a simple substitution cipher?

A 1-1 mapping from a plaintext to ciphertext.

1. Why are there k! mappings from plaintext to ciphertext alphabets in simple substitution?

It is a permutation without repetition which would mean for k letters would lead to a k! mappings.

1. What is the key in the Caesar Cipher example?

A = C, B = D, C = E,….. , Y = A, Z = B.

1. What is the size of the keyspace in the Caesar Cipher example?

26

1. Is the Caesar Cipher algorithm strong?

No this algorithm is pretty easy to break.

1. What is the corresponding decryption algorithm to the Vigenere ciphertext example?

Using the Vigenère Tableau means that you are using one of twenty-six different Caesar Ciphers at each position, depending upon the corresponding letter in the key.

# Lecture 41

1. Why are there 17576 possible decryptions for the “xyy” encoding on slide3?

We only know it’s a substitution so there are 26\*26\*26 possibilities.

1. Why is the search space for question 2 on slide 3 reduced by a factor of 27?

Because it was a simple substitution cipher so it’s 1-1 mapping ending with 26\*25 possibilities

1. Do you think a perfect cipher is possible? Why or why not?

Yes, but you would have to have a fully random generated key.

# Lecture 42

1. Explain why the one-time pad offers perfect encryption.

With a random key and plaintext is XOR creating a cipher text therefore you can’t remove any of the possible plaintext cause they could be a possible pre image of the cipher text.

1. Why is it important that the key in a one-time pad be random?

If not you could take the cipher text + the key and decode it yourself.

1. Explain the key distribution problem.

How do the sender and reciver agree on a secret(key) that they could use.

**Lecture 43**

1. What is a downside to using encryption by transposition?

Unlike simple substitution, it has greater space complexity since the message can’t be decrypted until it has been read in its entirety. This may be an issue for very long messages, and causes a delay in the decryption.

# Lecture 44

1. Is a one-time pad a symmetric or asymmetric algorithm?

It’s symmetric

1. Describe the difference between key distribution and key management.

Key distribution: how do we convey keys to those who need them to establish secure communication.

Key management: given a large number of keys, how do we preserve their safety and make them available as needed

1. If someone gets a hold of Ks, can he or she decrypt S’s encrypted messages? Why or why not?

No for an asymmetric encryption the encrypt key and decrypt key is different.

1. Are symmetric encryption systems or public key systems better?

Public key systems.

# Lecture 45

1. Why do you suppose most modern symmetric encryption algorithms are block ciphers?

Block ciphers are has a better immunity to tampering. It’s difficult to insert symbols without detection.

1. What is the significance of malleability?

It’s bad for encryption. If an encryption algorithm has malleability a person can decode your plaintext without detection

1. What is the significance of homomorphic encryption?

Homomorphic encryption is a form of encryption where a specific algebraic operation performed on the plaintext is equivalent to another (possibly different) algebraic operation performed on the ciphertext. Homomorphic encryption schemes are malleable by design.

# Lecture 46

1. Which of the 4 steps in AES uses confusion and how is it done?

subBytes - or each byte in the array, use its value as an index into a 256-element lookup table, and replace its value in the state by the byte value stored at that location in the table.

1. Which of the 4 steps in AES uses diffusion and how is it done?

shiftRows –Let *Ri* denote the *ith* row in state. Shift *R*0 in the state left 0 bytes (i.e., no change); shift *R*1 left 1 byte; shift *R*2 left 2 bytes; shift *R*3 left 3 bytes. This does not affect the individual byte values themselves.

1. Why does decryption in AES take longer than encryption?

The inverse array in Inverse Mix Columns step in decryption has numbers that isn’t easily optimized making decryption take longer.

1. Describe the use of blocks and rounds in AES.

A implementation of a round is called a iterated block cipher, where a block is used to store data where then steps of encryption are iterated to for a certain number of rounds.

1. Why would one want to increase the total number of Rounds in AES?

It could lead to a harder to crack encryption.

# Lecture 47

1. What is a disadvantage in using ECB mode?

If you have Identical blocks in the plaintext it would generated identical blocks in the ciphertext.

1. How can this flaw be fixed?

By using a randomize plaintext block before encrypting

1. What are potential weaknesses of CBC?

A person can observed changes to ciphertext overtime, content leak, if an attacker can find two identical ciphertext block.

1. How is key stream generation different from standard block encryption modes?

In block encryption modes (like ECB and CBC), the point is to generate ciphertext that stores the message in encrypted but recoverable form. In key stream generation modes the cipher is used more as a pseudorandom number generator. The result is a key stream that can be used for encryption by XORing with a message stream. Decryption uses the same key stream.

# Lecture 48

1. For public key systems, what must be kept secret in order to ensure secrecy?

A Secret key to decrypt.

1. Why are one-way functions critical to public key systems?

It makes decrypting a message hard without knowing the secret key.

1. How do public key systems largely solve the key distribution problem?

It is ok to for your public key to be leaked even though you can encrypted with it no one but the person with the corresponding secret key can decrypt it.

1. Simplify the following according to RSA rules: {{{*P*}*K*−1}*K*}*K*−1.
2. Compare the efficiency of asymmetric algorithms and symmetric algorithms.

Asymmetric algorithms are generally less efficient than symmetric algorithms.

# Lecture 49

1. If one generated new RSA keys and switched the public and private keys, would the algorithm still work? Why or why not?

Yes. A plaintext block *P* is encrypted as (*Pe* mod *n*). The decrypting key is chosen so that: (*Pe*)*d* mod *n*=*P*. Because the encrypting exponentiation is performed modulo *n*, an interceptor would have to factor *Pe* to recover the plaintext. This is difficult. However, the legitimate receiver knows *d* and merely computes (*Pe*)*d* mod *n*=*P*. This is much easier.

1. Explain the role of prime numbers in RSA.

It w

1. Is RSA breakable?

The algorithm is theoretically secure, but has practical weaknesses so possibly.

1. Why can no one intercepting {*M*}*Ka* read the message?

Only A has the key to allow decryption

1. Why can’t A be sure {*M*}*Ka* came from B?

Anyone could have A’s public key

1. Why is A sure {*M*}*K*−1 originated with B?

*B*

*Because this is encrypted with b’s private key and only B has that*

1. How can someone intercepting {*M*}*K*−1 read the message?

*B*

*Anybody can have B’s public key and can capture the message .*

1. How can B ensure authentication as well as confidentiality when sending a message to A?

By having two pairs of keys, one for privacy and one for signing.

# Lecture 50

1. Why is it necessary for a hash function to be easy to compute for any given data?
2. What is the key difference between strong and weak collision resistance of a hash function.

Strong its hard to find two messages m1 and m2 such that f(m1) = f(m2),

Weak its hard to find a m2 != m1 such that f(m1) = f(m2).

1. What is the difference between preimage resistance and second preimage resistance?

For pre-image given a hash value its hard to find a message that hashes to that value. For 2nd pre-image if we already have a message and its hash value and its difficult to find another message that hashes to the same value.

1. What are the implications of the birthday attack on a 128 bit hash value?

1.25sqrt(2^128) = 1.25(2^64)

1. What are the implications of the birthday attack on a 160 bit hash value?

1.25sqrt(2^160) = 1.25(2^80)

1. Why aren’t cryptographic hash functions used for confidentiality?

It’s usually used for integrity.

1. What attribute of cryptographic hash functions ensures that message M isbound to *H*(*M*), and therefore tamper-resistant?

Each time the file is access we compare the has function value from last time vs this access.

1. Using RSA and a cryptographic hash function, how can B securely send a message to A and guarantee both confidentiality and integrity?

# Lecture 51

1. For key exchange, if S wants to send key K to R, can S send the following message: {{*K*}*KS*−1}*K*−1? Why or why not?

Yes since all you need is S’s public key.

1. In the third attempt at key exchange on slide 5, could S have done the encryptions in the other order? Why or why not?

No if it was done the other way people could get S’s private key and his encryption is protected.

1. Is {{{*K*}*KS*−1}*KR*}*KS* equivalent to![](data:image/png;base64,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)?

Yes.

1. What are the requirements of key exchange and why?

A RSA key pair.

# Lecture 52

1. What would happen if g, p and *ga*mod*p* were known by an eavesdropper listening in on a Diffie-Hellman exchange?

They would be able to break your encryption.

1. What would happen if a were discovered by an eavesdropper listening in on a Diffie-Hellman exchange?

They could listen to messages being sent to B

1. What would happen if b were discovered by an eavesdropper listening in on a Diffie-Hellman exchange?

They could listen to messages being sent to A