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2.3 国内外发展现状与发展趋势

2.3.1 个人权益保障技术架构

在如今大数据时代，数据已经成为了重要的组成部分，而个人信息的权益保护和数据应用安全方面也成为了重要的课题，全生命周期权益控制保障个人信息权益成为了一个技术难点，尤其是针对应对隐私数据流转动态随机、多模海量、应用场景复杂、全生命周期覆盖、全流程保障的局势发展状况。个人权益保障技术架构，必须适应于法律法规和各种标准。因此本小节从法律法规、技术研究的角度来讨论国内外发展现状。

在法律法规方面，国际上尚无敏感个人信息处理安全要求的标准，在通用数据保护条例（GDPR）中把揭示种族或民族、政治观点、宗教或哲学信仰、或工会成员的个人数据，遗传数据、唯一标识某自然人的生物特征数据、关于健康或关于自然人的性生活或性倾向的数据列为特别类别个人数据。2020年颁布的《加州隐私权法》（CPRA）引入了“敏感个人信息”，并给出了敏感个人信息的类别。从法律角度，个人权益主要包括：知情权、决定权、更正权、删除权、查阅权和复制权。《中华人民共和国个人信息保护法》定义这些权益，具体如下。

（1）知情权：①基于个人同意处理个人信息的，该同意应当由个人在充分知情的前提下自愿、明确作出，法律、行政法规规定处理个人信息应当取得个人单独同意或者书面同意的，从其规定；②个人信息的处理目的、处理方式和处理的个人信息种类发生变更的，应当重新取得个人同意；③基于个人同意处理个人信息的，个人有权撤回其同意。个人信息处理者应当提供便捷的撤回同意的方式。个人撤回同意，不影响撤回前基于个人同意已进行的个人信息处理活动的效力。

（2）决定权：有权限制或者拒绝他人对其个人信息进行处理；法律、行政法规另有规定的除外。

（3）更正权：个人发现其个人信息不准确或者不完整的，有权请求个人信息处理者更正、补充。个人请求更正、补充其个人信息的，个人信息处理者应当对其个人信息予以核实，并及时更正、补充。

（4）删除权：有下列情形之一的，个人信息处理者应当主动删除个人信息；个人信息处理者未删除的，个人有权请求删除：①处理目的已实现、无法实现或者为实现处理目的不再必要；②个人信息处理者停止提供产品或者服务，或者保存期限已届满；③个人撤回同意；④个人信息处理者违反法律、行政法规或者违反约定处理个人信息；⑤法律、行政法规规定的其他情形；⑥法律、行政法规规定的保存期限未届满，或者删除个人信息从技术上难以实现的，个人信息处理者应当停止除存储和采取必要的安全保护措施之外的处理。

（5）查阅和复制权：①个人请求查阅、复制其个人信息的，个人信息处理者应当及时提供；②个人请求将个人信息转移至其指定的个人信息处理者，符合国家网信部门规定条件的，个人信息处理者应当提供转移的途径。

国内外对个人权益保障研究主要从法律法规和技术方面展开，下面分别讨论。在**法律法规**方面，2015年，李汶龙基于对欧盟所提出的被遗忘权的反思与借鉴，对大数据时代隐私保护的机制尝试展开了研究，探讨了被遗忘权的中国化和其与新闻传播的冲突及可能的解决机制[1] 。2016年，贾聪聪在借鉴国外个人权益保护措施的基础上，尝试进行了我国互联网征信下个人权益保护制度的建构，一定程度上缓和了个人权益保障与信息流动之间的冲突[2] 。2017年，文晓分析了欧盟与美国在网络消费者隐私权保护这一问题上的不同处理方法，指出欧盟的统一立法规制模式更适合我国[3] 。2019年，袁泉针对个人权益因未曾细化而难以落实保障措施这一困难，综合考量信息法益形态与利益主体等因素，提出了基于信息生命周期理论的个人信息分类标准，从而能够进一步对个人信息进行分类保护[4] 。田娅汝针对我国缺乏个人权益保护相关上位法、互联网征信业务不规范、监管体系不健全等问题，提出了建立个人信息权等单独立法、在征信行业细化个人知情权和同意权、加强互联网征信监管等个人权益保障对策[5] 。

2021年，余圣琪在分析工商业时代背景下传统法律对于数据保护困境的基础上，比照欧盟、美国等主流国家对于数据权利的保护模式，探究了数据权利对传统权利的变塑和重建，以期实现数据权利保护与促进数据流动的双核保护目标[6] 。范江波基于数据权益的属性和与欧盟、美国及日本的数据权益保护的对比分析，提出了数据权益保护的三条基本原则——“一般信息与敏感信息区别保护”、“增强数据收集的‘告知-同意’透明度”、“合理范围内的被遗忘权”[7] 。苗慧基于隐私相关理论，通过对隐私政策的文本分析建立了相应的测评模型，以期为改善政策、规范管理、保护隐私权益提供决策依据[8] 。

**权益保障架构包含了隐私计算架构、监管架构和存证。目前尚无从宏观上对个人权益保障技术架构开展的研究工作，相关技术主要聚焦于隐私计算架构、监管架构、完备删除、组件优化动态部署、隐私侵权取证等方面。**

在**隐私计算架构**方面，2016年，信工所李凤华[9] 提出了面向隐私信息全生命周期保护的隐私计算理论与关键技术，涵盖了隐私计算框架、隐私计算形式化定义、隐私计算的重要特性、隐私保护效果评估、算法设计准则、隐私计算语言、隐私计算框架下的取证技术等内容，从隐私信息的感知、度量、脱敏、延伸控制、评估、销毁等环节给出全生命周期隐私保护解决方案，为泛在互联环境下隐私信息保护奠定了理论基础与计算架构。

在**监管架构**方面， Wilson III于2005年提出了由政府机关、科研机构、公司企业、社会团体构成的四方监管模型[10] 。Solum提出了网络空间自生秩序和自我监管模型[11] 。这些研究工作主要关注合规监管模型的构建，所采用的建模方法包括本体论、UML、BPMN等。Pandit H J等在文献[12] [13] [14] 中给出了GDPR合规检查中本体模型的构建模式，完成了对数据主体、数据采集、数据存储、数据使用及处理、数据分享、数据使用依据等核心要素的形式化定义，并在W3C推荐的本体库PROV-O和P-Plan基础上构建了描述GDPR合规检查中数据起源本体模型GDPRov和合规检查本体模型GConsent。Jake Tom等[15] 在研究GDPR中实体以及实体间约束关系的基础上，利用UML建模方法建立了GDPR中数据主体、数据控制者、数据处理者监管主体之间的行为关系模型。文献[16] 基于the Open Digital Rights Language（ODRL）构建了复杂系统中数据合规监管模型，实现了企业责任的自动化合规检查。文献[17] 基于复杂事件处理系统研究了物联网这一高度动态变化和弹性伸缩环境下数据合规监管方法。然而，现有监管方面的研究更多关注合规性，缺少监管机构和企业间的协同监管，尤其是对监管架构如何部署、如何与信息系统集成、国家监管机构与企业内部监管机构的责权划分等方面的研究。

在**完备删除**方面，2015年，罗玉川提出了一种基于AONT的云数据可信删除机制，该机制将AONT转换与加密技术相结合，将原始数据转换为强不可分的密文数据，然后将密文数据的一部分同加密密钥一起销毁，从而提高了可信删除的有效性[18] 。2020年，程昱婷提出了一种基于用户权限撤销的数据可信删除方案，通过定义一个策略图将文件删除转化为策略撤销，随后再借助密文更新实现策略撤销，数据主体可以通过验证最新密文与原始密文生成的Merkle根节点是否一致来验证数据删除是否可信[19] 。郝嘉禄针对数据删除过程中存在的粗粒度、非即时、依赖第三方的问题，提出了一种基于细粒度策略的、自主控制的外包数据可信删除方案，基于已知难题的形式化安全性证明保证了该方案的安全性和可靠性，同时仿真结果表明了该方案可以以较低的开销满足数据可信删除的需求[20] 。2020年，Tian和Shao等人提出了一种基于椭圆曲线标量乘法的云数据可信删除方案，该方案显著提高了可信删除各个阶段的效率，同时实现了细粒度的访问与删除[21] 。2021年，Xie和Fu等人提出了一种基于强不可分性的云数据可信删除方案，通过结合异或运算与分组密码将密文数据变得强不可分，销毁任何一段密文数据都将导致原始数据的不可恢复[22] 。2022年，Tian和Wang提出了一种基于动态滑动窗口的可信删除方案，该方案通过Merkle树实现数据删除证明；采用多级安全思想和滑动窗口技术实现了更细粒度的访问控制[23] 。2022年，Tian和Wang提出了一种安全有效的有序覆盖删除方案（SEAD-OO），采用基于密文策略属性的加密实现了细粒度的访问控制和数据共享，引入物理删除和逻辑删除确保密文的删除，引入区块链确保删除的有效性和可追溯性[24] 。

在**组件优化动态部署**方面，2017年，吉振领提出了一种面向SLA的微服务动态部署方案，该方案构建了微服务动态部署描述模型和相应权值的动态更新机制，使用Docker容器包装微服务及运行时环境并以此为基础提出了微服务池模型，以一定的冗余保证了微服务的可用性[25] 。2020年，李旦提出了一种基于Prophet-LSTM组合的资源需求预测模型和相应的迁移时机判断方法，并通过实验证明了该预测模型比已有模型具备更高的预测精度[26] 。2021年，高雅卓等人结合完全信息静态博弈与马尔可夫决策过程，提出了一种基于多阶段随即博弈的虚拟化蜜罐动态部署机制（HoneyVDep），并以资源约束下防御方的综合收益最大化为目标建立了相应的优化模型[27] 。邵晓等人提出了一种基于强化学习的网络欺骗防御动态部署方案，该方案使用DQN算法寻找网络欺骗防御动态部署的最优策略[28] 。2015年，Sun和Wang等人提出了一种基于层次分析法的服务质量评估机制和动态正态分布选择方法进行服务部署的动态策略，采用动态惯性粒子群优化算法（DI-PSO）实现任务调度[29] 。2019年，Andrey和Anar实现了一个动态部署系统（DDS），自动化并显著简化了使用给定拓扑的用户定义流程及其对任何资源管理系统（RMS）的依赖关系的部署[30] 。2021年，Zhang和Jiao等人设计了一种基于流的增量调度器（Pool），将任务调度问题描述为最小成本最大流（MCMF）问题后，采用增量MCMF算法，加快了计算最优流的过程，并采用了以任务迁移成本最小化为目标的启发式的调度算法[31] 。

在**隐私侵权取证**方面，在隐私信息跨信息系统传播的过程中，溯源信息需要在不同信息系统间广泛交换。现有的溯源取证方案[32] [33] 大多聚焦于单一信息系统内部，当隐私信息流转出信息系统边界后，便失去控制和溯源取证能力，并没有针对多应用系统、多边界的隐私信息广泛动态流转场景中溯源取证问题提出解决方案。另一方面，现有信息系统中隐私信息与保护策略大多分开存储，例如基于起源信息的方案[34] [35] [36] ，将信息的演化脉络存储在起源信息中，当隐私信息离开信息系统后，便失去了隐私信息保护策略标准，无法对隐私信息是否违背隐私信息所有者意愿进行判断。

尽管已经有一些相关规范指南标准可以参考，但当今发展现状仍面临一些问题。

（1）由于隐私场景多变且多样，关于对应权益保护无法灵活匹配多变场景下的海量数据，隐私数据和对应权益保护目前没有建立一个有效且全面覆盖全生命周期的联系。

（2）国际上尚无敏感个人信息处理安全要求的标准，国内关于敏感个人信息处理安全要求也有所缺乏，相对应的权益保障也缺乏相关标准规定，对于各个数据流转生命周期过程对应标准仍需补充完善。

（3）现有方案缺乏统一的溯源信息汇聚和分析能力，难以实现对不同信息系统边界的采集汇总和溯源取证。

2.3.2 全生命周期权益控制

个人权益控制是指采集法律、管理、技术等手段确保个人知情权、决定权、更正权、删除权、查阅权和复制权。个人权益控制在技术层面主要体现在脱敏、删除和监管等不同维度。目前产业界和学术界都对个人权益控制展开了研究。

全生命周期的权益控制主要关注脱敏控制、删除控制和监管控制等方面。隐私信息在全生命周期流转传播过程中，不仅需要管控信息，更要结合信息的应用场景、敏感程度、保护需求等多维度因素，综合确定该信息在传播过程中对脱敏、删除和监管的控制要求，进而通过设置信息的传播控制策略，建立有效的信息分享/传播秩序。以下从信息传播控制、传播路径发现、策略冲突检测和消解等方面予以分析。

在全生命周期权益控制方面，亚马逊公司提出保障数据安全级别的举措，其发布的Macie通过机器学习和模式匹配识别AWS中的敏感数据，但仅局限于局部的脱敏环节，并未考虑与删除、监管的联动，难以支撑泛在受控共享；在共享按需控制方面，谷歌公司的RAPPOR系统采用本地化差分保护机制收集用户数据并进行统计、分析、挖掘等操作；苹果公司的iOS 14.5系统和iPadOS 14.5系统采用差分隐私、随机标识符、位置模糊处理等技术对用户个人信息脱敏处理，但脱敏技术局限于单一场景，且信息动态传播与删除缺乏有效关联，多副本不能完备删除；在权益保障协同监管方面，IBM Security Guardium Solution在识别和分类企业内敏感数据的基础上，提供数据活动实时监控和用户行为分析，发现针对敏感数据的异常行为并进行合规监管，但监管技术滞后于应用，且缺乏线上实时监管的有效技术手段。

在**信息传播控制**方面，可以从宏观和微观两个角度来分析。从宏观角度，信息的传播控制的目标可以理解为最小化某类信息的传播范围传播，常用的方法有基于网络结构优化的传播阻断方法和基于信息竞争的对立信源群体选择方法[37] 。基于网络结构优化的传播阻断方法是直接阻断了信息传播的关键路径，具有更加稳定快速的控制效果。主要有通过阻断一定数量的边、基于边集删除、线性阈值模型下贪心策略设计具有近似比、移除边集或节点集最小化网络的谱半径。但是在真实应用中，阻断某些传播边或者节点会有侵犯人权的风险，可能会招致批评。对应的基于信息竞争的对立信源群体选择方法选择一组节点组成“好”信息源群体，该群体在网络上发布并传播用于澄清“坏”信息的“好”信息。主要有将独立级联模型推广为竞争独立级联模型来选择信源群体选择算法、将线性阈值模型推广为竞争线性阈值模型来信源群体选择算法等。但这种方法仍是将背景立足于已经传播产生负面影响而进行补救，而不是从信息从第一次分享开始进行管控。从微观角度，信息传播控制可以以时间为依据，分为预前控制、过程中控制和滞后控制三种[38] 。由于信息的传播具有时序性，技术以外的控制方法都是属于一种个体的主观行为或者一种事后的补救措施。早期的信息传播控制技术大多运用过滤机制和分级机制，对信息的传播进行管理。

在**传播路径发现**方面，在信息交换的过程中，确定信息传输的路径尤为重要，因而衍生了各类路径发现协议。早期的路径发现协议，大多是为了检验网络的链路状况或者确定一条延时短、带宽快的路线，此类协议基本不对路径上节点的真伪进行识别，因而很容易被攻击者伪造或篡改。站在隐私保护的角度，信息传输路径可以划分到轨迹隐私的范畴，因而找到一种可信的路径发现协议，可以避免由于传输路径泄漏而导致的隐私风险。RFC1393[39] 中对Traceroute协议进行了详细解释。Augustin等[40] 通过描述路由跟踪过程中经常出现的异常方式，将它们归纳为环形、圆形和正方形，并据此提出一种公开可用的路由跟踪工具—配对路由追踪，利用该工具，可以提取追踪过程中异常方式的共性，并对原因进行可能性分析。F. Valentini等[41] 提出了两种不基于集中式网络监控系统的路径发现方法，其中一种适用于IPv6的网络环境下，另外一种IPv4和IPv6的网络环境均适用。最初的动态源路由协议只包含DSR基本的路由发现和路由维护机制，由D. B. Johnson[42] 于1994年提出，并于1996年发表了对DSR大部分的设计细节和初步仿真结果[43] 。K. A. Sivakumar等[44] 基于密码学提出了一种多源广播加密方案，确保没有通过合法性验证的节点无法加入到路径中，同时设计了一种安全路由发现协议，实现了对RREQs先验矛盾检测机制进行量化评估。C. Chandra等[45] 对原有DSR协议进行了改进。Prizada等[46] 提出了一种新型实用的方案，用于建立和维持网络中的可信路由。IETF工作组于2009年在RFC5440[47] 中提出了路径计算单元协议PCEP。Polito等[48] 通过域间的QoS路径拓展PCE架构，使得不同运营商在多个域端获得在不同资源领域的AA权限。Choi J S[49] 提出了一种用户移动回传混合拓扑自动发现协议MPLS-TP，利用分布式邻居发现协议收集邻居信息和构造拓扑关系，实现集中管控。Yannizzi等[50] 结合当前域间上下文网络模型，解决了如何建立域间LSP问题。Sudarshan Vasudevan等[51] 提出了一种类似于ALOHA邻居发现算法，无需预知节点数量及其同步，并允许节点异步执行相邻节点发现任务。Hu Y C等[52] 提出了一种Ad Hoc网络中的新型安全路由协议Ariadne，可以防止攻击者或者被攻陷节点通过损害未被攻陷的节点，还可以防止多种类型的拒绝服务攻击，具有很高的效率。Kim等[53] 构造了一种安全路由发现协议SRDP，通过使用聚合消息认证码或多重签名机制，该协议允许源节点对路径上的各节点进行认证，保证了在DSR中的安全路径发现过程。为保证数据包在可信路径上流转，Helen Bakhsh等[54] 基于无PKI的优化加密方案ICING，描述并评估了一种信任感知的基于位置的动态多路径发现协议，旨在找到MANETs网络中一条通往目的节点的可靠度最高、开销最小的路径。Safa等[55] 提出了一种基于聚类的新型可信路由协议（CBTRP），通过将网络组织为不相交的群集，持续检测节点活动行为，选择可信的和具有资格的节点处理相关路由活动，并及时改变数据包路由路径，避免了中间恶意节点攻击，保证数据安全高效的传输。Avramopoulos I等[56] 考虑在有攻击者的环境下提出了一种路由技术，只要在源节点和目的节点之间存在有一条无故障的路径，就可以保证将数据包从源节点交付至目的节点，且通信带宽开销、处理需求和额外成本均较低，甚至可以通过阻塞恶意节点通信来抵抗攻击。

在**策略冲突检测和消解**方面，Lupu[57] 研究了Ponder语言中策略形式一致性问题，在进行策略冲突检测时，Lupu将策略分解为主体、客体和行为3个要素。当2条策略的某个要素的作用域相互覆盖时，就会引起符号冲突。姚键等[58] 研究了分布式系统中元素之间的关系，并统一抽象成有向无环图模型，提出了一种应用有向无环图模型来检测分布式系统中安全策略冲突的定量方法。李瑞轩等[59] 针对静态职责分离策略与可用策略并存时，由于互斥的需求可能引发策略非一致性冲突问题，提出了基于优先级的冲突消解方法。针对基于关系的访问控制策略冲突检测问题，Sarkis等[60] 提出了通过分析策略元素之间的关系来检测策略对之间是否存在冲突。直接冲突可以通过分析策略元素之间是否存在重叠，间接冲突通过分析两个策略元素之间是否存在隐式关系。Deng等[61] 提出了访问控制策略冲突检测与消解机制，该机制通过构建访问控制策略中的资源索引树，基于资源依赖关系、条件重叠关系和访问控效果，实现访问控制策略冲突检测与消解。在控制策略的有效性评估方面，随着访问控制策略复杂度增加，访问控制策略评估效率影响着数据跨域流转控制的效率。Liu等[62] 提出一个XACML访问控制策略评估方案XEngine，该方案首先将访问控制策略转化成数字策略进而转化成树形的数据结构，提高访问控制评估效率。Liu等[63] 提出了一个访问控制策略快速评估算法，并在XEngine系统中实现了该算法。同时将XEngine系统与SUN的访问控制评估点（Policy Decision Point，PDP）的策略评估性能进行分析对比。Ngo等[64] 提出使用数据间隔分区聚合和决策图组合的方法来提高XACML访问控制策略评估效率。Ngo等[65] 提出了XACML逻辑模型和决策图的方法，通过语义分析把策略中复杂的逻辑表达式转换为决策树来提高访问控制决策效率。

2.3.3 个人信息共享的延伸控制

延伸控制的内涵随时代变化而演化，从延伸控制目标上看，在早期延伸控制主要聚焦于信息脱敏控制[9] ，逐渐演化到删除控制和监管控制[66] 。面向个人信息共享的延伸控制是指泛在互联环境下个人信息共享过程中全生命周期各环节数据操作的迭代控制、控制策略的动态调整、控制策略的可控传递、控制策略执行的可信审计。

在**数据操作的迭代控制**方面，Wang L等[67] [68] 定义了数据胶囊范式，并提出了保障数据收集、管理和处理合规的隐私警戒模型PRIVGUARD [68] 。其中，数据胶囊由数据、用于描述该数据的元数据及限制该数据处理方式的策略构成其代替数据本身成为了模型中的最小管控单元，从而确保策略随数据流动，但这些工作未考虑策略动态调整，忽略了迭代控制。李凤华等在2008年提出了基于行为的访问控制（Action-Based Access Control, ABAC）模型，该模型考虑环境等因素，结合角色和时态，可解决移动计算的信息系统中的访问控制问题，可看做延伸控制的雏形。进一步，2016年李凤华等[69] 提出了面向网络空间的访问控制模型（CoAC），并将之应用于社交网络中图片转发过程中造成的隐私泄露问题，该模型采用资源传播链和网络传播链来记录个人信息在跨系统跨生态圈的流转过程，基于资源/网络传播链实现数据受控二次/多次转发。支撑个人信息延伸控制；并基于CoAC设计了面向图片的延伸控制实施机制[70] ，该机制并将隐私保护策略嵌入到图片中，对后续用户的操作权限进行延伸控制，实现社交网络中隐私图片的流转控制。虽然在CoAC中首次提出了延伸控制的思想，可以支撑交换后数据的延伸控制，但该机制的核心目标是主体对客体在不同流转过程中知悉范围的控制，没有对交换后数据的脱敏、删除、监管实施迭代控制，也没有强调策略随数据绑定与流转。为此，李凤华等在隐私计算理论[66] 中首次提出迭代控制，其核心思想是在脱敏、删除、使用等过程中对跨系统交换场景下个人信息实施多次的按需控制。

在**控制策略调整**方面，目前权限自动调整主要包括两类：基于风险的权限调整和基于时间的权限调整。在基于风险的权限调整中，首先依据用户场景，定义数据访问所面临的风险指标；而后计算权限调整前和调整后所带来的风险，当风险小于预定阈值时，可调整访问权限[71-74]。基于时间的权限调整方案中，首先设定用户仅在某个时间域内对数据的访问权限，在系统执行过程中，一旦在超出预定时间域，系统自动检测并撤销或调整已分配权限[75] [76] 。此外，Yan等[77] 将上下文感知的信任与声誉评估集成到加密系统，提出了基于信任的访问控制方案，支持访问权限随策略动态变化而调整。**综上，现有访问权限的调整主要基于风险和时间等要素，尚未做到权限随访问场景变化而自适应调整。**

在**延伸控制策略传递**方面，目前延伸控制策略传递主要聚焦于策略黏贴(Sticky Policy)，即如何通过安全绑定来实现安全传递，为此Pearson等[78] 和Spyra等[79] 使用加密机制将策略与数据相关联，并对策略进行属性编码和匿名化处理以防止被恶意利用，为全生命周期内数据访问控制提供支持。在延伸控制策略执行方面，目前主要工作采用传播链主要用来跟踪、记录数据生成过程，即记录谁在什么条件下对数据进行了什么操作，并基于传播链来执行空中。其中传播链通常呈现为由实体及实体之间的因果依赖关系构成的复杂有向图，可用开放起源模型（The Open Provenance Model，OPM）来描述[80] 。继OPM之后，W3C提出了一个新的数据起源描述模型PROV[81] 。Park等[82] 提出了基于起源的访问控制（Provenance-based Access Control，PBAC），利用起源数据实现访问控制。李凤华等[70] 在数据使用策略嵌入图片EXIF信息中来实现了图片的策略跟随，并利用公钥密码基础（PKI, public key infrastructure）保证策略的机密性和完整性。

在**控制策略执行审计**方面，Butin D等[83] 为策略跟随场景设计了基于日志的策略执行检查模型。在该模型中，日志由一组日志事件组成，一个日志事件用一个不定长的元组来表示，即不同类型的日志事件元组中包含不同的元素。考虑到日志是一个蕴含了时态信息的数据处理活动序列，Arfelt E等[84] 使用度量一阶时态逻辑（metric first-order temporal logic，MFOTL）对GDPR的部分相关条款进行了形式化，并使用MonPoly日志监控工具[85] 来检查执行的合规性。但这些工作未做到个人信息侵权行为泛在随遇实时判定与审计。

总体而言,国内外均对延伸控制了进行了研究，本课题组提出了延伸控制模型，但在个人信息保护中尤其是在大数据时代下个人信息保护中，数据延伸控制需求也越来越广泛，如何确保在个人数据交换出管理域后，数据拥有者仍能控制数据的使用行为，非常需要进一步探索。尤其是**如何对跨系统跨生态圈的数据操作执行迭代控制**、**如何准确构建并动态调整延伸控制策略、如何验证延伸控制策略被准确执行并确保可信审计**等方面需要进一步探索。

**（1）如何对跨系统跨生态圈的数据操作执行迭代控制**：当个人信息跨系统跨生态圈流转后，信息主体或数据提供方可能变更和动态调整控制意图；控制意图的动态变更需要及时反馈到跨系统跨生态圈的操作执行者。然后在跨系统跨生态圈时难以准确跟踪数据的流动（特别是对衍生数据），此外跨系统跨生态圈间的主体可能互不信任，即使相互信任，也可能没有统一的交互接口，因此如何实现跨系统跨生态圈的数据操作执行迭代控制是一大挑战。

**（2）如何准确构建并动态调整延伸控制策略**：延伸控制策略从“何时何地被谁以怎样的方式使用、使用后将被怎样处理”等角度定义交换后数据的使用方式。传统访问控制适合于单一组织形态的封闭环境，在这种封闭环境下不存在利益冲突，策略制定者可自行决定主体的访问权限。但在动态且难以预测的个人数据跨管理域流动中，数据提供者和提供者间存在利益冲突，策略不能仅由单方制定，数据提供者和使用者需要协商延伸控制策略。协商过程具有信息不完备性，如何在不完备信息下协商并动态调整延伸控制策略（包括利益攸关方的使用权限和义务）是另一个重要挑战。

**（3）如何验证延伸控制策略被准确执行并确保可信审计**：由于数据提供者和使用者在数据的使用方面通常存在利益冲突，因此数据所在管理域的主体不会完全信任其他管理域的主体，即使双方在策略协商阶段就个人数据的延伸控制策略达成了一致，提供者也可能担心对方是否准确执行协商后的该策略。在不可信环境下如何验证对方协商的策略准确执行也是一大难点，在对方不可信执行的情况下，如何进行可信审计也是挑战。

2.3.4 隐私信息确权机制

数据确权的主要目标分析数据所有权,重点是对数据资源整体链条上对数据使用和收益的权利分配。目前隐私信息确权研究主要聚焦于确权相关法律法规的制定。

早在上世纪80年代，数据资源的权属问题己经引起了国内外社会的关注｡就国外而言，多年来，涌现出了大量的关于数据确权方面的研究人员，澳大利亚学者Pendleton作为数据信息领域先驱,开创了国外信息产权问题。国外的相关研究更多地集中在数据的资源属性､产权分配制度以及数据所有权｡如Schwartz[86] 将个人信息或数据视为可以自由转让和流通的无形商品，并提出了由五项内容组成的法律保护模式，形成一个既尊重个人隐私又维护民主秩序的市场。由于数据可以被多方控制，相互间的控制不会影响其价值和使用，自然人数据权益的基本保护、开放与自由的流动保护是隐私信息保护的双重核心[87] 。从经济的角度，Dosis[88] 研究了产权对数据使用的影响，考虑隐私信息的服务价值和数据提取的隐私成本，在数据处理问题和过度货币化之间实现权衡。武西锋[89] 在学术界角度关于数据确权理论提出政府监管、个人所有、平台使用理应是我国数据确权的最优选择。

从技术角度，现有的隐私信息确权研究主要包括：基于数字版权的数据确权、基于区跨链的数据确权。**基于数字版权的数据确权**方面的研究工作包括：基于水印的权属追溯、基于区块链的数字版权保护方法。在基于水印的权属追溯方面，E.Mahmoud等人[90] 设计了一种基于时间戳的盲可逆关系数据库水印算法，确保数据在流转中可有效确认权属。Khanduja等人[91] 通过计算元组主键的ASCII码总和，来进一步确定要加入到属性中的符号，然后在选定元组的每一个候选属性值末尾加入相应字符从而实现水印嵌入。李文玲等[92] 设计并实现了一个对用户及其数据资源实现数据确权追溯等功能的关系型敏感数据防护系统。

在**基于区块链的数据确权**方面，吕俊[93] 等提出了一种区块链与社交网络传播链“双链融合”的安全传播机制，并在其基础上设计了一种数字版权服务区块链方案。郝海琳[94] 指出之前的数字签名作为不可见水印的方式较为复杂，采用了JUNA作为可见水印，实现了低空耗、低时耗和低成本的数字版权保护。余俊等人[95] 充分运用了区块链技术对数据确权的具体方法展开构建，找到“分布式架构”与“扁平化治理路径”的契合之处。Gao等[96] 提出了一种基于区块链和局部敏感哈希的数据确权机制，利用区块链技术解决数据确权的信任问题，再利用基于敏感哈希的数据指纹提取方案以保持指纹与数据的一致性。在云数据外包方面柳玉东等[97] 基于默克尔哈希树算法，设计并实现了一种全生命周期的云外包数据安全审计协议，保证了数据的隐私性与安全性。

总体而言，国内外均在较早使其就开始对数据确权进行了定义，逐渐在发展的过程中形成了数据确权的框架，但在实际生活中尤其是在大数据时代，数据交易所带来的数据确权问题变得更为尖锐，在**数据权属确定与审计机制、授权合规性快速判定等方面**需要进一步探索。

**（1）数据权属确定与审计机制**。个人信息在流动过程中存在两种情况：原始数据和衍生数据。由于原始数据可能隶属于多个拥有者，且多方参与了衍生数据生成，因此其权属分散性；由于数据的海量性、多模态性等特征，这使得不可能手工确定数据权属，因此研究海量多模态数据的自动确权机制是未来发展趋势之一，包括数据特征与数据摘要提取、数据目录等。此外，数据海量性、异构性、多模态性等使得需要自动化确权，然而由于数据权属确定受诸多方面影响（如法律因素、个人意愿、数据语义等），因此自动化确权可能存在错误；此外，数据权属传递处于不可控环境下，可能被非授权修改，因此数据权属确定与审计机制也是未来发展趋势之一，包括：交易确认、数据完整性度量、可信存证等。

**（2）授权合规性快速判定**。个人数据利用中存在诸多利益冲突的相关者、数据使用授权可能动态变化，这使得数据使用可能存在不合规状态；由于在特定场景下需要频繁合规性验证，而且业务逻辑的复杂性和合规性验证的复杂度高（通常属于NP完全问题），因此，如何快速判定授权的合规性是未来发展趋势。

2.3.5 个人信息保护标准体系

国际标准方面，国际标准化组织/国际电工委员会的第一联合技术委员会信息安全、网络安全和隐私保护分技术委员会第五工作组（简称ISO/IEC JTC1 SC27 WG5）专门负责网络安全领域的身份管理、生物识别安全和隐私保护方面的标准和指南的制修订工作。**隐私保护类标准**共27项，其中已发布15项，在研12项。ISO/IEC 27001:2013 信息安全管理体系是信息安全领域的重要标准，是建立信息安全管理体系的一套规范，标准详细说明了建立、实施及维护信息安全管理体系的要求，指出实施组织应该遵循风险评估标准。ISO/IEC 27002:2013 信息安全控制实用规则是ISO/IEC 27001提供风险处置具体的控制目标和控制措施指南，可以服务于开发组织的安全标准和有效的安全管理实践。ISO/IEC 27018:2019 公有云个人隐私保护提供了一套用于公有云中个人信息处理者的个人信息保护实用规则，以应对云服务中个人隐私保护的特定风险。ISO/IEC 27701:2019 隐私管理体系作为ISO/IEC 27001与ISO/IEC 27002在管理上的延伸标准，其目标是通过新增的要求来增强现有信息安全管理体系（ISMS）,以便建立、实施、维护和不断改进隐私信息管理体系（PIMS），标准概述了适用于个人身份信息（PII）控制者和PII处理者的框架，用于隐私控制管理，以降低个人隐私的各种风险。ISO/IEC 29134:2017 隐私影响评估指南提供了评估信息系统，程序，软件模块，设备或其他处理个人身份信息(PII)的活动对隐私的潜在影响的工具，以及隐私影响评估的主要步骤。ISO/IEC 29151:2017 个人隐私保护标准是通用的个人隐私保护标准，基于ISO/IEC 27002的各个域中加入了PII的事实指南，同时引入了ISO/IEC 29100十一大隐私保护原则，充分控制PII相关的风险和满足影响评估所确定的要求。**生物识别安全类标准**共4项，其中已发布2项，在研2项。ISO/IEC 24745:2022 生物特征信息保护为生物特征信息的安全和隐私兼容管理和处理提出了安全要求和建议，是生物特征信息处理过程中的个人信息保护指南。ISO/IEC DIS 27553-1和ISO/IEC NP 27553-2分别研究本地模式和远程模式下移动设备使用生物特征认证的安全和隐私要求。

国内标准方面，全国信息安全标准化技术委员会大数据安全标准特别工作组（简称TC260 SWG-BDS）负责个人信息保护相关国家标准的制修订工作。在基础共性类标准中，已发布个人信息保护基础安全标准2项规范标准和1项实施指南类标准。最基础的规范标准是GB/T 35273—2020 《个人信息安全规范》，规定了开展收集、存储、使用、共享、转让、公开披露、删除等个人信息处理活动的原则和安全要求。GB/T 41391—2022《移动互联网应用程序（App）收集个人信息基本要求》规定了App收集个人信息的基本要求，给出了常见服务类型App必要个人信息范围和使用要求。GB/T 41574—2022 《公有云中个人信息保护实践指南》修改采用了ISO/IEC 27018:2019，给出了在公有云中实施个人信息保护的控制目标和控制措施，并给出了公有云个人信息保护指南。尚未发布面向个人信息权益保护安全框架、实现指南和个人敏感信息处理安全要求的通用基础共性类国家标准。

在技术标准中，仅发布了1项实施指南类标准。GB/T 37964—2019《个人信息去标识化指南》描述了个人信息去标识化的目的和原则，提出了去标识化过程和管理措施。尚未发布个人敏感信息分类分级、脱敏控制方法和算法选择方法、删除技术相关的国家标准。

在评估标准中，仅发布了1项标准。GB/T 39335—2020 《个人信息安全影响评估指南》给出了个人信息安全影响评估的基本原理和实施流程。尚未发布这妞个人信息处理效果评估与个人权益保障评估的国家标准。

综上，尽管在《个人信息保护法》指引下，我国的个人信息保护标准研制工作正在蓬勃开展，已经发布实施了多项通用的个人信息安全保护规范和指南，目前仍然存在如下问题。首先已有标准填补关键的个人信息保护标准空白，尚未形成体系化的个人信息保护标准框架，特别是在个人信息分类分级、脱敏控制、删除效果监测等方面需要制定相应标准。其次已有标准以提出安全原则、要求为主，亟需能够与之配套的实施细则或实施指南类标准，引导个人信息处理者切实通过有效的技术和管理手段满足安全要求。最后监管支撑标准和应用场景类国家标准目前仍然空缺。
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