Adnan Menderes Universetesi

Starting Nmap 7.95 ( https://nmap.org ) at 2024-10-15 12:41 Türkiye Standart Saati

NSE: Loaded 157 scripts for scanning.

NSE: Script Pre-scanning.

Initiating NSE at 12:41

Completed NSE at 12:41, 0.00s elapsed

Initiating NSE at 12:41

Completed NSE at 12:41, 0.00s elapsed

Initiating NSE at 12:41

Completed NSE at 12:41, 0.00s elapsed

Initiating Ping Scan at 12:41

Scanning www.adu.edu.tr (194.27.38.39) [4 ports]

Completed Ping Scan at 12:41, 0.11s elapsed (1 total hosts)

Initiating Parallel DNS resolution of 1 host. at 12:41

Completed Parallel DNS resolution of 1 host. at 12:41, 0.05s elapsed

Initiating SYN Stealth Scan at 12:41

Scanning www.adu.edu.tr (194.27.38.39) [1000 ports]

Discovered open port 80/tcp on 194.27.38.39

Discovered open port 443/tcp on 194.27.38.39

Completed SYN Stealth Scan at 12:42, 4.91s elapsed (1000 total ports)

Initiating Service scan at 12:42

Scanning 2 services on www.adu.edu.tr (194.27.38.39)

Completed Service scan at 12:42, 12.44s elapsed (2 services on 1 host)

Initiating OS detection (try #1) against www.adu.edu.tr (194.27.38.39)

Retrying OS detection (try #2) against www.adu.edu.tr (194.27.38.39)

Initiating Traceroute at 12:42

Completed Traceroute at 12:42, 3.07s elapsed

Initiating Parallel DNS resolution of 11 hosts. at 12:42

Completed Parallel DNS resolution of 11 hosts. at 12:42, 0.07s elapsed

NSE: Script scanning 194.27.38.39.

Initiating NSE at 12:42

Completed NSE at 12:42, 7.77s elapsed

Initiating NSE at 12:42

Completed NSE at 12:42, 0.58s elapsed

Initiating NSE at 12:42

Completed NSE at 12:42, 0.00s elapsed

Nmap scan report for www.adu.edu.tr (194.27.38.39)

Host is up (0.034s latency).

rDNS record for 194.27.38.39: aduwebserver1.adu.edu.tr

Not shown: 998 filtered tcp ports (no-response)

PORT STATE SERVICE VERSION

80/tcp open http Microsoft IIS httpd 10.0

|\_http-server-header: Microsoft-IIS/10.0

443/tcp open ssl/http Microsoft HTTPAPI httpd 2.0 (SSDP/UPnP)

| http-server-header:

| Microsoft-HTTPAPI/2.0

|\_ Microsoft-IIS/10.0

| ssl-cert: Subject: commonName=\*.adu.edu.tr

| Subject Alternative Name: DNS:\*.adu.edu.tr, DNS:adu.edu.tr

| Issuer: commonName=Sectigo RSA Domain Validation Secure Server CA/organizationName=Sectigo Limited/stateOrProvinceName=Greater Manchester/countryName=GB

| Public Key type: rsa

| Public Key bits: 2048

| Signature Algorithm: sha256WithRSAEncryption

| Not valid before: 2023-12-14T00:00:00

| Not valid after: 2025-01-13T23:59:59

| MD5: 86ad:e4a4:cf03:ead4:25c6:2432:4932:ba47

|\_SHA-1: 1b82:b444:c0a0:3eb9:9aaa:c485:3c67:6a95:5523:e353

| tls-alpn:

|\_ http/1.1

|\_ssl-date: 2024-10-15T09:42:31+00:00; 0s from scanner time.

|\_http-favicon: Unknown favicon MD5: 4CAE4F4BFEBA2AD7BA4FBC652D6625D0

|\_http-title: Ayd\xC4\xB1n Adnan Menderes \xC3\x9Cniversitesi

| http-cookie-flags:

| /:

| PHPSESSID:

|\_ httponly flag not set

| http-methods:

| Supported Methods: OPTIONS TRACE GET HEAD POST

|\_ Potentially risky methods: TRACE

Warning: OSScan results may be unreliable because we could not find at least 1 open and 1 closed port

Device type: general purpose

Running (JUST GUESSING): Microsoft Windows 2019|10 (92%)

OS CPE: cpe:/o:microsoft:windows\_server\_2019 cpe:/o:microsoft:windows\_10

Aggressive OS guesses: Windows Server 2019 (92%), Microsoft Windows 10 1903 - 21H1 (85%), Microsoft Windows 10 1607 (85%)

No exact OS matches for host (test conditions non-ideal).

Network Distance: 16 hops

TCP Sequence Prediction: Difficulty=254 (Good luck!)

IP ID Sequence Generation: Incremental

Service Info: OS: Windows; CPE: cpe:/o:microsoft:windows

TRACEROUTE (using port 443/tcp)

HOP RTT ADDRESS

1 6.00 ms 192.168.1.1

2 10.00 ms 10.11.255.1

3 4.00 ms 212.156.20.213.static.turktelekom.com.tr (212.156.20.213)

4 5.00 ms 16-bursa-h2-2---16-bursa-t3-3.statik.turktelekom.com.tr (81.212.249.193)

5 ...

6 8.00 ms 34-acibadem-sr12e-t3-8---34-acibadem-xrs-t2-2.statik.turktelekom.com.tr (81.212.216.13)

7 9.00 ms 212.174.70.250.static.ttnet.com.tr (212.174.70.250)

8 23.00 ms 210.39.223.31.srv.turk.net (31.223.39.210)

9 24.00 ms 33.92.146.159.srv.turk.net (159.146.92.33)

10 20.00 ms 205.113.146.159.srv.turk.net (159.146.113.205)

11 19.00 ms 193.192.103.43

12 ...

13 30.00 ms 194.27.0.250

14 ... 15

16 33.00 ms aduwebserver1.adu.edu.tr (194.27.38.39)

NSE: Script Post-scanning.

Initiating NSE at 12:42

Completed NSE at 12:42, 0.00s elapsed

Initiating NSE at 12:42

Completed NSE at 12:42, 0.00s elapsed

Initiating NSE at 12:42

Completed NSE at 12:42, 0.00s elapsed

Read data files from: C:\Program Files (x86)\Nmap

OS and Service detection performed. Please report any incorrect results at https://nmap.org/submit/ .

Nmap done: 1 IP address (1 host up) scanned in 35.62 seconds

Raw packets sent: 2120 (98.392KB) | Rcvd: 42 (2.426KB)

Adu uzem

Starting Nmap 7.95 ( https://nmap.org ) at 2024-10-15 13:03 Türkiye Standart Saati

NSE: Loaded 157 scripts for scanning.

NSE: Script Pre-scanning.

Initiating NSE at 13:03

Completed NSE at 13:03, 0.00s elapsed

Initiating NSE at 13:03

Completed NSE at 13:03, 0.00s elapsed

Initiating NSE at 13:03

Completed NSE at 13:03, 0.00s elapsed

Initiating Ping Scan at 13:03

Scanning evdekal11.adu.edu.tr (194.27.38.35) [4 ports]

Completed Ping Scan at 13:03, 0.10s elapsed (1 total hosts)

Initiating Parallel DNS resolution of 1 host. at 13:03

Completed Parallel DNS resolution of 1 host. at 13:03, 0.01s elapsed

Initiating SYN Stealth Scan at 13:03

Scanning evdekal11.adu.edu.tr (194.27.38.35) [1000 ports]

Discovered open port 443/tcp on 194.27.38.35

Discovered open port 80/tcp on 194.27.38.35

Completed SYN Stealth Scan at 13:03, 5.26s elapsed (1000 total ports)

Initiating Service scan at 13:03

Scanning 2 services on evdekal11.adu.edu.tr (194.27.38.35)

Completed Service scan at 13:04, 12.46s elapsed (2 services on 1 host)

Initiating OS detection (try #1) against evdekal11.adu.edu.tr (194.27.38.35)

Retrying OS detection (try #2) against evdekal11.adu.edu.tr (194.27.38.35)

Initiating Traceroute at 13:04

Completed Traceroute at 13:04, 3.06s elapsed

Initiating Parallel DNS resolution of 12 hosts. at 13:04

Completed Parallel DNS resolution of 12 hosts. at 13:04, 0.06s elapsed

NSE: Script scanning 194.27.38.35.

Initiating NSE at 13:04

Completed NSE at 13:04, 5.25s elapsed

Initiating NSE at 13:04

Completed NSE at 13:04, 0.41s elapsed

Initiating NSE at 13:04

Completed NSE at 13:04, 0.00s elapsed

Nmap scan report for evdekal11.adu.edu.tr (194.27.38.35)

Host is up (0.033s latency).

rDNS record for 194.27.38.35: aduzemapp.adu.edu.tr

Not shown: 998 filtered tcp ports (no-response)

PORT STATE SERVICE VERSION

80/tcp open http Microsoft IIS httpd 10.0

|\_http-server-header: Microsoft-IIS/10.0

443/tcp open ssl/http Microsoft IIS httpd 10.0

|\_ssl-date: 2024-10-15T10:04:18+00:00; 0s from scanner time.

|\_http-server-header: Microsoft-IIS/10.0

| tls-alpn:

| h2

|\_ http/1.1

| ssl-cert: Subject: commonName=\*.adu.edu.tr

| Subject Alternative Name: DNS:\*.adu.edu.tr, DNS:adu.edu.tr

| Issuer: commonName=Sectigo RSA Domain Validation Secure Server CA/organizationName=Sectigo Limited/stateOrProvinceName=Greater Manchester/countryName=GB

| Public Key type: rsa

| Public Key bits: 2048

| Signature Algorithm: sha256WithRSAEncryption

| Not valid before: 2023-12-14T00:00:00

| Not valid after: 2025-01-13T23:59:59

| MD5: 86ad:e4a4:cf03:ead4:25c6:2432:4932:ba47

|\_SHA-1: 1b82:b444:c0a0:3eb9:9aaa:c485:3c67:6a95:5523:e353

| http-methods:

| Supported Methods: OPTIONS TRACE GET HEAD POST

|\_ Potentially risky methods: TRACE

|\_http-title: Did not follow redirect to https://evdekal09.adu.edu.tr/

|\_http-favicon: Unknown favicon MD5: 3A651EA3C7FBA5D40F2DD405C54DDF7C

| http-cookie-flags:

| /:

| ASPSESSIONIDSWSQQSSD:

|\_ httponly flag not set

Warning: OSScan results may be unreliable because we could not find at least 1 open and 1 closed port

Device type: general purpose

Running (JUST GUESSING): Microsoft Windows 2016|2012 (87%)

OS CPE: cpe:/o:microsoft:windows\_server\_2016 cpe:/o:microsoft:windows\_server\_2012:r2

Aggressive OS guesses: Microsoft Windows Server 2016 (87%), Microsoft Windows Server 2012 R2 (85%)

No exact OS matches for host (test conditions non-ideal).

Uptime guess: 26.365 days (since Thu Sep 19 04:18:56 2024)

Network Distance: 16 hops

TCP Sequence Prediction: Difficulty=255 (Good luck!)

IP ID Sequence Generation: Incremental

Service Info: OS: Windows; CPE: cpe:/o:microsoft:windows

TRACEROUTE (using port 443/tcp)

HOP RTT ADDRESS

1 5.00 ms 192.168.1.1

2 7.00 ms 10.11.255.1

3 8.00 ms 212.156.20.213.static.turktelekom.com.tr (212.156.20.213)

4 8.00 ms 16-bursa-h2-2---16-bursa-t3-3.statik.turktelekom.com.tr (81.212.249.193)

5 10.00 ms 34-acibadem-xrs-t2-2---16-bursa-h2-2.statik.turktelekom.com.tr (195.175.174.174)

6 13.00 ms 34-acibadem-sr12e-t3-8---34-acibadem-xrs-t2-2.statik.turktelekom.com.tr (81.212.216.13)

7 8.00 ms 212.174.70.250.static.ttnet.com.tr (212.174.70.250)

8 20.00 ms 210.39.223.31.srv.turk.net (31.223.39.210)

9 20.00 ms 33.92.146.159.srv.turk.net (159.146.92.33)

10 ...

11 18.00 ms 193.192.103.43

12 ...

13 30.00 ms 194.27.0.250

14 ...

15 33.00 ms adufw.adu.edu.tr (194.27.38.240)

16 32.00 ms aduzemapp.adu.edu.tr (194.27.38.35)

NSE: Script Post-scanning.

Initiating NSE at 13:04

Completed NSE at 13:04, 0.00s elapsed

Initiating NSE at 13:04

Completed NSE at 13:04, 0.00s elapsed

Initiating NSE at 13:04

Completed NSE at 13:04, 0.00s elapsed

Read data files from: C:\Program Files (x86)\Nmap

OS and Service detection performed. Please report any incorrect results at https://nmap.org/submit/ .

Nmap done: 1 IP address (1 host up) scanned in 33.19 seconds

Raw packets sent: 2118 (98.304KB) | Rcvd: 54 (3.060KB)

Ardahan Universitesi

Starting Nmap 7.95 ( https://nmap.org ) at 2024-10-15 13:11 Türkiye Standart Saati

NSE: Loaded 157 scripts for scanning.

NSE: Script Pre-scanning.

Initiating NSE at 13:11

Completed NSE at 13:11, 0.00s elapsed

Initiating NSE at 13:11

Completed NSE at 13:11, 0.00s elapsed

Initiating NSE at 13:11

Completed NSE at 13:11, 0.00s elapsed

Initiating Ping Scan at 13:11

Scanning www.ardahan.edu.tr (95.183.128.10) [4 ports]

Completed Ping Scan at 13:11, 0.12s elapsed (1 total hosts)

Initiating Parallel DNS resolution of 1 host. at 13:11

Completed Parallel DNS resolution of 1 host. at 13:11, 0.13s elapsed

Initiating SYN Stealth Scan at 13:11

Scanning www.ardahan.edu.tr (95.183.128.10) [1000 ports]

Discovered open port 80/tcp on 95.183.128.10

Discovered open port 443/tcp on 95.183.128.10

Completed SYN Stealth Scan at 13:11, 4.72s elapsed (1000 total ports)

Initiating Service scan at 13:11

Scanning 2 services on www.ardahan.edu.tr (95.183.128.10)

Completed Service scan at 13:11, 12.74s elapsed (2 services on 1 host)

Initiating OS detection (try #1) against www.ardahan.edu.tr (95.183.128.10)

Retrying OS detection (try #2) against www.ardahan.edu.tr (95.183.128.10)

Initiating Traceroute at 13:11

Completed Traceroute at 13:11, 3.06s elapsed

Initiating Parallel DNS resolution of 12 hosts. at 13:11

Completed Parallel DNS resolution of 12 hosts. at 13:11, 0.14s elapsed

NSE: Script scanning 95.183.128.10.

Initiating NSE at 13:11

Completed NSE at 13:12, 65.55s elapsed

Initiating NSE at 13:12

Completed NSE at 13:12, 1.16s elapsed

Initiating NSE at 13:12

Completed NSE at 13:12, 0.00s elapsed

Nmap scan report for www.ardahan.edu.tr (95.183.128.10)

Host is up (0.041s latency).

Not shown: 996 filtered tcp ports (no-response)

PORT STATE SERVICE VERSION

80/tcp open http Microsoft IIS httpd 10.0

|\_http-server-header: Microsoft-IIS/10.0

443/tcp open ssl/http Microsoft IIS httpd 10.0

|\_http-title: Ardahan \xC3\x9Cniversitesi

|\_http-favicon: Unknown favicon MD5: 84122BBDDD0220345C81F3A2949A3693

| ssl-cert: Subject: commonName=\*.ardahan.edu.tr

| Subject Alternative Name: DNS:\*.ardahan.edu.tr, DNS:ardahan.edu.tr, DNS:www.ardahan.edu.tr

| Issuer: commonName=GeoTrust TLS RSA CA G1/organizationName=DigiCert Inc/countryName=US

| Public Key type: rsa

| Public Key bits: 2048

| Signature Algorithm: sha256WithRSAEncryption

| Not valid before: 2024-03-06T00:00:00

| Not valid after: 2025-04-06T23:59:59

| MD5: 4164:d2af:df4b:2fa1:ae21:25fd:27a9:6a59

|\_SHA-1: 3eb1:4bdd:41e0:3cb9:6799:526e:aad5:b6c6:79d2:595f

| tls-alpn:

| h2

|\_ http/1.1

|\_http-server-header: Microsoft-IIS/10.0

|\_ssl-date: 2024-10-15T10:12:50+00:00; 0s from scanner time.

| http-robots.txt: 1 disallowed entry

|\_/osym/

| http-methods:

| Supported Methods: OPTIONS TRACE GET HEAD POST

|\_ Potentially risky methods: TRACE

465/tcp closed smtps

587/tcp closed submission

Device type: general purpose

Running (JUST GUESSING): Microsoft Windows 2008|7 (85%)

OS CPE: cpe:/o:microsoft:windows\_server\_2008:r2 cpe:/o:microsoft:windows\_7

Aggressive OS guesses: Microsoft Windows Server 2008 R2 or Windows 7 SP1 (85%)

No exact OS matches for host (test conditions non-ideal).

Uptime guess: 19.053 days (since Thu Sep 26 11:57:01 2024)

Network Distance: 14 hops

TCP Sequence Prediction: Difficulty=261 (Good luck!)

IP ID Sequence Generation: Incremental

Service Info: OS: Windows; CPE: cpe:/o:microsoft:windows

TRACEROUTE (using port 587/tcp)

HOP RTT ADDRESS

1 1.00 ms 192.168.1.1

2 4.00 ms 10.11.255.1

3 3.00 ms 212.156.20.213.static.turktelekom.com.tr (212.156.20.213)

4 4.00 ms 16-bursa-h2-2---16-bursa-t3-3.statik.turktelekom.com.tr (81.212.249.193)

5 6.00 ms 34-acibadem-xrs-t2-2---16-bursa-h2-2.statik.turktelekom.com.tr (195.175.174.174)

6 9.00 ms 34-acibadem-sr12e-t3-8---34-acibadem-xrs-t2-2.statik.turktelekom.com.tr (81.212.216.13)

7 9.00 ms 212.174.70.250.static.ttnet.com.tr (212.174.70.250)

8 18.00 ms 210.39.223.31.srv.turk.net (31.223.39.210)

9 18.00 ms 33.92.146.159.srv.turk.net (159.146.92.33)

10 21.00 ms 205.113.146.159.srv.turk.net (159.146.113.205)

11 18.00 ms 193.192.103.43

12 ... 13

14 40.00 ms 95.183.128.10

NSE: Script Post-scanning.

Initiating NSE at 13:12

Completed NSE at 13:12, 0.00s elapsed

Initiating NSE at 13:12

Completed NSE at 13:12, 0.00s elapsed

Initiating NSE at 13:12

Completed NSE at 13:12, 0.00s elapsed

Read data files from: C:\Program Files (x86)\Nmap

OS and Service detection performed. Please report any incorrect results at https://nmap.org/submit/ .

Nmap done: 1 IP address (1 host up) scanned in 94.31 seconds

Raw packets sent: 2113 (98.036KB) | Rcvd: 113 (19.766KB)

Marmara Universitesi

Starting Nmap 7.95 ( https://nmap.org ) at 2024-10-15 13:16 Türkiye Standart Saati

NSE: Loaded 157 scripts for scanning.

NSE: Script Pre-scanning.

Initiating NSE at 13:16

Completed NSE at 13:16, 0.00s elapsed

Initiating NSE at 13:16

Completed NSE at 13:16, 0.00s elapsed

Initiating NSE at 13:16

Completed NSE at 13:16, 0.00s elapsed

Initiating Ping Scan at 13:16

Scanning www.marmara.edu.tr (193.140.143.43) [4 ports]

Completed Ping Scan at 13:16, 0.08s elapsed (1 total hosts)

Initiating Parallel DNS resolution of 1 host. at 13:16

Completed Parallel DNS resolution of 1 host. at 13:16, 0.03s elapsed

Initiating SYN Stealth Scan at 13:16

Scanning www.marmara.edu.tr (193.140.143.43) [1000 ports]

Discovered open port 443/tcp on 193.140.143.43

Discovered open port 80/tcp on 193.140.143.43

Completed SYN Stealth Scan at 13:16, 5.28s elapsed (1000 total ports)

Initiating Service scan at 13:16

Scanning 2 services on www.marmara.edu.tr (193.140.143.43)

Completed Service scan at 13:17, 54.36s elapsed (2 services on 1 host)

Initiating OS detection (try #1) against www.marmara.edu.tr (193.140.143.43)

Retrying OS detection (try #2) against www.marmara.edu.tr (193.140.143.43)

Initiating Traceroute at 13:17

Completed Traceroute at 13:17, 3.05s elapsed

Initiating Parallel DNS resolution of 10 hosts. at 13:17

Completed Parallel DNS resolution of 10 hosts. at 13:17, 0.11s elapsed

NSE: Script scanning 193.140.143.43.

Initiating NSE at 13:17

Completed NSE at 13:17, 5.19s elapsed

Initiating NSE at 13:17

Completed NSE at 13:17, 0.62s elapsed

Initiating NSE at 13:17

Completed NSE at 13:17, 0.00s elapsed

Nmap scan report for www.marmara.edu.tr (193.140.143.43)

Host is up (0.014s latency).

Not shown: 995 filtered tcp ports (no-response)

PORT STATE SERVICE VERSION

80/tcp open http Citrix NetScaler httpd

|\_http-favicon: Unknown favicon MD5: D41D8CD98F00B204E9800998ECF8427E

| http-methods:

|\_ Supported Methods: GET HEAD POST

|\_http-title: Did not follow redirect to https://www.marmara.edu.tr

443/tcp open ssl/https

| ssl-cert: Subject: commonName=\*.marmara.edu.tr

| Subject Alternative Name: DNS:\*.marmara.edu.tr, DNS:marmara.edu.tr

| Issuer: commonName=Sectigo RSA Domain Validation Secure Server CA/organizationName=Sectigo Limited/stateOrProvinceName=Greater Manchester/countryName=GB

| Public Key type: rsa

| Public Key bits: 4096

| Signature Algorithm: sha256WithRSAEncryption

| Not valid before: 2024-08-13T00:00:00

| Not valid after: 2025-08-17T23:59:59

| MD5: 2d70:3dae:57e7:0d37:9344:e481:f67f:9c0d

|\_SHA-1: 5a7d:cccd:2a38:60f9:55b1:951f:3fb1:0169:ec4f:8190

| http-methods:

|\_ Supported Methods: GET HEAD POST

|\_http-favicon: Unknown favicon MD5: D41D8CD98F00B204E9800998ECF8427E

|\_http-title: Marmara \xC3\x9Cniversitesi

1935/tcp closed rtmp

5222/tcp closed xmpp-client

8080/tcp closed http-proxy

Device type: load balancer

Running (JUST GUESSING): Citrix NetScaler (93%)

OS CPE: cpe:/o:citrix:netscaler

Aggressive OS guesses: Citrix NetScaler (93%)

No exact OS matches for host (test conditions non-ideal).

Network Distance: 14 hops

TCP Sequence Prediction: Difficulty=261 (Good luck!)

IP ID Sequence Generation: Randomized

Service Info: Device: load balancer

TRACEROUTE (using port 8080/tcp)

HOP RTT ADDRESS

1 1.00 ms 192.168.1.1

2 3.00 ms 10.11.255.1

3 ...

4 5.00 ms 16-bursa-h2-2---16-bursa-t3-3.statik.turktelekom.com.tr (81.212.249.193)

5 ... 6

7 8.00 ms 212.174.70.250.static.ttnet.com.tr (212.174.70.250)

8 15.00 ms 225.22.146.159.static.turk.net (159.146.22.225)

9 9.00 ms 33.92.146.159.srv.turk.net (159.146.92.33)

10 9.00 ms 201.120.192.193.static.turk.net (193.192.120.201)

11 9.00 ms 202.120.192.193.static.turk.net (193.192.120.202)

12 17.00 ms 193.255.0.186

13 ...

14 15.00 ms 193.140.143.43

NSE: Script Post-scanning.

Initiating NSE at 13:17

Completed NSE at 13:17, 0.00s elapsed

Initiating NSE at 13:17

Completed NSE at 13:17, 0.00s elapsed

Initiating NSE at 13:17

Completed NSE at 13:17, 0.00s elapsed

Read data files from: C:\Program Files (x86)\Nmap

OS and Service detection performed. Please report any incorrect results at https://nmap.org/submit/ .

Nmap done: 1 IP address (1 host up) scanned in 74.97 seconds

Raw packets sent: 2097 (95.580KB) | Rcvd: 49 (2.716KB)

Alanya Alaaddin Keykubat Universitesi

Starting Nmap 7.95 ( https://nmap.org ) at 2024-10-15 13:25 Türkiye Standart Saati

NSE: Loaded 157 scripts for scanning.

NSE: Script Pre-scanning.

Initiating NSE at 13:25

Completed NSE at 13:25, 0.00s elapsed

Initiating NSE at 13:25

Completed NSE at 13:25, 0.00s elapsed

Initiating NSE at 13:25

Completed NSE at 13:25, 0.00s elapsed

Initiating Ping Scan at 13:25

Scanning www.alanyauniversity.edu.tr (178.62.162.23) [4 ports]

Completed Ping Scan at 13:25, 0.12s elapsed (1 total hosts)

Initiating Parallel DNS resolution of 1 host. at 13:25

Completed Parallel DNS resolution of 1 host. at 13:25, 0.06s elapsed

Initiating SYN Stealth Scan at 13:25

Scanning www.alanyauniversity.edu.tr (178.62.162.23) [1000 ports]

Discovered open port 3306/tcp on 178.62.162.23

Discovered open port 443/tcp on 178.62.162.23

Discovered open port 22/tcp on 178.62.162.23

Discovered open port 80/tcp on 178.62.162.23

Completed SYN Stealth Scan at 13:25, 2.23s elapsed (1000 total ports)

Initiating Service scan at 13:25

Scanning 4 services on www.alanyauniversity.edu.tr (178.62.162.23)

Completed Service scan at 13:25, 12.48s elapsed (4 services on 1 host)

Initiating OS detection (try #1) against www.alanyauniversity.edu.tr (178.62.162.23)

Initiating Traceroute at 13:25

Completed Traceroute at 13:25, 3.11s elapsed

Initiating Parallel DNS resolution of 9 hosts. at 13:25

Completed Parallel DNS resolution of 9 hosts. at 13:25, 0.40s elapsed

NSE: Script scanning 178.62.162.23.

Initiating NSE at 13:25

Completed NSE at 13:25, 7.35s elapsed

Initiating NSE at 13:25

Completed NSE at 13:25, 1.59s elapsed

Initiating NSE at 13:25

Completed NSE at 13:25, 0.00s elapsed

Nmap scan report for www.alanyauniversity.edu.tr (178.62.162.23)

Host is up (0.059s latency).

rDNS record for 178.62.162.23: 3fcampus.com

Not shown: 995 closed tcp ports (reset)

PORT STATE SERVICE VERSION

22/tcp open ssh OpenSSH 5.3 (protocol 2.0)

| ssh-hostkey:

| 1024 a0:d1:89:5b:40:c5:f7:8f:25:4e:ba:42:e9:b9:f5:b6 (DSA)

|\_ 2048 f7:23:30:b8:9f:1a:79:6d:4a:b0:e5:f3:63:8a:d2:2f (RSA)

80/tcp open http nginx 1.18.0

|\_http-server-header: nginx/1.18.0

|\_http-title: Did not follow redirect to https://www.alanyauniversity.edu.tr/

| http-methods:

|\_ Supported Methods: GET HEAD POST OPTIONS

443/tcp open ssl/http nginx 1.18.0

|\_http-server-header: nginx/1.18.0

|\_http-title: Alanya \xC3\x9Cniversitesi

| http-methods:

|\_ Supported Methods: HEAD

| ssl-cert: Subject: commonName=\*.alanyauniversity.edu.tr

| Subject Alternative Name: DNS:\*.alanyauniversity.edu.tr, DNS:alanyauniversity.edu.tr, DNS:www.alanyauniversity.edu.tr

| Issuer: commonName=GeoTrust TLS RSA CA G1/organizationName=DigiCert Inc/countryName=US

| Public Key type: rsa

| Public Key bits: 2048

| Signature Algorithm: sha256WithRSAEncryption

| Not valid before: 2024-02-16T00:00:00

| Not valid after: 2025-03-18T23:59:59

| MD5: 4a59:bfd8:47ff:1c2c:8a9f:f200:76e6:3e28

|\_SHA-1: 6355:7e90:7792:37a6:23f4:ae52:e293:9372:29c1:73bd

|\_http-trane-info: Problem with XML parsing of /evox/about

3306/tcp open mysql MySQL 5.6.51

| mysql-info:

| Protocol: 10

| Version: 5.6.51

| Thread ID: 330782697

| Capabilities flags: 63487

| Some Capabilities: FoundRows, ConnectWithDatabase, Speaks41ProtocolOld, SupportsTransactions, IgnoreSigpipes, Support41Auth, InteractiveClient, ODBCClient, Speaks41ProtocolNew, IgnoreSpaceBeforeParenthesis, SupportsCompression, LongColumnFlag, SupportsLoadDataLocal, DontAllowDatabaseTableColumn, LongPassword, SupportsMultipleStatments, SupportsMultipleResults, SupportsAuthPlugins

| Status: Autocommit

| Salt: @6/&q\*yE-O)zNVD2lKrz

|\_ Auth Plugin Name: mysql\_native\_password

8888/tcp filtered sun-answerbook

Device type: general purpose

Running: Linux 2.6.X|3.X

OS CPE: cpe:/o:linux:linux\_kernel:2.6 cpe:/o:linux:linux\_kernel:3

OS details: Linux 2.6.32 - 3.13

Uptime guess: 43.374 days (since Mon Sep 2 04:26:34 2024)

Network Distance: 17 hops

TCP Sequence Prediction: Difficulty=255 (Good luck!)

IP ID Sequence Generation: All zeros

TRACEROUTE (using port 21/tcp)

HOP RTT ADDRESS

1 2.00 ms 192.168.1.1

2 3.00 ms 10.11.255.1

3 ...

4 4.00 ms 16-bursa-h2-2---16-bursa-t3-3.statik.turktelekom.com.tr (81.212.249.193)

5 ... 7

8 21.00 ms buca-b3-link.ip.twelve99.net (62.115.37.72)

9 48.00 ms win-bb2-link.ip.twelve99.net (62.115.114.112)

10 64.00 ms ae-0.r21.vienat02.at.bb.gin.ntt.net (129.250.7.13)

11 52.00 ms ae-12.r22.amstnl07.nl.bb.gin.ntt.net (129.250.7.29)

12 56.00 ms ae-0.a01.amstnl09.nl.bb.gin.ntt.net (129.250.2.253)

13 57.00 ms 213.198.92.119

14 ... 16

17 61.00 ms 3fcampus.com (178.62.162.23)

NSE: Script Post-scanning.

Initiating NSE at 13:25

Completed NSE at 13:25, 0.00s elapsed

Initiating NSE at 13:25

Completed NSE at 13:25, 0.00s elapsed

Initiating NSE at 13:25

Completed NSE at 13:25, 0.00s elapsed

Read data files from: C:\Program Files (x86)\Nmap

OS and Service detection performed. Please report any incorrect results at https://nmap.org/submit/ .

Nmap done: 1 IP address (1 host up) scanned in 30.69 seconds

Raw packets sent: 1061 (47.518KB) | Rcvd: 1086 (48.013KB)

Konya Selçuk Universitesi

Starting Nmap 7.95 ( https://nmap.org ) at 2024-10-15 13:30 Türkiye Standart Saati

NSE: Loaded 157 scripts for scanning.

NSE: Script Pre-scanning.

Initiating NSE at 13:30

Completed NSE at 13:30, 0.00s elapsed

Initiating NSE at 13:30

Completed NSE at 13:30, 0.00s elapsed

Initiating NSE at 13:30

Completed NSE at 13:30, 0.00s elapsed

Initiating Ping Scan at 13:30

Scanning selcuk.edu.tr (193.255.244.173) [4 ports]

Completed Ping Scan at 13:30, 0.10s elapsed (1 total hosts)

Initiating Parallel DNS resolution of 1 host. at 13:30

Completed Parallel DNS resolution of 1 host. at 13:30, 0.04s elapsed

Initiating SYN Stealth Scan at 13:30

Scanning selcuk.edu.tr (193.255.244.173) [1000 ports]

Discovered open port 80/tcp on 193.255.244.173

Discovered open port 443/tcp on 193.255.244.173

Completed SYN Stealth Scan at 13:30, 2.10s elapsed (1000 total ports)

Initiating Service scan at 13:30

Scanning 2 services on selcuk.edu.tr (193.255.244.173)

Completed Service scan at 13:30, 12.34s elapsed (2 services on 1 host)

Initiating OS detection (try #1) against selcuk.edu.tr (193.255.244.173)

Retrying OS detection (try #2) against selcuk.edu.tr (193.255.244.173)

Initiating Traceroute at 13:30

Completed Traceroute at 13:30, 3.05s elapsed

Initiating Parallel DNS resolution of 11 hosts. at 13:30

Completed Parallel DNS resolution of 11 hosts. at 13:30, 0.07s elapsed

NSE: Script scanning 193.255.244.173.

Initiating NSE at 13:30

Completed NSE at 13:31, 13.49s elapsed

Initiating NSE at 13:31

Completed NSE at 13:31, 5.02s elapsed

Initiating NSE at 13:31

Completed NSE at 13:31, 0.00s elapsed

Nmap scan report for selcuk.edu.tr (193.255.244.173)

Host is up (0.026s latency).

rDNS record for 193.255.244.173: 255.244.173.selcuk.edu.tr

Not shown: 992 closed tcp ports (reset)

PORT STATE SERVICE VERSION

23/tcp filtered telnet

80/tcp open http Microsoft IIS httpd 10.0

|\_http-server-header: Microsoft-IIS/10.0

135/tcp filtered msrpc

139/tcp filtered netbios-ssn

443/tcp open ssl/http Microsoft HTTPAPI httpd 2.0 (SSDP/UPnP)

| tls-alpn:

| h2

|\_ http/1.1

| ssl-cert: Subject: commonName=\*.selcuk.edu.tr

| Subject Alternative Name: DNS:\*.selcuk.edu.tr, DNS:selcuk.edu.tr

| Issuer: commonName=Sectigo RSA Domain Validation Secure Server CA/organizationName=Sectigo Limited/stateOrProvinceName=Greater Manchester/countryName=GB

| Public Key type: rsa

| Public Key bits: 2048

| Signature Algorithm: sha256WithRSAEncryption

| Not valid before: 2024-01-15T00:00:00

| Not valid after: 2025-01-01T23:59:59

| MD5: 195a:b755:3100:dc14:f248:1b67:e8c4:2013

|\_SHA-1: e6a4:bdf9:5418:e54b:e839:55fb:c602:fad9:807f:8b76

| http-server-header:

| Microsoft-HTTPAPI/2.0

|\_ Microsoft-IIS/10.0

|\_http-title: - Sel\xC3\xA7uk \xC3\x9Cniversitesi -

|\_http-favicon: Unknown favicon MD5: D09877FCB0C1BEC0C6472AE35D28AB84

| http-methods:

|\_ Supported Methods: GET HEAD POST OPTIONS

445/tcp filtered microsoft-ds

5432/tcp filtered postgresql

8888/tcp filtered sun-answerbook

Device type: general purpose

Running (JUST GUESSING): Microsoft Windows 2016 (86%)

OS CPE: cpe:/o:microsoft:windows\_server\_2016

Aggressive OS guesses: Microsoft Windows Server 2016 (86%)

No exact OS matches for host (test conditions non-ideal).

Uptime guess: 35.230 days (since Tue Sep 10 08:00:12 2024)

Network Distance: 16 hops

TCP Sequence Prediction: Difficulty=259 (Good luck!)

IP ID Sequence Generation: Incremental

Service Info: OS: Windows; CPE: cpe:/o:microsoft:windows

TRACEROUTE (using port 80/tcp)

HOP RTT ADDRESS

1 2.00 ms 192.168.1.1

2 3.00 ms 10.11.255.1

3 ...

4 5.00 ms 16-bursa-h2-2---16-bursa-t3-3.statik.turktelekom.com.tr (81.212.249.193)

5 ... 6

7 8.00 ms 212.174.70.250.static.ttnet.com.tr (212.174.70.250)

8 21.00 ms 210.39.223.31.srv.turk.net (31.223.39.210)

9 22.00 ms 33.92.146.159.srv.turk.net (159.146.92.33)

10 23.00 ms 197.119.192.193.static.turk.net (193.192.119.197)

11 19.00 ms 193.192.103.43

12 18.00 ms 70.96.154.212.static.turk.net (212.154.96.70)

13 ...

14 23.00 ms 95.183.254.22

15 25.00 ms 192.168.30.2

16 26.00 ms 255.244.173.selcuk.edu.tr (193.255.244.173)

NSE: Script Post-scanning.

Initiating NSE at 13:31

Completed NSE at 13:31, 0.00s elapsed

Initiating NSE at 13:31

Completed NSE at 13:31, 0.00s elapsed

Initiating NSE at 13:31

Completed NSE at 13:31, 0.00s elapsed

Read data files from: C:\Program Files (x86)\Nmap

OS and Service detection performed. Please report any incorrect results at https://nmap.org/submit/ .

Nmap done: 1 IP address (1 host up) scanned in 42.30 seconds

Raw packets sent: 1106 (53.376KB) | Rcvd: 1045 (42.876KB)