COMP3500 Assignment 2

Harlan De Jong | c3349828

Table of Contents

[What is a zero-day attack and why is it difficult to deal with zero-day attacks? Explain how polymorphism and metamorphism behaviour further complicate the detection of these attacks. 2](#_Toc103892287)

[Consider sample home network shown in Figure 1. John and Jack are connected to Internet using Gateway with built-in DHCP server provided by their Internet Service Provider (ISP). 3](#_Toc103892288)

[John is trying to access www.google.com using web browser on his laptop. Explain the background operation in the web browser which enables John to access the google.com server. 3](#_Toc103892289)

[Jack wants to transparently monitor all the online activity of John. Describe how Jack can monitor all the online activities of John in the home network. 4](#_Toc103892290)

[Why is it difficult for the organisations to deal with insider attacks. Give any 2 reasons and justify your answer. 5](#_Toc103892291)

[Compare the impact of disassociation and deauthentication attacks on the stations in WLAN networks. 6](#_Toc103892292)

[Consider that a small book store www.bookstore.com managing the orders online as shown in Figure 2. Customers can order the books online by accessing the webserver as a guest user but they do not get any discount on their orders. However, registered customers get 5% discount on their orders. The company has approached you to conduct a penetration testing on their webserver. Describe how you will conduct penetration testing for this scenario. 7](#_Toc103892293)

[Consider simple network shown in the Figure 3 which is protected by stateful firewall and the Table 1 shows policies that are enforced in the firewall. 8](#_Toc103892294)

[Describe the operation of stateful firewall operation with the flow rules in Table 1. 8](#_Toc103892295)

[In Figure 3, consider the case where the client machine 1 has initiated SYN message to Google Web Server and the attacker has responded first with SYN/ACK message to the client machine before Google Web Server. Describe the operation of the stateful firewall for this case scenario with the flow rules in Table 1. 10](#_Toc103892296)

## What is a zero-day attack and why is it difficult to deal with zero-day attacks? Explain how polymorphism and metamorphism behaviour further complicate the detection of these attacks.

A zero-day attack is an attack on a software system where the exploit has just recently been discovered. Thus, the name ‘zero-day’, infers that the developers have zero days to fix this exploit as attacks are already undergoing. Often attackers inject code into the system known as exploit code which allows the hacker access to higher permissions and/or important information. The reason that the zero-day attacks are difficult to deal with is because the software developers don’t even know that there is a vulnerability until the security is breached. Once the hackers have infiltrated the system, they have a greater amount of control of what they want to do and can do. They have the option to either wait for the best time to utilise the exploit, attack immediately or to sell the exploit onto the dark web. All the aforementioned options available are detrimental to the system as nothing can be done to protect the system until the vulnerability is known, and this is usually too late.

Polymorphism poses an extreme threat to systems and software as malicious code can be hidden from virus scanners and threat detection software via encryption. The polymorphic viruses or worms essentially use a mutation engine that provides a new decryption routine for the malicious program using an encryption key and has the ability to change attributes associated with code when installed on a different system. The reason it does this is because the file scanners will not be able to make correlations to pre-existing known malicious files and will treat the file as safe.

Metamorphism is a method in which malicious code rewrites itself without an encryption key. The metamorphic malware uses various obfuscation techniques to ensure that each instance of itself appear different to the last, these include register renaming, code expansion, code permutation, code shrinking and garbage code insertion. Every part of the code is rewritten and proves harder to detect than polymorphic code as nothing remains the same. The two techniques utilise two techniques to achieve the same result and the use of either ensures further complications arise when trying to detect the malware.

## Consider sample home network shown in Figure 1. John and Jack are connected to Internet using Gateway with built-in DHCP server provided by their Internet Service Provider (ISP).

### John is trying to access www.google.com using web browser on his laptop. Explain the background operation in the web browser which enables John to access the google.com server.

There are 8 steps involved when accessing a website with a URL in the browser:

1. **Search** [**www.google.com**](http://www.google.com) **into address bar of the browser**
2. **Cache is checked for DNS entry of corresponding IP**

The Domain Name System (DNS) is an extensive list of all URL’s and their corresponding IP addresses. It attempts to find the IP addresses as this is the address that is used when accessing different websites through the server host. The DNS will search 4 different caches:

1. **Browser cache**. The browser being used currently will have stored previously visited website URL’s and IP’s. Thus, a DNS search will be run in order to see if google.com is in this list. This would be at the ‘John’ level of the sample home network in figure 1.
2. **Operating System (OS) cache**. The operating system also stores a list of DNS records, and the browser can opt to call this system. This would be at the ‘John’ level of the sample home network in figure 1.
3. **Router cache**. The router maintains a cache of the DNS records, and this is searched if the IP address hasn’t been found. This would be at the ‘DHCP’ server level of the sample home network in figure 1.
4. **ISP Cache**. The ISP cache is DNS queried as the last resort. This would be at the ‘ISP’ level of the sample home network in figure 1.
5. **IP not found, ISP DNS server launches DNS query**

A recursive DNS query search is activated through the ISP. Essentially the ISP’s DNS server will communicate with other DNS servers to find the correct IP address for the google.com search. It does this by sending small packets of data consisting of the destination IP and the reason for the request. The packets are sent through different networks to find the IP for the request at the proper DNS server and returned with correct IP address if found and an error if unable to find. This step occurs on the ‘ISP’ level of figure 1.

1. **TCP connection with server via browser**

Assuming the browser has received the correct IP, a new connection will be made between the server and browser. The Transfer Control Protocol (TCP) connection will most likely be used for the http request. Next a three-way handshake using synchronise (SYN) and acknowledge (ACK) messages will be used for TCP/IP connection.

1. **SYN message sent to server checking for connection availability**
2. **If server accepts connection, server will send SYN/ACK packet back**
3. **SYN/ACK packet will be received, browser sends ACK packet to server**

This three-way handshake ensures a stable and accessible connection for data transmission. This occurs in the ‘John’ level of figure 1.

1. **HTTP request sent by browser to the web server**

With a TCP connection established, the browser sends GET requests in order to retrieve the website page. Alternatively, the browser could use a POST request which send data to the server for input data such as forms. This occurs on google.com’s end.

1. **Server handles requests and delivers response**

A request handler deals with the POST and GET requests and sends back an appropriate response.

1. **HTTP response from server**

The server delivers the webpage and other data in the HTTP response, this includes status code, how to cache page, compression type, etc.

1. **HTML content is displayed by browser**

The webpage that was initially searched for (google.com) is rendered on the screen by the browser and some static files are stored in the browser cache. This occurs on the ‘John’ level of figure 1.

### Jack wants to transparently monitor all the online activity of John. Describe how Jack can monitor all the online activities of John in the home network.

In order to monitor network traffic within a home network, we first need to know that all the traffic goes through a router (in fig. 1 – “Gateway with DHCP Server”). The next step would be to install the open-source packet monitoring software “Wireshark”, this will be used for monitoring the traffic on the home network. When initially installed Wireshark will have “promiscuous mode” enabled automatically. At the top left of the window there will be a blue shark fin which indicates starting the network capture process and a red square which stops this process.

Run the capture for as long as necessary and during this time all the traffic across the network will be monitored with attributes such as source, destination, info, etc. As Jack is attempting to monitor John’s activity Jack will need to sort the attributes, source and destination by John’s IP address which is given “192.168.2.5”. If John’s IP address is seen in the “source” column, this means that this is where the packet has come from. If John’s IP address is seen in the “destination” column, this means that this is where the packet supposed to go to.

These default attributes are:

1. **Number** – This is the number of captured packets.
2. **Time** – This is the time at which the packets were captured.
3. **Source** – This is where the packets have come from.
4. **Destination** – This is where the packets are going to.
5. **Protocol** – This the name of the protocol for the packet.
6. **Length** –This is the number of bytes within the captured packet.
7. **Information** –This includes any addition information about the packets.

Through reading all the attributes of specific packets Jack can determine all the traffic that comes through the router and thus transparently monitor John using Wireshark. This will not let John know that he is being monitored which may or may not be the initial intention of the goal.

## Why is it difficult for the organisations to deal with insider attacks. Give any 2 reasons and justify your answer.

Insider attacks are commonly seen as threats that occur from inside a business. The cause of these attacks can be from malicious intent to plain carelessness and companies need to ensure that these types of risks are handled prior to them happening.

1. **Higher role within the company**

As an employee that is considered to be within a senior role of a company, they are generally considered to be trustworthy. The issue with this assumption is that senior malicious insiders can exist, and they may use the power that they have gained over the course of working within company for ill intent.

The reason that this type of insider would be difficult to deal with is because confronting such a high member of the company may come across as belittling in the case that the accuser is wrong. On the flipside, the insider will never openly admit to such allegations as they do not want to be fired. As such a stalemate between workers will arise and without any concrete evidence it would be hard to launch an investigation against the insider. For example, if an intern within a software company notices his supervisor doing something distinctly dodgy with private files on his computer and the intern reports it to someone higher up, the likelihood of people listening wouldn’t be high. Following on, the intern might not even be able to contact anyone higher than his/her supervisor so reporting may not even be able to take place.

1. **Competence with internal systems and software**

Due to the fact that internal employees use the companies’ systems and software on a daily basis, it is assumed they are very familiar with how things operate. With this in mind, malicious insiders will have the capacity to find and tamper with important files of a company for either personal or monetary gain.

This type of insider would be difficult to deal with as due to them knowing all the systems inside out, they have the ability to conceal their malicious tracks. For example, inside a company where many people have permissions to certain documents and something important gets tampered with, the chance of knowing exactly who did it, without any traces left behind is nearly impossible. This exemplifies why companies should prioritise prevention rather than a solution to this problem.

## Compare the impact of disassociation and deauthentication attacks on the stations in WLAN networks.

Disassociation and deauthentication attacks are a type of Denial of Service (DoS) attack which inhibits the user to be able to access a network particularly in a Wireless Local Area Network (WLAN). This attack works by having a victim connect to a wireless connection (router) and an attempt will be made by the attacker to deauthenticate the victim through various tools. These tools essentially allow the attacker to have information about the router. Once the target victim is found, connected to the network, the attacker will run a command which elicits the victims MAC address. Once that information is known the next step is to disassociate the victim, this is done by running a command which uses the tool plus the victims MAC address. The result of this command being run will have the victim disconnected from the WLAN and attempts to re-join the network will not work until the deauthentication messages are stopped being sent by the attacker.

The impact of these types of attacks are that the disassociation phase results in a victim essentially being tracked and disassociated within a network via finding their MAC address. While on the other hand, the deauthentication phase is what inhibits the victim from maintaining a connection with the WLAN and when both phases work in tandem the impact is significant.

## Consider that a small book store www.bookstore.com managing the orders online as shown in Figure 2. Customers can order the books online by accessing the webserver as a guest user but they do not get any discount on their orders. However, registered customers get 5% discount on their orders. The company has approached you to conduct a penetration testing on their webserver. Describe how you will conduct penetration testing for this scenario.

Penetration testing is a legal way for authorised individuals to attempt to exploit both networks and systems. This type of testing will give developers insight into some of the vulnerabilities before unethical hacking can take place and thus proactively patch the systems. The proper way to conduct penetration testing is as follows.

1. **Legal and authorisation requirements**

For the testers within the test there are legal requirements that must be agreed upon prior to the attacks. Written consent must be obtained from the developers, the small bookstore will need to agree upon both the risk and scope with the testers, all actions with need to be logged in some way, a time frame for testing and the testers must not work outside the scope.

There are also legal requirements for the bookstore. These include an understanding of both network and system in question, potential disruptions of services, and problems may not be reported by the penetration testers.

1. **Documentation and logging**

This is primarily for the penetration testers as they must follow the legal and authorisation requirements listed above that states all actions must be logged and correctly documented. This ensures that an accurate backlog is maintained to refer to later for reporting to the bookstore.

1. **Reconnaissance**

This step essentially tries to give the testers a background of the bookstore and where exploits may arise. The first step the testers would do is query “www.bookstore.com” in the web and try to understand the company. The next step is to answer the “who is?” question, in this case Domain information about [www.bookstore.com](http://www.bookstore.com) would be important. Next answer the “what is the site running” question which entails finding the OS and using site reports. Finally, a website “exploit database” has an archive of exploits that the public can use for penetration testing.

1. **Scanning**

This phase involves mapping the bookstores network topology, finding weaknesses, and identifying the used services. Tools such as Nesus and Nmap are ways that scanning can be done on the bookstores network to achieve the aforementioned goals.

1. **Penetration**

This step involves gaining access to the systems and networks through various attacks. These attacks are listed under three categories, application and operating system attacks, network attacks and privilege escalation. The two vulnerabilities the testers should look for in [www.bookstore.com](http://www.bookstore.com) are Cross-Site Scripting (XSS) attacks and Distributed Denial of Service (DDoS) attacks as these can be detrimental if not prevented early. The DDoS attacks have the ability to shut down the entire web bookstore thus minimising sales, while the XSS attacks have the ability to make the website visitors information vulnerable and potentially redirect them to a phishing website.

1. **Maintaining access and covering tracks**

Maintaining access to the bookstore’s website can be done via backdoors, spyware, trojans, etc. The testers can also cover tracks by altering the change logs of the actions that take place.

1. **Reporting**

The reporting phase involves the testers telling the bookstore about all the findings/exploits. The typical format of this report is with an executive summary, a detailed report and raw output, which is the proof of the attacks.

1. **Clean up**

The clean up is for the testers restore everything as it was and depart with the bookstore once all reporting is finalised.

## Consider simple network shown in the Figure 3 which is protected by stateful firewall and the Table 1 shows policies that are enforced in the firewall.

### Describe the operation of stateful firewall operation with the flow rules in Table 1.

A stateful firewall is a network security system that has the ability to capture the entire state of the current network connections. This firewall is used to monitor traffic over the network and analyse the context of various data packets. This network security system is then able to approve or deny access to different kinds of traffic over the network, essentially acting as a barrier between the internet and the local network. If the three-way handshake between the two parties is not successfully completed the packets will not be able to reach the destination and thus blocked. These stateful firewalls are susceptible to Distributed Denial of Service (DDoS) attacks as the number of resources required to maintain such a close eye on all packets across the network is significant.

Viewing table 1. we see:

1. **Row 1**

![](data:image/png;base64,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)

This means that the “Client Machine 1” is allowed to send packets to an IP address outside of the current local network through the Transmission Control Protocol (TCP), which is connection oriented. The source port is either registered or dynamic while the destination port is 80 which is the Hypertext Transfer Protocol (HTTP) port for web connection. TCP uses a three-way handshake; this is the first step, and a SYN is sent to the server from the “Client Machine 1” to try to attain connection.

1. **Row 2**
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This means that a server/machine outside of 202.202.202/24 local network is allowed to connect with “Client Machine 1” (202.202.202.202) through the TCP protocol. This indicates the second phase of the three-way handshake where the HTTP port (80) is sending a SYN/ACK to the “Client Machine 1” indicating that clients request to connect with the server was successful and data transfer is possible after connection.

1. **Row 3**
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This means that a server/machine outside of 202.202.202/24 local network is allowed to connect with web server [www.foodchain.com](http://www.foodchain.com) (202.202.202.203) through the TCP protocol. This is the first phase of a TCP three-way handshake where a server/machine under either a registered or dynamic port number is attempting to access the HTTP port (80) of the foodchain webserver. The TCP three-way handshake will follow with the IP address outside of 202.202.202/24 sending a SYN to the foodchain webserver to initiate potential connection.

1. **Row 4**
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This means that the [www.foodchain.com](http://www.foodchain.com) webserver (202.202.202.203) with port 80 is allowed to send packets to an IP address outside of 202.202.202/24 with port >1023 (registered or dynamic). The second phase of the TCP three-way handshake will follow as the foodchain webserver will have received the SYN and will respond with a SYN/ACK to state that connection is possible and data transfer can be made after successful connection.

1. **Row 5**
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This means that all servers/machines within the 202.202.202/24 local network ([www.foodchain.com](http://www.foodchain.com) & Client Machine 1) with port >1023 are able to send packets to servers/machines outside of IP address 202.202.202/24 with port 53 under the UDP protocol. Port 53 indicates the Domain Name System (DNS) which helps with matching domain names to IP addresses. The User Datagram Protocol (UDP) is not connection oriented unlike TCP and the data packets are just sent to the IP address outside of 202.202.202/24 without any guarantee they will make it.

1. **Row 6**
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This means that all servers/machines outside of 202.202.202/24 local network with port 53 are allowed to send packets to servers/machines inside of local network 202.202.202/24 with port >1023 under the UDP protocol. As there is no handshake within UDP there is no SYN/ACK transfer.

1. **Row 7**

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAkAAAAAaCAYAAABfEOOOAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAADsMAAA7DAcdvqGQAAAXDSURBVHhe7d1rTFNnGAfwf3vqBQhufFE2MV5x0ZntgwoZLgqlQSNTF4UAi4uyZVG/gFvcInjZshgzo8Q42YcRZ7Jk6mQJkDl1TnSTwAencQyzEBSDoFnmDVmw5bKeduec94iYbIr2FE/7/n9J09MegTz/533rk9MGHACC2o2IiIhIGgMDUDAYnXOQw6GXGL31RTr2Rw7ss8AcBOZgX7L0Rq/TaR4TERERSYMDEBEREUmHAxARERFJhwMQERERSYcDEBEREUmHAxARERFJJywDUL+vF6p5TOHh9/nQL47g84kjiiB+H+637UEvKdy4b4TBa47rzyIDe5qvyU9ruPen9QNQXy3Wv5qN8msB8wmynNqCXVkpKGno1w53ISulBNohRQwVLbuykFLS8FAvKcy4b4TBa47rzyIP9jRfk5/SM9ifYbkCpP8CJf5+q3DS8zUzNu61mzhBEUL0z2igeSyep3AalLVxr93ECckMyoHrzzIiRy1I856RPqlBa3GYMrRmAOptxoH1S5A2dwHe+qwedwYu/vjRcXwb3l44H/MWLEXR1xfhRQA3jm7H9oPfY3dhJlJey8b6Qy3oD3TixPZiVPxmjnxqB6o+3ozKNonfTAt04WxFMXLcqZiT6sHqsrpB2ZL9BdB1tgLFOW6kzkmFZ3UZ6tjAYcDcBeZgPWYaOvtkaMEApKL58zUobUnHnpr9WNl/Cqf+FMWol8pR+H4jMvaeRF3lGvSXvYudjf/gbtMR7Nj4JbwrK3D4k5dwZsOnOOIbg8S+BuysqEOv/rVth7HnwA3Ej1WM7yWlYDe88RnYdOgM6itXoae8FPta+emqyBFEtzceGZsO4Ux9JVb1lKN0X6t5jsKHuQvMwXrMNHT2yTD0AShwB3WnLyPtnbWYO34qFm/ditwk/dsGcLP2KBoTxsJ7aj8qqtowYsxVnP31rnbOiaScEnyUORWT099AWtw1XPnLgVkFORh38luc9qq4UvUDbiwqQEac8VPkpEyAe3kqcKEaB493IDCqEzdvcQCKHAomuJcjFRdQffA4OgKj0HnzlnmOwoe5C8zBesw0dPbJMPQBKHgP3T0uxMTcv1LjMP7Cqj7lee/1wOlymY8VzFy5Axs8CcajAY4RGOkKIKD9v64k5yF34s/47qeLqDnaicX5r2O0+c+k1HcO2zLTUVTdim4tH4eWqfH+KEWIPpzblon0omq0igYa72tTuDF3gTlYj5mGzj4Zhj4AKeMwbWIATecvwa89vPd7Axo79WIUvDhjOmLVRLjfW4d167Tb2kJkTnEZX/aflInIzZ+BX3Z/gMrubOSljDRPyEltq8Wx6/NRuncLigvdmDRaWykUOdQ21B67jvmle7GluBDuSaP1vU7hxtwF5mA9Zho6G2VowWeA4rCoqAjxXy3DvKwMeEqbkTB+BJxaRbELP8Tm8d9gWdoS5BcshyctD19cUuF0KlCU+1eMnHBqx4oxFzmR+GYBZv/RAHVJPmbLPf9AmexBdlItNuYUYEVuGZpcsXAZsZmZ6d1zOo0sLWgkWU2ZDE92Emo35qBgRS7KmlyIFQ0094DRwAe9JGv8b+6S7Zuh5MD192SGsqf5mvxoNtqf+uBlXHsK9RKU+nc7mq8FkTRjEp4X68Hkx92rzbjaNRKJycl4Ie4xJflOYM0rW5FU04Atsx5xtWiIHA4xW0bsZUp/F9ov30bMlGkYO8p8LopEfH8ey4+u9su4HTMF06KxgUM0/H22Z+7MQYjsfR/de3p4evPsM9Tr1Cs1qrTLQuyuWYWXd0zHj/WbMPOhQerpRPZGi37sjxzYZ4E5CMzBvmTpjV6nXqlRpV2K7W0/j8a+ZKRMf86Sy1/caPbG/siBfRaYg8Ac7EuW3uh16pUaVUZrsdxo9sb+yIF9FpiDwBzsS5be6HXyc1pEREQkHQ5AREREJB0OQERERCQdDkBEREQkHf3TTvwUGhEREUkE+BdmND5kqXxNkQAAAABJRU5ErkJggg==)

This means that all other IP addresses that are not listed above, are not able to send packets and maintain a connection to the servers/machines within the local network that the stateful firewall is protecting (202.202.202/24). This is a good preventative measure that ensures no malicious packets of data are sent to the “Client Machine 1” and food chain web server and only good, known connections are allowed to.

### In Figure 3, consider the case where the client machine 1 has initiated SYN message to Google Web Server and the attacker has responded first with SYN/ACK message to the client machine before Google Web Server. Describe the operation of the stateful firewall for this case scenario with the flow rules in Table 1.

If the attacker was to send a SYN/ACK message before the google web server, the connection between “Client Machine 1” and the attacker would not be successful. This is because the stateful firewall has policies that prevent the attacker from sending packets to the client machine. In row 2 of the table, it states that only IP addresses outside 202.202.202/24 AND with port 80 (HTTP) will send a SYN/ACK message. Since the attacker is not a web service on port 80 and instead just a machine it will be blocked by the firewall. This is the intention of row 7 as all other attempted connections that don’t satisfy rows 1-6 will not be allowed to connect with the “client machine 1”. Thus, no connection will be made between the attacker and client machine.
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