《计算机网络》课程教学大纲

一、课程基本信息

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **课程名称** | 中文：计算机网络 | | | **课程编号** | 3182100080 |
| 英文：Computer Networks | | |
| **学分/学时** | 3/48 | **必修（**√**）/ 选修（）** | | **开课学期** | 4 |
| **课程类别** | 工程基础课程 | | **适用专业** | 网络空间安全 | |
| **先修课程** | 高级语言程序设计 | | | | |
| **授课教师** | 刘建毅、程莉、杨震 | | | | |

二、课程教学目标

本课程是一门工程基础课，综合OSI参考模型与TCP/IP体系结构的优点，自顶向下介绍计算机网络应用层、传输层、网络层、数据链路层、局域网、物理层，同时介绍网络安全的基本知识。通过学习本课程，学生能够系统地了解计算机网络的发展历史和体系结构；熟悉数据通信的基本过程和原理，深刻理解计算机网络各层的功能、工作原理、主要协议及安全隐患；能够运用计算机网络的基本概念、基本原理和基本方法进行网络系统的分析、编程和应用，培养同学分析问题、解决问题、工程计算的能力，以及科学思维、实验研究和科学归纳的能力，使同学建立起理论联系实际的工程观念；培养学生能熟练使用文献检索工具，获取当前计算机网络最新理论与技术的能力。具体目标为：

**课程目标1**：掌握计算机网络的基础知识及原理，培养能够对计算机网络相关的设计、性能等问题进行比较、分析和定量计算的能力。

**课程目标2**：掌握计算机网络的分层模型及服务机制，具备对计算机网络协议原理进行分析的基本能力。

**课程目标3**：培养针对计算机、网络空间安全领域的技术问题和研究目标，选择合适的研究路线，设计相应的技术与实验方案，具备对应用层协议、传输层协议进行开发的能力。

**课程目标4**：培养采用科学方法、针对计算机、网络空间安全领域的复杂问题进行文献和应用案例进行调研和分析的能力。

**课程目标5:**培养针对网络空间安全领域的复杂问题，构建实验模拟系统，开展仿真模拟分析，对实验结果进行综合分析，并能分析理解其局限性的能力。

三、课程目标与支撑的毕业要求指标点

本课程的知识点支撑网络空间安全专业毕业要求中的5个指标点：1.2、2.2、4.1、5.1和5.3。如下表所示，本课程的5个课程教学目标，分别对应工程教育专业认证标准规定的毕业要求中的5个指标点。

|  |  |  |  |
| --- | --- | --- | --- |
| **毕业要求指标点** | **课程目标内容** | **达成途径** | **评价依据** |
| 1.2：掌握网络空间安全领域工程基础知识，能够将基本概念、基本理论和基本方法应用于实际的网络安全系统。 | **课程目标1:**掌握计算机网络的基础知识及原理，培养能够对计算机网络相关的设计、性能等问题进行比较、分析和定量计算的能力。 | 通过课堂讲授等方式使学生掌握计算机网络与通信的基本概念、基本原理和技术方法，通过课后作业和实验强化训练、巩固课堂知识；在期中考试和期末考试试卷中考察对于基本概念和基本原理的理解掌握和计算求解能力。 | 考核内容约占总成绩的30%，包括作业、期中考试和期末考试。 |
| 2.2 根据网络空间安全领域复杂工程问题的需求描述，运用数学、自然科学和工程科学原理及方法进行分析表达，建立解决问题的抽象模型。 | **课程目标2:**。掌握计算机网络的分层模型及服务机制，具备对计算机网络协议原理进行分析的基本能力。 | 通过课堂讲授、小组讨论等方式使学生掌握计算机网络的体系结构、分层模型及服务机制，通过课后作业和实验强化训练、巩固课堂知识；在期中考试和期末考试试卷中的考察解决问题的抽象分析能力。 | 考核内容约占总成绩的30%，包括作业、期中考试和期末考试。 |
| 4.1：针对计算机网络通信过程中的复杂工程问题进行问题识别，根据目标确定需要的实验数据，对任务目标设计实验方案。 | **课程目标3:** 培养针对计算机、网络空间安全领域的技术问题和研究目标，选择合适的研究路线，设计相应的技术与实验方案，具备对应用层协议、传输层协议进行开发的能力。 | 针对计算机网络领域相关的技术问题，通过课后作业进行强化训练，通过实验让学生自主进行研究、设计实验方案、并进行程序设计实现，通过期中考试和期末考试中的应用类题目考察学生分析问题和设计方案的能力。 | 考核内容约占总成绩的25%，包括作业、实验完成情况和实验报告、期中考试和期末考试。 |
| 5.1 了解网络空间安全领域常用工具软件的原理和方法，能够熟练运用文献检索工具，获取网络空间安全领域理论与技术的最新进展。 | **课程目标4:**培养采用科学方法、针对计算机、网络空间安全领域的复杂问题进行文献和应用案例进行调研和分析的能力。 | 针对计算机网络各层协议的攻击与防御方法、实验设计，指导学生通过文献检索工具，提高科技文献的阅读能力。 | 考核内容占总成绩的5%，包括作业、实验情况和实验报告。 |
| 5.3 能够恰当使用或开发满足特定需求的现代工具与仿真平台，完成网络空间安全领域复杂工程问题的模拟与仿真分析，并能分析理解其局限 性。 | **课程目标5:**培养针对网络空间安全领域的复杂问题，构建实验模拟系统，开展仿真模拟分析，对实验结果进行综合分析，并能分析理解其局限性的能力。 | 针对计算机网络中各层协议的理解分析，利用wireshark工具捕获数据包，利用telnet模拟应用层协议，让学生自主进行研究、设计实验方案、分析理解协议；通过期末考试中的协议分析等综合应用类题目考察学生分析问题和解决问题的能力。 | 考核内容约占总成绩的15%，包括实验、期中考试和期末考试。 |

四、课程落实立德树人的举措

以《高等学校课程思政建设指导纲要》（教高（2020）3号）为依据，科学设计课程思政教学体系，将思政教育融入课程中的适当章节，主要包括：

1、培养“严于律己、宽以待人”的态度

讲述分层协议时，强调在实现协议时，发送端要严格按协议发送、接收端对于无法识别的选项要接收但不需处理，引申为与人交往时也应采用“严于律己、宽以待人”的态度。

2、培养捍卫网络主权和维护和平安全

讲述IP协议、DNS协议、网络管理及针对各层协议的安全隐患时，强调应该尊重互联网公共政策和平参与网络空间治理的权利，不搞网络霸权，不干涉他国内政，不从事、纵容或支持危害他国国家安全的网络活动。

3、培养学生的团队意识

在实现传输层协议的实验中，强调实验应采用分组方式进行，组内成员需分工协作，一起完成课程实验的需求分析、系统设计、系统实现、文档撰写、系统测试和验收等工作，学生可对团队活动进行组织、协调及配合，进而培养学生的团队意识。

4、培养学生在工作学习中做出正确的选择

在实现传输层协议的实验中，所采用的的实现方案有多种选择，不同的选择产生的结果可能会有差异。通过实验中的选择和对于所选方案的分析和比较，可以让学生意识到在后续的工作和生活中也会涉及到选择的问题，在选择中需要做出正确的决定。

5、培养学生在工作和生活中遵守法律法规的意识

在协议分析的实验中，学生通过对具体协议的分析，认识到实现网络应用软件必须要遵守相关的协议才能正常工作，从而培养学生在工作和生活中遵守法律法规的意识。

6、培养开放的心态

计算机网络大部分协议都是开放的，但也有少数私有协议。由于私有协议不开放，对用户来说，系统扩容、更新就会受到限制，让学生理解开放的心态更便于后续学习、工作和生活中的沟通和合作。

7、培养长远考虑的工作作风

TCP、IP等协议已经存在超过40年，目前仍在广泛用。协议设计者在协议设计时，考虑的不仅是当下的一些影响因素，更考虑到一些长远的影响因素。

五、教学内容及学时安排

参见附表1。

六、教学方法

课堂讲授、课下自学、分组实验、线上答疑。

本课程主要采用线下课堂讲授，学生需课前预习课件，课程中的传输层socket编程及实现的实验采用分组方式进行，课程答疑、提交作业可以通过课程QQ群等方式进行。

线下课堂讲授通过教师讲授，重点讲授计算机网络的基本概念和基本原理，包括计算机网络分层体系结构以及各层的相关内容。实验包括socket编程实现实验和抓包协议分析实验，socket编程实现由学生分组方式完成，抓包协议分析实验由学生独立完成应用层相关协议数据的捕获、分析并完成实验报告。

教师在教学环节中在课后布置作业，以加强学生对课堂所学知识的掌握。并通过线上、线下等方式解答学生学习网络理论知识、socket编程、协议分析等环节遇到的问题。

七、考核方式

本课程的考核环节主要包括平时作业、实验、期中考试和期末考试，其中平时成绩（包括作业和实验）占总成绩的45%，期中考试成绩占总成绩的5%，期末考试成绩占总成绩的50%。成绩评定采用百分制和综合成绩评定方式，即总成绩=课堂成绩（期末考试50%+期中成绩5%+课后作业及实验55%）（注：可根据实际情况，对每部分总评比例进行调整）。

各个考核环节对于课程目标和毕业要求的指标点的贡献度如下表所示：

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| 指标点  编号 | 课程目标编号 | 考核方式 | | | | 总贡  献度 |
| 平时（贡献度50%） | | | 期末  (贡献度50%） |
| 作业 | 实验 | 期中 |
| 1.2 | 目标1 | 13 |  | 2 | 15 | 30 |
| 2.2 | 目标2 | 14 |  | 1 | 15 | 30 |
| 4.1 | 目标3 | 5 | 4 | 1 | 10 | 20 |
| 5.1 | 目标4 | 3 | 2 |  |  | 5 |
| 5.3 | 目标5 |  | 4 | 1 | 10 | 15 |
| 合计 | | 35 | 10 | 5 | 50 | 100 |

考核标准参见下表。

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 考核环节 | 所占分值 | 考核内容 | 对应课程目标 | 评价细则 |
| 课后作业 | 35% | 38%为基础知识题，考核学生对计算机及互联网领域的基本概念和主要原理的理解和掌握。 | 课程目标1 | 平时作业一般为7次左右，涵盖课程所有内容，按照是否按时提交、完成情况等进行综合评定。每次作业评分参考标准为（按照10分计算）：按时完成作业并提交，且正确率达到60%，计6分；在此基础上，作业正确率满足70%、80%、90%和100%分别为7分、8分、9分、10分，有创新解题思路或解决方案的可另加1-2分，但每次作业得分不超过10分。  作业得分6分及以上达成作业所支撑的课程目标1、2、3、4，说明学生具有理解计算机网络相关的基本概念和基本原理、能够运用所学知识研究、分析和解决计算机网络实际问题的能力，并具有文献搜索和阅读的能力。 |
| 40%为计算求解题，考核学生基于基本原理、对网络协议和应用相关技术和性能进行分析和研究的能力。 | 课程目标2 |
| 14%为分析类题目，考核学生对网络相关问题进行分析和解决的能力。 | 课程目标3 |
| 8%为设计类题目，考核学生对互联网实际问题，考核学生文献检索、阅读和理解能力，进行设计和实验的能力。 | 课程目标4 |
| Socket编程实现实验 | 5% | 该实验实现一个基本的SMTP邮件服务器。通过该实验学生可掌握计算机网络socket通信过程。 | 课程目标3 | 评分参考标准如下（按照100分计算）：   1. 程序能够正常运行，实现邮件服务器端和客户端的通信，并提交代码及实验报告：60分； 2. 在满足1的前提下，能够实现差错报告功能，并且按期提交代码及实验报告：61~70分； 3. 在满足2的情况下，能够实现SSL安全连接功能，并按期提交代码及实验报告：71~80分; 4. 程序能够实现全部功能，并且按期提交代码及实验报告：81~90分； 5. 在满足4的前提下，提出一些创新的思路及方法、界面美观：91-100分。   实验得分60分及以上达成本实验所支撑的课程目标3、4，说明学生能深入理解和掌握计算机网络应用层、传输层的主要协议的工作原理，并具有网络通信的工程实践能力和团队协作能力。 |
| 该实验要求学生查阅协议相关标准，考核文献的阅读和理解能力 | 课程目标4 |
| 协议分析实验 | 5% | 该实验要求学生学习网络协议数据包的结构，并进行分析，该实验要求学生掌握网络协议的工作原理及协议设计的思路和方法，该实验要求学生设计数据包捕获规则，并对捕获到的数据包进行详细的分析 | 课程目标5 | 评分参考标准如下（按照100分计算）：   1. 能够用wireshark工具软件捕获网络上的数据包、进行基本的协议分析，并提交实验报告：60分； 2. 按照实验指导书的要求，捕获至少三种协议数据包，进行合理分析，并提交实验报告：61~70分； 3. 按照实验指导书的要求，捕获至少三种协议数据包，进行详细分析，并提交实验报告：71~80分； 4. 按照实验指导书的要求，捕获全部协议数据包，进行详细的协议分析，并提交实验报告：81~90分； 5. 采用适当的方法，捕获课程中所涉及的各种协议数据，对照课堂所讲内容进行详细分析，提交实验报告：91~100分。   实验得分60分及以上达成本实验所支撑的课程目标4、5，说明学生理解和掌握了应用层的基本概念、主要协议的工作原理和技术要点，具有分析和研究协议、解决互联网实际问题的能力，并具有文献搜索的能力。 |
| 该实验要求学生查阅协议相关标准，考核文献的阅读和理解能力 | 课程目标4 |
| 期中考试 | 5% | 通过简答题考核学生对计算机网络分层体系结构、应用层、传输层知识的理解和掌握 | 课程目标1 | 评分参考标准参见试卷参考答案。（按照100分计算）  期中考试得分60分及以上达成期中考试所支撑的课程目标1、2、3、5，说明学生理解和基本掌握了网络分层体系结构、应用层、传输层的主要概念和原理。 |
| 通过计算和分析类题目考核学生对协议的性能等复杂网络问题的研究和分析 | 课程目标2 |
| 通过分析类题目，考核对计算机网络领域实际工程问题的分析、方案设计和解决 | 课程目标3 |
| 通过综合类题目考核学生对于课程知识的系统掌握和综合运用分析 | 课程目标5 |
| 期末考试 | 50% | 客观题目和部分简答计算题目，考核计算机网络的基础知识和基本概念 | 课程目标1 | 闭卷考试，题目涉及课程全部教学内容，并通过综合应用题考察学生分析解决复杂网络问题的能力。  评分参考标准参见试卷参考答案。（按照100分计算）  期末考试得分60分及以上达成期末考试所支撑的课程目标1、2、3、5，说明学生理解和掌握了计算机网络领域的基本概念和主要原理，能够对计算机网络领域的实际工程问题进行分析、研究并提出解决方案。 |
| 简答、计算类题目，考核对计算机网络领域相关问题的理解、分析和解决 | 课程目标2 |
| 分析类题目，考核对计算机网络领域实际工程问题的分析、方案设计和解决 | 课程目标3 |
| 综合类题目，考核对于课程知识的系统掌握和综合运用、并能分析和解决较复杂的实际工程问题 | 课程目标5 |
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程莉，刘建毅，王枞，计算机网络，科学出版社，2012年4月。
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表1 计算机网络课程教学内容、学时分配及对毕业要求的支撑

| 序号 | 知识模块 | 教学内容 | 学时  分配 | 教学要求 | 支撑课程目标 | 学生任务 | | |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 作业要求 | 自学要求 | 讨 论 |
| 1 | 计算机网络绪论（1） | 网络的概念、用途和分类 | 2 | 理解计算机网络的概念和分类；了解计算机网络的用途；掌握计算机网络与通信的基础知识及原理； | 课程目标1 | 完成涵盖网络性能、存储转发方式、卫星通信系统延迟、网络拓扑结构等知识点的书面作业 | 使用ping程序对相关网站进行连通性测试 |  |
| 2 | 绪论（2） | 网络体系结构和参考模型 | 4 | 理解计算机网络软件分层体系结构的设计原理；掌握OSI参考模型及TCP/IP参考模型的层次结构；了解经典网络实例的网络架构及工作原理；培养采用科学方法、针对计算机、网络空间安全领域的复杂问题进行文献和应用案例进行调研和分析的能力 | 课程目标1  课程目标2 | 完成涵盖网络分层体系结构、TCP/IP及OSI参考模型等知识点的书面作业 | 了解ITU、ISO、IETF等国际网络标准化组织的工作范围及进展；掌握获取网络标准、草案的途径和方法 |  |
| 3 | 应用层（1） | 应用层简介及DNS | 2 | 掌握应用层的功能；熟悉DNS的功能及原理 | 支撑课程目标1  支撑课程目标2  支撑课程目标3 | 完成涵盖DNS系统等知识点的书面作业 |  |  |
| 4 | 应用层（2） | 电子邮件协议和WWW | 2 | 熟悉电子邮件的功能、相关协议（SMTP、POP3、IMAP和MIME）的基本原理；掌握WWW的相关概念；熟悉HTTP的原理 | 支撑课程目标1  支撑课程目标2  支撑课程目标3 | 完成涵盖电子邮件、HTTP协议等相关知识点的书面作业 |  |  |
| 5 | 应用层（3） | FTP协议、远程登录协议、应用层安全隐患 | 2 | 掌握FTP协议、Telent协议的功能及原理，了解应用层的安全隐患 | 支撑课程目标1  支撑课程目标2  支撑课程目标3 | 完成涵盖FTP、Telnet等知识点的书面作业 |  |  |
| 6 | 应用层实验 | 协议分析实验 | 2 | 使用wireshark捕获网络上的数据包，并进行分析 | 支撑课程目标4  支撑课程目标5 | 完成协议分析实验 | 掌握协议分析软件的使用方法，理解应用层相关协议，对特定场景下捕获得数据包进行分析 |  |
| 7 | 传输层（1） | 传输层服务和协议要素 | 2 | 理解传输层服务的技术要点：多路复用、可靠的数据传输、流量控制、拥塞控制 | 支撑课程目标1  支撑课程目标2  支撑课程目标3 |  |  |  |
| 8 | 传输层（2） | UDP和TCP | 4 | 掌握UDP的协议原理；熟悉TCP的报文格式；掌握TCP的协议原理 | 支撑课程目标1  支撑课程目标2  支撑课程目标3 | 完成涵盖TCP、UDP协议等知识点的书面作业 |  |  |
| 9 | 传输层（3） | 传输层拥塞控制和安全隐患 | 2 | 掌握拥塞控制的相关概念和机制；掌握TCP的拥塞控制的原理 | 支撑课程目标1  支撑课程目标2  支撑课程目标3 | 完成涵盖拥塞控制和滑动窗口等知识点的书面作业 |  |  |
| 10 | 传输层实验 | Socket编程实验 | 2 | 设计实现一个基本的SMTP邮件服务器 | 支撑课程目标3  支撑课程目标4 | 完成socket编程实验 | 掌握计算机网络socket通信过程。 | 运用所学的协议工作原理，讨论并设计socket通信方案，并进行编码、调试及优化。 |
| 11 | 期中考试 | 期中考试 | 2 | 考查学生对于前三章的基本概念、基本原理和性能分析的理解和掌握 | 支撑课程目标1  支撑课程目标2  支撑课程目标3  支撑课程目标5 |  |  |  |
| 12 | 网络层（1） | 网络层的功能及服务 | 2 | 掌握数据报和虚电路的概念和基本原理 | 支撑课程目标1  支撑课程目标2  支撑课程目标3 | 完成涵盖虚电路服务质量等知识点的书面作业 |  |  |
| 13 | 网络层（2） | 路由算法 | 2 | 掌握洪泛法、距离矢量选路算法、链路状态选路算法等主要路由算法的原理 | 支撑课程目标1  支撑课程目标2  支撑课程目标3 | 完成涵盖距离矢量算法、链路状态选路算法等知识点的书面作业 |  |  |
| 14 | 网络层（3） | IP协议 | 2 | 熟悉IP数据报中各字段的功能；掌握分片的原理；掌握IP地址、子网划分和CIDR的概念及原理 | 支撑课程目标1  支撑课程目标2  支撑课程目标3 | 完成涵盖IP分片  、子网划分、IP地址转换、子网内主机容量、IP地址块汇聚等知识点的书面作业 |  |  |
| 16 | 网络层（4） | NAT、ICMP、路由器、IPv6、网络层安全隐患 | 2 | 掌握NAT的概念；熟悉DHCP、ICMP等协议的功能；理解IPv6的特点和地址格式；理解路由器的组成和功能 | 支撑课程目标1  支撑课程目标2  支撑课程目标3 | 完成涵盖最长掩码长度问题、路由表、IP分片重组超时、IP头校验和等知识点的书面作业 |  |  |
| 17 | 数据链路层（1） | 成帧、纠错码和检错码 | 2 | 理解数据链路层的基本功能，掌握数据链路层的成帧方法、纠错及检错技术 | 支撑课程目标1  支撑课程目标2  支撑课程目标3 | 完成涵盖成帧方法、纠错码（汉明码）、检错码（奇偶校验、CRC）等知识点的书面作业 |  |  |
| 18 | 数据链路层（2） | 编址、协议实例、链路层安全隐患 | 2 | 能够分析各种数据链路层协议的效率；熟悉常见的数据链路层协议HDLC和PPP的特点、应用和帧格式 | 支撑课程目标1  支撑课程目标2  支撑课程目标3 |  |  |  |
| 19 | 局域网  （1） | 局域网参考模型、以太网 | 2 | 了解介质访问控制子层的共享信道分配问题及相关协议；掌握802.3以太网的技术和原理 | 支撑课程目标1  支撑课程目标2  支撑课程目标3 |  | 理解介质访问控制协议CSMA/CD的工作原理 |  |
| 20 | 局域网（2） | 无线局域网、网桥、交换机 | 2 | 了解802.11无线局域网技术和原理；掌握网桥、交换机原理 | 支撑课程目标1  支撑课程目标2  支撑课程目标3 | 完成涵盖网桥知识点的书面作业 |  |  |
| 21 | 物理层 | 传输介质、调制技术和编码技术、复用技术 | 2 | 理解数据通信的相关概念；掌握与数据传输速度极限相关的定理 | 支撑课程目标1  支撑课程目标2  支撑课程目标3 | 完成涵盖奈奎斯特定理、香农定理等知识点的书面作业 |  |  |
| 22 | 多媒体 | 多媒体应用的相关通信协议 | 2 | 掌握多媒体应用的通信协议，RTP、RTCP、SIP | 支撑课程目标1  支撑课程目标2  支撑课程目标3 |  |  |  |
| 23 | 网络安全 | 网络安全体系、网络安全协议 | 2 | 掌握各层的网络安全协议 | 支撑课程目标1  支撑课程目标2  支撑课程目标3 |  | 了解计算机网络各层的攻防方法 |  |