Политика Информационной Безопасности

ООО «Кран»

**Штат – 50 сотрудников:**

Руководство – 5 сотрудников

Бухгалтерия – 5 сотрудников

IT–отдел – 5 сотрудников

Менеджеры по работе с клиентами – 30 сотрудников

Отдел безопасности – 5 сотрудников

**ПО:**

Руководство: Телефонная связь, интернет, 1С:Бухгалтерия, MS Office

Бухгалтерия: Телефонная связь, 1С:Бухгалтерия, MS Office

IT-отдел: Интернет, внутренние сетевые ресурсы (личные кабинеты, серверы и т.д. и т.п.)

Менеджеры по работе с клиентами: Интернет, телефонная связь

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **Субъекты** | Телефон | Интернет | 1С | Office | Сетевые ресурсы | Внутренние норм.док ИБ |
| Руководство | e | e | e | rw |  | orw |
| Бухгалтерия | e |  | e | rw |  |  |
| IT-отдел |  | e |  |  | rw |  |
| Менеджеры | e | e |  |  |  |  |
| Отдел безопасности | oe | oe | oe | orw | or | rw |

“o” – Разрешение на передачу прав

“r” – чтение

“w”- запись

“e” - выполнение

“a” – добавление информации

Технический регламент.

Модель информационной безопасности.

В основе Информационной безопасности (ИБ) компании ООО «Кран» лежит избирательная политика. Т.е. Все субъекты должны быть идентифицированы, а права доступа субъекта к объекту

системы определяются на основании некоторого внешнего (по отношению к системе) правила (свойство избирательности). Для описания свойств избирательного управления доступом применяется модель

системы на основе матрицы доступа (матрица доступа компании представлена выше).

Организационная основа деятельности по обеспечению ИБ.

В целях выполнения задач по обеспечению ИБ ООО «Кран», создан **отдел безопасности**, который включает в себя следующие роли**:**

* Руководитель отдела безопасности
* Сотрудник отдела безопасности

Обязанности **отдела безопасности**:

* Соблюдение действующего федерального законодательства РФ.
* Установление потребностей банка в применении мер обеспечения информационной безопасности, определяемых как внутренними корпоративными требованиями, так и требованиями нормативных актов.
* Разработка и пересмотр внутренних нормативных документов по обеспечению ИБ компании.
* Осуществление контроля актуальности и непротиворечивости внутренних информативных документов затрагивающих ИБ компании.
* Обучение, контроль и работа с персоналом компании в области обеспечения ИБ.
* Планирование применения, участие в поставке и эксплуатации средств обеспечения ИБ.
* Выявление и предотвращение реализации угроз ИБ.
* Выявление и реагирование на инциденты ИБ.
* Информирование в установленном порядке руководителей об угрозах и рисковых событиях ИБ.
* Прогнозирование и предупреждение инцидентов ИБ.
* Пресечение несанкционированных действий нарушения ИБ.
* Обеспечение эксплуатации средств и механизмов обеспечения ИБ.

Основные функции Руководитель отдела ИБ:

* Координация и внедрения информационной безопасности в компании.