# 前言

本周前几天把比特币相关知识完成整理完成后，就收到了常学长的电话，通知去参加网络安全培训，所以这周主要学习的是网络安全方面的知识，本周也是第一周学习网络安全，学习的也是一些网络安全的基础知识，比如一些window的常用命令，和一些常用端口，以及一些服务器的搭建，和Linux的基础命令等，本周每天早上要在群里打卡学习，根据群里发的任务去观看学习视频，这周还是学到了不少知识，而且下几周都会主要以网络安全为主，当然对于区块链的学习也不会放下，我会慢慢总结以太坊的知识点。

# 学习内容

1. 学习了一些关于操作系统方面的知识，一些windows server 2008和window的常用DOS命令。
2. 一些常见服务端口，并且了解了一些端口所涉及到的服务，并了解一些黑客如何利用这些端口去破坏计算机的。
3. 在window server2008中去搭建DNS ,DHCP ,FTP,IIS 服务器，并进行调试。
4. 了解操作系统的一些本地安全策略以及windows操作系统的安全。
5. 最后就学习了,算是又复习了linux的系统信息和基本操作的命令。

# 总结

因为我把上面的内容记成笔记，把视频中所涉及到的知识点截图下来做成word内容了，不适合展示出来，所有只写一些宏观的学习内容，如果要具体到其中，会占很大的篇幅。这周也是因为一直赶时间去学网络安全，要安装一些系统和学习一些新的知识，确实期间碰到了很多问题，也没办法去问别人，所以只能靠自己慢慢的去解决，还是想在这个网络安全培训中学到一些知识，去提升自己，路程艰难，我需要提升自己的能力。