# Professional statement (English)

Strengths:

I am proud of my analytical ability and being quite intuitive. I like working with technology and analyzing complex and interesting problems. :) I can bring programming skills to bare for you, being proficient in python.

I have worked in both technical and non-technical jobs in my life, different industries, and I believe that that has helped me to better understand different people, talking with them in their own “language.” You are going to be a better communicator, even as a technical person, a cybersecurity professional, if you know just a little bit of business economics, sales and of course marketing - in addition to the technical demands of my own job - and can adapt your message as needed and wanted. I have authored technical reports to customers from that basis – choose yourself how much into the details you want to go. Presented in a structured manner.

Speaking of which, attention to details and the ability to focus is another thing that falls naturally to me.

Working as an engineer and in startups also taught me that priority No 1, is to deliver a solution ASAP with the information you have - and from there you can work towards perfecting it. Could be just a piece of paper for now.

I take pride in always being professional.

**Values:**

In my life I know that there are two things that has the potential of riling me up: an assault of **integrity** or lack of **competence** (when one should be expected to be competent)**.** The integrity could be my own, or a member of my team – a colleague, a coworker – or the organization I protect. I have read through the ethical principles that underpin cybersecurity carefully, and that is something I would do naturally, it feels right for me. I am committed to honesty and transparency to being able to manage sensitive information and vulnerabilities responsibly.

Trustworthiness is another thing that I bring to the cybersecurity profession. It is important to me that people know that they can trust me, and that goes for colleagues, customers, and the organization itself. Under no circumstance would I discuss details of a customer case for instance, and that is quite a few. I also would never say anything about a person that is not present that I would not say in person. That sort of thing is not my thing.

Resilience is also important to mention, I think. I have worked in dynamic fields before where things and circumstances change - and I change with it and change my approach. That is going to make me smarter, wiser, stronger, and better prepared to defend and respond effectively to cyber adversaries.

Interest in Cybersecurity Profession:

There is so much that interests me about this field! It has everything, from uncovering vulnerabilities, to learning new things to having people feel safe about their integrity and their data. It is always new puzzles to solve. Also, social engineering intrigues me. Those threats actors can be skilled.

How My Strengths, Values, and Interest Align with Organizational Security Goals:

Being analytical minded and having diligence enable me to identify vulnerabilities and devise proactive security measures. Being proficient in writing all kinds of scripts in python is a useful skill to bring because it has the potential to save so much time on tedious tasks and unnecessary tasks i.e., false positives from IDS and SIEM tools.

My core values of integrity, trustworthiness, and resilience should be a good fit for any organization whose security objective it is to maintain the confidentiality, integrity, and availability of data – as well as being a good and appreciated team member. And I know from experience that a will to always be competent is much appreciated by customers and colleagues alike.