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**Paragraph Description of the Problem Domain**

The problem domain for my final paper is the prevention of supply-chain attacks on cyber supply-chain (CSC) networks that occur when hackers exploit security weaknesses in a vendor to gain access to multiple clients that utilize the vendor’s product. The most recent example of this attack occurred at SolarWinds Inc. SolarWinds is an American company that provides third-party software and information technology services to businesses and government agencies.  The company’s Orion IT performance monitoring platform was specifically targeted by foreign entities using ransomware attacks disguised as software updates.  The malware allowed the attackers to gain remote access to the affected systems which led to files being stolen or modified from multiple clients. This creates a problem of confidentiality and integrity.

**Hypothesis**

Predicting when a supply-chain attack is about to occur or has occurred is a major problem when safeguarding cyber supply-chain (CSC) networks. Using the SolarWinds hack for my analysis, I hypothesize that incorporating multiple security mechanisms into a cyber threat intelligence (CTI) life cycle process will enable the identification of the most effective methods to prevent or mitigate future supply-chain attacks.

For my analysis, I will analyze the vulnerabilities of the Orion IT performance monitoring platform and damage suffered by SolarWinds from the supply-chain attack.  The solution I provide is different from current solutions as a result of my incorporating multiple security mechanisms into a CTI life cycle process to determine the most effective method to prevent or mitigate future threats.  A CTI lifecycle process contains the following phases - direction, identification, process, analysis, report, disseminate, and review.  In addition, the attack lifecycle contains two phases - the direct phase and the identification phase. The direct phase seeks to identify tactics, techniques, procedures (TTPs), attack patterns, and threat indicators.  The identification phase will determine the weaknesses, level of risk, and the method of attacks that could damage key assets within the CSC network. [2]

**Related Research**

* Goal – compare your results to prior results
* At least 3 academic (peer reviewed) references – Paragraph for each, 3 sentences each
  + Not reports, conference/journal proceedings
* How does your method different from each?
  + You may be building on what they have done
  + You may bring their solution to a new domain (i.e. db to web)
  + There may be a use case they cannot handle
* Sentence 1 - [Last Name 1 and Last Name 2 or Last Name 1 et. al.] do X.
* Sentence 2 - Explain why this does not work (or work well) for your problem
* Sentence 3 - Explain what you do differently

1. **Complex strategy against supply chain attacks**

Coufalíková, Klaban, and Šlajs wrote a research paper that “defines the most discussed supply chain attacks, briefly summarizes significant events of successful supply chain attacks and outlines complex strategy leading to the prevention of such attacks;” (Coufalíková, Klaban, and Šlajs, 2021).  This academic reference works well with my problem because it provides background information required when discussing previous supply chain attacks.  It also gives explanations for current security mechanisms used to mitigate these threats.  My research paper will be different from this academic reference as I will be analyzing the SolarWinds hack - the most recent example of a successful supply chain attack.  I will also input security mechanisms listed in this academic reference into a CTI lifecycle process as well as the threats mentioned in the attack lifecycle.

1. **Cyber Threat Intelligence for Improving Cyber Supply Chain Security**

Yeboah-Ofori, Islam, and Yeboah-Boateng’s research “…paper contributes to improving the cybersecurity of CSC by using the CTI approach to understand the attack trends to determine the appropriate controls.  They also use a smart grid case study in the CSC context to demonstrate their approach.  The result of this study demonstrates how the CTI approach is applied to assist in the prevention of cyberattacks and how it disseminates threat information sharing.” (Yeboah-Ofori, Islam and Yeboah-Boateng, 2021).  This academic reference works well with my problem domain as I will be incorporating multiple security mechanisms into a CTI life cycle process that will identify the most effective methods to prevent or mitigate future supply-chain attacks.  My research paper will be different from this academic reference as I will be discussing the SolarWinds hack in place of the smart grid case study that the authors used to demonstrate their approach.

1. **Cyberattack Ontology: A Knowledge Representation for Cyber Supply Chain Security**

Yeboah-Ofori, Ismail, Swidurski, and Opoku-Boateng explore “...cyberattack ontology learning to describe security concepts, properties and the relationships required to model security goals. Cyberattack ontology provides a semantic mapping between different organizational and vendor security goals that has been inherently challenging. They also discuss concepts for threat intelligence and knowledge reuse.” (Yeboah-Ofori, Ismail, Swidurski and Opoku-Boateng, 2021). This academic reference works well with my problem domain because the modeling of CSC cyberattack ontology security goals through semantic mapping organizes security goals, threats, threat actors, vulnerabilities, and TTP present CSC attacks. These cyberattack ontology concepts will aid in my CTI gathering process and strengthen my analysis. My research paper will be different from this academic reference as I will not be modeling a cyberattack ontology for semantic mapping and knowledge representation. However, I will apply this information to the SolarWinds hack when implementing the CTI lifecycle process.
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