**信息安全技术**

初赛题库

# 一、判断题

1. OSI 安全框架是对OSI 安全体系结构的扩展。（对）
2. OSI 安全框架目标是解决“开放系统”中的安全服务。 （对）
3. OSI 安全框架中的安全审计框架目的在于测试系统控制是否充分（对）
4. OSI 安全框架中的安全审计框架描述了如何通过访问控制等方法来保护敏感数据，提出了机密性机制的分类方法，并阐述了与其他安全服务和机制的相互关系。 （错）
5. 访问控制的一个作用是保护敏感信息不经过有风险的环境传送 （对）
6. 数据机密性就是保护信息不被泄漏或者不暴露给那些未经授权的实体 （对）
7. 数据机密性服务可分为两种：数据的机密性服务和业务流机密性服务。前者使得攻击者无法通过观察网络中的业务流获得有用的敏感信息；后者使得攻击者无法从获得的数据中获知有用的敏感信息。 （错）
8. 密码技术是信息安全的核心技术和支撑性基础技术，是保护信息安全的主要手段之一

（对）

1. 密码技术是信息安全的核心技术和支撑性基础技术，是保护信息安全的唯一手段

（错）

1. 在实践中，访问控制功能只能由某一特定模块完成 （错）
2. 访问控制机制介于用户(或者用户的某个进程)与系统资源(包括应用程序、操作系统、防火墙、路由器、文件以及数据库等)之间。 （对）
3. 访问控制的作用只能防止部分实体以任何形式对任何资源进行非授权的访问 （错）
4. 侧信道技术指利用密码设备在密码算法执行过程中产生的其他信息，如能量消耗变化、电磁辐射变化等非通信信道物理信息分析的硬件安全技术，主要分为能量分析、计时分析、错误注入和电磁泄漏等几大类攻击技术 （对）
5. 物理与硬件安全是相对于物理破坏而言的 （对）
6. 网络安全技术主要包括网络攻击技术和网络防御技术 （对）
7. 网络安全技术只包括网络防御技术 （错）
8. 网络安全技术为网络提供了安全，同时实现了对网络中操作的监管。 （对）
9. 任何信息网络存在的目的都是为某些对象提供服务，我们常常把这些服务称为应用。

（对）

1. 应用安全技术是指以保护特定应用为目的的安全技术 （对）
2. 鉴别提供了关于某个实体(如人、机器、程序、进程等)身份的保证，为通信中的对等实体和数据来源提供证明。 （对）
3. 数据完整性，是指保证数据在传输过程中没有被修改、插入或者删除。数据完整性服务就是通过技术手段保证数据的完整性可验证、可发现。 （对）
4. 数据完整性是指保证数据在传输过程中没有被修改、插入或者删除。 （对）
5. 安全服务必须依赖安全机制来实现，OSI 安全体系结构中提出的安全机制中，数字签名和非否认服务无关 （错）
6. OSI 安全体系结构中提出的安全服务中，非否认服务的目的是在一定程度上杜绝通信各方之间存在相互欺骗行为，通过提供证据来防止这样的行为 （对）
7. OSI 安全体系结构中提出的安全机制中，加密能够实现数据机密性服务，同时也能提供对业务流的保密，并且还能作为其他安全机制的补充。 （对）
8. OSI 安全体系结构中提出的八大安全机制之一的认证交换没有利用密码技术 （错）
9. 数据机密性就是保护信息不被泄漏或者不暴露给那些未经授权的实体。 （对）
10. OSI 安全体系结构中提出的安全机制中，认证服务的核心不是密码技术 （错）
11. 除了OSI 安全体系结构中提出的安全机制之外，还有五种普遍采用的安全机制，它们是可信功能模块(可信软硬件系统部件)、安全标记、事件检测、安全审计跟踪以及安全恢复。

（对）

1. 不可以使用数字签名机制来实现对等实体认证安全服务 （错）
2. OSI 安全体系结构的一个非常重要的贡献是实现了安全服务与网络层次之间的对应关系，传输层可提供认证、访问控制和部分数据机密性及完整性安全服务。 （对）
3. 在各个网络层次中，应用层不可以提供安全服务 （错）
4. 物理层之上能提供完整的业务流机密性安全服务 （错）
5. 系统安全是对于各种软件系统而言的，一个只有硬件的计算机是不能直接使用的，它需要各种软件系统来支持。 （对）
6. 信息网络还有一个共有的特性——数据，数据可以是信息处理的对象、信息处理的结果，

也可以是信息处理产生的命令。 （对）

1. 系统安全技术是信息安全技术体系结构之一，系统安全技术就是数据库系统安全技术

（错）

1. 密码体制是密码技术中最为核心的一个概念 （对）
2. 密码体制被定义为两对数据变换 （错）
3. 公钥密码体制有两种基本的模型：一种是加密模型；另一种是认证模型 （对）
4. 现有的加密体制分成对称密码体制是和非对称密码体制 （对）
5. 对称密码体制的特征是加密密钥和解密密钥完全相同 （对）
6. 为了安全，对称密码体制完全依赖于以下事实：在信息传送之前，信息的发送者和授权接受者共享一些秘密信息(密钥)。 （对）
7. 《密码学新方向》一文中首次提出了非对称密码体制的假想 （对）
8. RSA 系统是当前最著名、应用最广泛的公钥系统，大多数使用公钥密码进行加密和数字签名的产品及标准使用的都是RSA 算法 （对）
9. 公钥密码体制算法用一个密钥进行加密，而用另一个不同但是有关的密钥进行解密

（对）

1. 加密模型中，通过一个包含各通信方的公钥的公开目录，任何一方都可以使用这些密钥向另一方发送机密信息。 （对）
2. 对称密码的优势包括未知实体间通信容易和保密服务较强。 （错）
3. 公钥密码体制的密钥管理方便，密钥分发没有安全信道的限制，可以实现数字签名和认证 （对）
4. 密码算法是用于加密和解密的数学函数，是密码协议安全的基础 （对）
5. 主流的对称密码算法主要有 DES(Data Encryption Standard)算法，3DES(Triple DES)算法和 AES(Advanced Encryption Standard) 算法 （对）
6. 非对称密码算法有 RSA 算法， DSA 算法和 ECC 算法 （对）
7. 密钥封装(Key Wrap)是一种密钥存储技术 （错）
8. 1975 年发布的Diffie－Hellman 密钥交换协议，可以在不安全的通信信道中进行密钥交换 （对）
9. 如果密钥进行了更新，旧的密钥可以保留 （错）
10. 实现数据完整性必须满足两个要求：一是数据完整性应该能被消息的接收者所验证；二是数据完整性应该与消息相关，即消息不同，所产生的附件数据也应该不同。 （对）
11. 基于 Hash 函数的 HMAC 方法可以用于数据完整性校验（对）
12. 利用带密钥的 Hash 函数实现数据完整性保护的方法称为 MD5 算法 （错）
13. 基于 Hash 的数字签名方法是目前常用的数字签名方法 （对）
14. 对称密码体制和公钥密码体制都可以用来实现数字签名。 （对）
15. 密码模块是硬件、软件、固件或其组合，它们实现了经过验证的安全功能，包括密码算法和密钥生成等过程，并且在一定的密码系统边界之内实现。 （对）
16. 我国密码行业标准GM/T 0028－2014 标准规定了三个要求递增的安全等级 （错）
17. 我国密码行业标准GM/T 0028－2014 标准规定的安全要求涵盖了有关密码模块的安全设计、实现、运行与废弃的安全元素(域)。 （对）
18. 密码模块包括密码算法和密钥生成等过程 （对）
19. 量子密码学使用量子力学属性来执行加密任务。 （对）
20. 国内提出的被动式监控方法，是对信源安全性方面的研究(信源安全性属于量子密钥分配安全性)，采用真随机数技术和信源监控技术，已经使用初步原理实验进行了实现。

（对）

1. 量子密码学将数据编码到量子的状态中，复制数据编码的量子态和读取数据的编码将会改变量子的状态，使得通信双方可以发现数据被窃听 （对）
2. 量子密钥分配使得通信双方生成一个其他方不可获取的共享随机密钥，该密钥可用于双方通信加密。 （对）
3. 访问控制是计算机安全的核心元素。 （对）
4. 访问控制机制介于用户(或者用户的某个进程)与系统资源(包括应用程序、操作系统、防火墙、路由器、文件以及数据库等)之间。 （对）
5. 访问控制实现了一个安全策略，该策略规定某个实例(如一个用户或者一个进程)可以访问哪些特定的系统资源，以及每个实例的权限类型。 （对）
6. 所有操作系统都应至少有一个基本的访问控制组件 （对）
7. 访问控制的基本要素包括主体、客体和控制策略 （错）
8. 访问控制策略一般分为自主访问控制和强制访问控制 （对）
9. 在访问控制的基本要素中，主体是指能够访问对象的实体。 （对）
10. 在访问控制的基本要素中，主体是指被访问的资源 （错）
11. 在访问控制的基本要素中，客体是一类实体，即被访问的资源。 （对）
12. 在访问控制的基本要素中，客体是指能够访问对象的实体 （错）
13. 访问控制策略决定在哪些情况下、由什么主体发起、什么类型的访问是被允许的，一般可以用一个授权数据库来实现。 （对）
14. 访问控制策略一般无法用一个授权数据库来实现。 （错）
15. 自主访问控制是基于请求者的身份以及访问规则来进行访问控制的。 （对）
16. 强制访问控制是基于对客体安全级别(该级别标明客体的敏感度和关键性)与主体安全级别(该级别标明主体有资格访问哪些客体)的比较来进行访问控制的。 （对）
17. 自主访问控制是基于请求者的身份以及访问规则来进行访问控制的。自主访问控制的安全性相对较低 （对）
18. 自主访问控制是基于请求者的身份以及访问规则来进行访问控制的。自主访问控制的安全性相对较高 （错）
19. 在自主访问控制中，主体有权对自身创建的客体(文件、数据表等访问对象)进行访问， 并可将对这些客体的访问权限授予其他用户， 还可收回授予其他用户的访问权限。

（对）

1. 在自主访问控制中，每个主体对自己拥有的对客体的访问权限可以使用一维矩阵或者权限列表来表示。 （对）
2. 使用一维矩阵表示访问控制时，会产生比较大的空间浪费 （对）
3. 在自主访问控制中，使用权限列表表示访问控制时，会产生比较大的空间浪费,因此一维矩阵成为访问控制的另一种表示方式 （错）
4. 基于角色的访问控制是基于主体在系统中承担的角色进行的访问控制 （对）
5. 基于角色的访问控制从控制主体的角度出发，根据管理中相对稳定的职权和责任划分来分配不同的角色 （对）
6. 在基于角色的访问控制中，大多数情况下一个系统里的角色集合是相对静态的

（对）

1. TCSEC 中,类 D 中的级别 D1 是最高安全级别，类 A 中的级别 A1 是最低安全级别

（错）

1. TCSEC 定义了七个等级(D1、C1、C2、B1、B2、B3、A1) （对）
2. TCSEC 主要针对的是分时多用户操作系统 （对）
3. TCSEC 定义的七个等级(D1、C1、C2、B1、B2、B3、A1)可分为四个类别 （对）
4. 物理与硬件安全是运行于物理设备之上的系统安全的基础，分为环境安全和设备安全。前者强调构成系统本身的各种部件，后者强调一个系统所处的外界环境 （错）
5. 信息网络的物理安全要从环境安全和设备安全两个角度来考虑。 （对）
6. 保障物理运行环境中设备的安全称为信息网络安全的最后一道防线。 （错）
7. 物理安全，是指在物理介质层次上对存储和传输的网络信息的安全保护，也就是保护计算机网络设备、设施、其他媒体免遭地震、水灾、火灾等事故以及人为导致的破坏的过程。

（对）

1. 计算机场地可以选择在公共区域人流量比较大的地方。 （错）
2. 计算机场地可以选择在化工厂生产车间附近。 （错）
3. 计算机机房供电线路和动力、照明用电可以用同一线路。 （错）
4. 备用电路板或者元器件、图纸文件必须存放在防静电屏蔽袋内，使用时要远离静电敏感器件。 （对）
5. 屏蔽室是一个导电的金属材料制成的大型六面体，能够抑制和阻挡电磁波在空气中传播。

（对）

1. 计算机场地在正常情况下温度保持在 18—28 摄氏度。 （对）
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3. 信息系统场地应该保持比较稳定的适合电子设备运行的温度，温度过高有可能引起局部短路或者燃烧，所以应有相对的温度控制系统，最好是完备的中央空调系统。 （对）
4. 由于传输的内容不同，电力线可以与网络线同槽铺设。 （错）
5. 接地线在穿越墙壁、楼板和地坪时应套钢管或其他非金属的保护套管，钢管应与接地线做电气连通。 （对）
6. 静电对电子设备的危害是不容忽视的，大量的静电积聚可能会导致磁盘读写错误，磁头损坏，计算机误操作等现象。 （对）
7. 现代的整个电子通信都是建立在电磁信号的基础上，而电磁场的开放性决定了对电磁信号进行检测和防护的必要。否则，攻击者有可能通过电磁信号截获、分析来进行破坏和取得机密信息。 （对）
8. 辐射泄漏以电磁波的形式由空中辐射出去，由计算机内部的各种传输线、信号处理电路、时钟电路、显示器、开关电路及接地系统、印刷电路板线路等产生。 （对）
9. 传导泄漏以电磁波的形式由空中辐射出去，由计算机内部的各种传输线、信号处理电路、时钟电路、显示器、开关电路及接地系统、印刷电路板线路等产生。 （错）
10. 传导泄漏通过各种线路传导出去，可以通过计算机系统的电源线，机房内的电话线、地

线等都可以作为媒介。 （对）

1. 接地线在穿越墙壁、楼板和地坪时应套钢管或其他非金属的保护套管，钢管应与接地线做电气连通。 （对）
2. 在信息网络中设备本身的价值比较高，有些不法分子可能会为了经济利益而对设备进行偷盗、毁坏。机房外部的网络设备，应采取加固防护等措施，必要时安排专人看管，以防止盗窃和破坏。 （对）
3. 为了信息网络的运行，设备本身需要具有一定的防潮能力，一些电子设备在出厂前就由厂家进行了专门的防潮处理，能够在较高的湿度环境下工作。 （对）
4. 设备防静电主要是从环境上进行防护，操作人员也要有防静电意识，按照规范操作。在设备上尽量采用防静电材料。 （对）
5. 为了信息网络运行的设备安全，新添设备时应该先给设备或者部件做上明显标记，最好是明显的无法除去的标记，以防更换和方便查找赃物。 （对）
6. 在现代社会，信息往往具有很高的价值，一些恶意竞争者可能会对存储信息的设备进行恶意的偷盗或者毁坏。对于一些重要设备可以考虑使用一些加锁或者特制的机箱，进一步加强防盗保护。 （对）
7. TEMPEST 技术（Transient Electro Magnetic Pulse Emanation Standard，瞬态电磁辐射标准），是指在设计和生产计算机设备时，就对可能产生电磁辐射的元器件、集成电路、连接线、显示器等采取防辐射措施，从而达到减少计算机信息泄漏的最终目的。 （对）
8. 防电磁泄漏的另一项技术是干扰技术，是指在设计和生产计算机设备时，就对可能产生电磁辐射的元器件、集成电路、连接线、显示器等采取防辐射措施，从而达到减少计算机信息泄漏的最终目的。 （错）
9. 计算机电磁辐射干扰器大致可以分为两种：白噪声干扰器和相关干扰器。 （对）
10. 防电磁辐射的干扰技术，是指把干扰器发射出来的电磁波和计算机辐射出来的电磁波混合在一起，以掩盖原泄漏信息的内容和特征等，使窃密者即使截获这一混合信号也无法提取其中的信息。 （对）
11. 防止电子设备产生传导干扰和辐射干扰最好的方法是采用金属机壳对电磁场进行屏蔽， 以及对电源输入电路用变压器进行隔离，并且对变压器也进行静电感应和磁感应屏蔽。

（对）

1. 传导干扰，主要是电子设备产生的干扰信号通过导电介质或公共电源线互相产生干扰。

（对）

1. 辐射干扰，是指电子设备产生的干扰信号通过空间把干扰信号传给另一个电子网络或电子设备。 （对）
2. 为了避免造成信息泄漏，纸介质资料废弃应用碎纸机粉碎或焚毁。 （对）
3. 保存重要数据和关键数据的各类介质在废弃后要进行正确处理，比如纸介质用碎纸机粉碎或焚毁，删除磁介质上的数据。 （错）
4. 在安全性要求比较高的地方，要安装各种监视设备。在重要场所的进出口安装监视器， 并对进出情况进行录像，对录像资料妥善存储保管，以备事后追查取证。 （对）
5. 为了分析密码模块能量消耗的变化，二阶/高阶 DPA(Differential Power Analysis，差分能量分析)使用了统计方法(如均值差、相关系数)对能量消耗进行统计分析，从而获取密钥值。

（错）

1. 能量分析攻击可以分为两大类，即简单能量分析(Simple Power Analysis，简称 SPA)和差分能量分析(Differential Power Analysis，简称 DPA)。 （对）
2. 计时分析攻击依赖于密码模块执行时间的精确测量与密码算法或过程有关的特殊数学操作之间的关系。 （对）
3. 计时分析攻击不依赖于密码模块执行时间的精确测量，但依赖于密码算法或过程有关的特殊数学操作之间的关系。 （错）
4. 计时分析攻击假定攻击者具有有关密码模块的设计知识。 （对）
5. 错误注入攻击使用外部力量，如对微波、极端温度和电压的控制，引发密码模块内部运行 错 误 。 （ 对 ）
6. 错误注入攻击使用内部力量，如对微波、极端温度和电压的控制，引发密码模块内部运行 错 误 。 （ 错 ）
7. 电磁泄漏攻击，是指对正在运行的密码模块和辅助设备发出的电磁信号进行远程或外部探测和接收。 （对）
8. 针对侧信道攻击（利用非通信信道物理信息如能量消耗变化、电磁辐射变化进行分析攻击），尽管学术界和工业界提出了很多防御技术，但是目前尚无能够抵抗所有攻击方法的防御 技 术 。 （ 对 ）
9. 电磁泄漏攻击可以获得敲击键盘的信息、显示屏上显示的消息，以及其他形式的关键安全 信 息 。 （ 对 ）
10. 固件是一种密码模块的可执行代码，它存储于硬件并在密码边界内，在执行期间能动态地写或修改。 （错）
11. 在电子系统和计算机系统中，固件一般指持久化的内存、代码和数据的结合体。

（对）

1. 存储固件的硬件可以包括但不限于 PROM、EEPROM、FLASH、固态存储器、硬盘驱动等 。 （ 对 ）
2. 固件的数据和代码一般是在密码产品出厂之前就写入硬件中的，而当写入固件的代码中存在恶意代码时，硬件固件攻击也将发生。 （对）
3. 无线传感器网络是由大量静止或移动的传感器节点以自组织和单跳的方式组成的一种监测网络。 （错）
4. 经过近几年学术界对无线传感器网络的深入研究，当前无线传感器网络面临多种攻击技术，其中路由攻击是指攻击节点依照路由算法伪造或重放一个路由声明，声称攻击节点和基站之间有高质量的单跳路由，然后阻止或篡改被攻击区域中任一节点发出的数据包。

（错）

1. 当前无线传感器网络仍然面临面临着多种攻击技术。其中选择性数据转发攻击，是指攻击者截取并控制某个节点后，为了避免被发现该节点已被攻破，故仅丢弃应转发报文中的一部分。 （对）
2. 当前无线传感器网络仍然面临面临着多种攻击技术。其中槽洞攻击是指向无线传感器网络中通过发送大量错误路由报文的方式，非法拦截篡改路由信息，使得各个节点接收到大量的错误路由信息，从而降低整个网络的有效传输速度。 （错）
3. 当前无线传感器网络仍然面临面临着多种攻击技术。其中虫洞攻击，是指两个或多个攻击节点进行的一种合谋攻击，通过压缩攻击节点间的路由，使得彼此成为邻居节点，从而将不同分区的节点距离拉近，破坏整个网络的正常分区。 （对）
4. 当前无线传感器网络仍然面临面临着多种攻击技术。其中女巫攻击，是指攻击节点伪装成具有多个身份标识的节点，当通过该节点的一条路由遭到破坏时，网络会选择另一条路由， 但由于其具有多重身份标识，实际上还是通过了该攻击节点。 （对）
5. 当前无线传感器网络仍然面临面临着多种攻击技术。其中 Hello 洪泛攻击，是指攻击节点向全网广播 Hello 报文，网络中的节点收到 Hello 报文之后，使得每一个节点误以为攻击节点是自己的邻居节点。 （对）
6. 网络攻击类型多种多样，且出现频繁、规模较大，如何有效阻止网络攻击，保护网络安全，成为网络安全技术的研究内容。网络安全技术是解决如何有效进行介入控制、如何保证数据传输的安全性等安全问题。 （对）
7. 随着计算机技术的不断革新，网络攻击手段持续翻新，网络攻击备受攻击者青睐。因此网络安全成为个人用户、企事业单位乃至国家机关都非常重视的安全领域。网络安全技术， 是指由网络管理者采用的安全规则和策略，用以防止和监控非授权的访问、误用、窃听、篡改计算机网络和对可访问资源的拒绝服务等行为 （对）
8. 网络攻击方式多种多样，从单一方式向多方位、多手段、多方法结合化发展。网络攻击根据攻击效果的不同可以分为四大类型。其中常见的拒绝服务攻击是对网络系统可用性的破坏 （ 对 ）
9. 通常，网络安全与网络攻击是紧密联系在一起的，网络攻击是网络安全研究中的重要内容，在进行网络安全研究的同时，也需要对网络攻击有所了解。常见的网络攻击多是攻击者利用网络通信协议(如 TCP/IP、HTTP 等)自身存在或因配置不当而产生的漏洞而发生的

（对）

1. 网络攻击方式多种多样，从单一方式向多方位、多手段、多方法结合化发展。网络攻击根据攻击效果的不同，基本可抽象划分为信息泄漏攻击、完整性破坏攻击、拒绝服务攻击和非法使用攻击四大类型。 （对）
2. 网络攻击根据攻击效果的不同可以分为四大类型。其中拒绝服务攻击是指攻击者在非授权的情况下，使用计算机或网络系统服务，从而使得网络系统提供错误的服务。 （错）
3. 网络攻击根据攻击效果的不同可以分为四大类型。其中非法使用攻击，是指攻击者通过强制占用有限的资源，如信道/带宽、存储空间等资源，使得服务器崩溃或资源耗尽而无法对外继续提供服务。 （错）
4. 网络攻击根据攻击效果的不同可以分为四大类型。其中完整性破坏攻击，是指攻击者在非授权的情况下，对用户的信息进行修改，如修改电子交易的金额。 （对）
5. 网络攻击根据攻击效果的不同可以分为四大类型。其中信息泄漏攻击，是指攻击者在非授权的情况下，非法获取用户的敏感信息 （对）
6. 网络攻击实施过程中涉及了多种元素。其中安全漏洞一般是程序漏洞，不可能是设计缺陷 （ 错 ）
7. 网络攻击实施过程中涉及了多种元素。其中攻击访问，是指攻击者对目标网络和系统进行合法、非法的访问，以达到针对目标网络和系统的非法访问与使用 （对）
8. 网络攻击实施过程中涉及了多种元素。其中攻击效果包括对网络系统和信息的机密性、完整性、可用性、可靠性和不可否认性的破坏 （对）
9. 网络攻击实施过程中涉及了多种元素。其中攻击意图包括挑战、获取情报、发动恐怖事

件、好奇、获取经济利益、报复等。 （对）

1. 网络防御技术，是指为了确保网络系统的抗攻击能力，保证信息的机密性、完整性、可用性、可靠性和不可否认性而采取的一系列的安全技术 （对）
2. 防火墙是网络防御技术中一个重要组成部分。它是一个只由计算机软件组成的系统，部署于网络边界，是内部网络和外部网络之前的连接桥梁 （错）
3. 加密技术是网络防御技术中一个重要组成部分，它通过对数据进行某种变换，任意用户都能完成数据的反变换，恢复数据的明文形式，保证数据在传输、共享、存储过程中的安全。

（错）

1. 网络攻击的方法、手段层出不穷，技术不断发展，难度也越来越大，网络防御也面临同样的问题，需要不断更新，才能更好地保障网络系统与信息的安全。其中备份容错技术通过将关键数据备份(本地备份、异地备份)，能够在系统瘫痪、数据错误、发生灾难后，及时按预定数据恢复系统程序和数据，尽量减少损失。 （对）
2. 防火墙按照概念划分，可分为四大类。其中包过滤防火墙支持对用户身份进行高级认证机 制 （ 错 ）
3. 基于软件的应用代理网关防火墙工作在应用层 （对）
4. 应用代理网关防火墙具有审计跟踪和报警功能 （对）
5. 状态检测防火墙通过建立动态 TCP 连接状态表对每次会话连接进行验证来实现网络访问控制功能。 （对）
6. 防火墙按应用部署位置划分，可以分为边界防火墙、个人防火墙和分布式防火墙三大类。边界防火墙是传统的位于内部网络和外部网络边界的防火墙，作用是对内部网络和外部网络进行隔离，实施访问控制策略，从而保护内部网络。 （对）
7. 防火墙按照软硬件结构划分，可以分为软件防火墙、硬件防火墙和芯片级防火墙三大类。芯片级防火墙通过专门设计的 ASIC 芯片逻辑进行软件加速处理。 （错）
8. 网络处理器(Network Processor，简称 NP)是专门为处理网络数据包而设计的可编程处理器，其特点是内含多个数据处理引擎。基于网络处理器架构的防火墙上运行的操作系统通常是实时操作系统。 （对）
9. 防火墙的目的是在内部网络和外部网络连接之间建立一个安全控制点，允许、拒绝或重新定向经过防火墙的数据流，实现对进出内部网络的网络通信的审计和控制。防火墙的通信带宽越宽，性能越低。 （错）
10. 防火墙除了提供传统的访问控制功能外，或多或少地实现了一些增值功能，网络地址转

换便是其中之一。网络地址转换是用于将多个地址域映射到另一个地址域的标准方法

（错）

1. 防火墙除了提供传统的访问控制功能外，或多或少地实现了一些增值功能，虚拟局域网便是其中之一。虚拟局域网是一种通过将局域网内的设备逻辑地而不是物理地划分成一个个网段从而实现虚拟工作组的技术 （对）
2. 防火墙除了提供传统的访问控制功能外，或多或少地实现了一些增值功能，双机热备便是其中之一。双机热备是在同一个网络节点使用两台配置相同的防火墙，一台作为主防火墙， 处于正常工作状态，另一台作为备份机。 （对）
3. 防火墙除了提供传统的访问控制功能外，或多或少地实现了一些增值功能，譬如防火墙能消除来自内部的威胁。 （错）
4. 防火墙策略不但指出防火墙处理诸如 Web、Email 或 Telnet 等应用程序通信的方式，还描述了防火墙的管理和更新方式。防火墙处理入站通信的缺省策略应该是阻止所有的数据包和连接 （对）
5. 大多数防火墙平台都使用规则集作为它们执行安全控制的机制。规则集的内容决定了防火墙的真正功能。防火墙规则集随着时间的增加会变得越来越简单 （错）
6. 防火墙是设置在内部网络与外部网络(如互联网)之间，实施访问控制策略的一个或一组系统，是访问控制机制在网络安全环境中的应用。防火墙应该阻止包含源路由的所有入站和出站数据包。 （对）
7. 防火墙是设置在内部网络与外部网络(如互联网)之间，实施访问控制策略的一个或一组系统，是访问控制机制在网络安全环境中的应用。防火墙应该阻止包含直接广播地址的所有入站和出站数据包。 （对）
8. 部署防火墙环境时，绝不可将外部网络可访问的服务器放置在内部保护网络中

（对）

1. 部署防火墙环境时，内部网络可以无限制地访问外部网络以及 DMZ （对）
2. 部署防火墙环境时，DMZ 可以访问内部网络 （错）
3. 部署防火墙环境时，内部DMZ 作为内外网络之间的一个联系点，必须位于两个防火墙之间 （对）
4. 入侵检测(Intrusion Detection)技术是用于检测任何损害或企图损害系统的机密性、完整性或可用性等行为的一种网络安全技术 （对）
5. 入侵检测系统(IDS)由硬件和软件组成，用来检测系统或网络，以发现可能的入侵或攻击

的 系 统 。 （ 对 ）

1. 入侵检测(Intrusion Detection)技术是用于检测任何损害或企图损害系统的机密性、完整性或可用性等行为的一种网络安全技术。入侵检测系统不能使系统对入侵事件和过程作出实时 响 应 。 （ 错 ）
2. 入侵防御系统(IDS)提供一种被动的、实时的防护 （错）
3. 入侵检测是系统动态安全的核心技术之一。入侵检测系统能够单独防止攻击行为的渗透

（错）

1. 基于网络的入侵检测系统一般通过在网络的数据链路层上进行监听来获得信息。企业部署基于网络的入侵检测系统时，必须确定入侵检测传感器的部署位置 （对）
2. 入侵防御系统提供一种主动的、实时的防护，其设计旨在对常规网络通信中的恶意数据包进行检测，阻止入侵活动，预先对攻击性的数据包进行自动拦截，使它们无法造成损失， 而不是简单地在检测到网络入侵的同时或之后进行报警。入侵检测系统的准确性主要包括三个指标，即检测率、误报(False Positive)率和漏报(False Negative)率 （对）
3. 入侵检测系统可以弥补安全防御系统中的安全漏洞和缺陷 （错）
4. 入侵防御系统是一种智能化的网络安全产品，不但能检测入侵行为的发生，而且能通过一定的响应方式，实时中止入侵行为的发生和发展，实时保护信息系统不受实质性的攻击。入侵防御系统使得入侵检测系统和防火墙走向了统一。只有以在线模式运行的入侵防御系统才能够实现实时的安全防护 （对）
5. 基于网络的入侵防御系统可以基于任意的硬件平台 （错）
6. 基于主机的入侵防御系统通过在主机和服务器上安装软件程序，防止网络攻击入侵操作系统以及应用程序。 （对）
7. 入侵防御系统实现实时检查和阻止入侵的原理在于其拥有数目众多的过滤器，能够防止各种攻击。当新的攻击手段被发现之后，入侵防御系统会创建一个新的过滤器。入侵防御系统可以用相同的过滤器针对不同的攻击行为 （错）
8. 网络安全扫描不仅能够扫描并检测是否存在已知漏洞，还可以发现一些可疑情况和不当配 置 （ 对 ）
9. 网络漏洞的存在实际上就是潜在的安全威胁，一旦被利用就会带来相应的安全问题。攻击者常采用网络漏洞扫描技术来探测漏洞，一旦发现，便可利用其进行攻击。通常所说的网络漏洞扫描，实际上是对网络安全扫描技术的一个俗称。 （对）
10. 基于网络的漏洞扫描器很容易穿过防火墙 （错）
11. 基于网络的漏洞扫描器不能直接访问目标设备的文件系统，不能检测一些相关的漏洞。

（对）

1. 基于主机的漏洞扫描器扫描目标设备漏洞的原理与基于网络的漏洞扫描器的原理不同， 但二者的体系结构相似。 （错）
2. 主机安全扫描技术一般是在主机上本地进行的，大部分情况下需要有主机的管理员权限。基于主机的漏洞扫描器一般采用客户机/服务器架构。 （对）
3. 基于网络的漏洞扫描器不包含网络映射功能 （错）
4. 漏洞(Vulnerability)，也叫脆弱点，是指在计算机硬件、软件、协议的具体实现或系统安全策略上存在的缺陷，从而可以使攻击者能够在未授权的情况下访问或破坏系统。漏洞数据库包含了各种操作系统的漏洞信息以及如何检测漏洞的指令。 （对）
5. 基于主机的漏洞扫描工具不需要在目标主机上安装一个代理或服务 （错）
6. 现在流行的漏洞扫描工具，根据其使用场合一般分为两大类：基于网络的漏洞扫描器和基于主机的漏洞扫描器。基于主机的漏洞扫描器通常会配置一个集中服务器作为扫描服务器，所有扫描的指令均通过服务器进行控制。 （对）
7. 网络安全扫描技术与防火墙、入侵检测系统互相配合，能够有效提高网络的安全性。基于网络的漏洞扫描器能直接访问目标设备的文件系统 （错）
8. 基于网络的漏洞扫描器，就是通过网络来扫描远程计算机中的漏洞。基于网络的漏洞扫描器在操作过程中，不需要涉及目标设备的管理员 （对）
9. 网闸，又称安全隔离与信息交换系统，是使用带有多种控制功能的固态开关读写介质， 连接两个独立网络的信息安全设备。网闸是一种采用硬件卡隔离方式的安全防护技术

（错）

1. 网闸是一种采用物理隔离方式的安全防护技术。网闸技术是在保证两个网络安全隔离的基础上实现安全信息交换和资源共享的技术 （对）
2. 数据转播隔离利用转播系统分时复制文件的途径来实现隔离，即隔离设备首先与一端连通，将流入的数据复制并缓存，然后切断该端连通另一端，将数据发送出去。数据转播隔离不需要手工完成 （错）
3. 网闸，又称安全隔离与信息交换系统，是使用带有多种控制功能的固态开关读写介质， 连接两个独立网络的信息安全设备。网闸一般由三部分构成，即内网处理单元、外网处理单元和专用隔离硬件交换单元。 （对）
4. 网闸，又称安全隔离与信息交换系统，是使用带有多种控制功能的固态开关读写介质，

连接两个独立网络的信息安全设备。第二代网闸不需要通过应用层数据提取与安全审查达到杜绝基于协议层的攻击和增强应用层安全效果。 （错）

1. 网闸从物理上隔离和阻断了具有潜在攻击可能的一切连接，使得黑客难以入侵、攻击和破坏，实现了高程度的安全。网闸一般由三部分构成，即内网处理单元、外网处理单元和专用隔离硬件交换单元。 （对）
2. 第一代网闸利用单刀双掷开关使得内外网的处理单元分时存取共享存储设备来完成数据交换，实现了在物理隔离情况下的数据交换。 （对）
3. 目前，国产的网闸产品可以满足可信网络用户与外部的文件交换、收发邮件、单向浏览、数据库交换等功能，同时已在电子政务中得到应用。在电子政务系统建设中要求在政府内网与外网之间用物理隔离，在政府内网与专网之间用逻辑隔离。 （错）
4. 拒绝服务攻击对于网络服务的可用性造成了致命性打击，它通常可以在短时间内造成被攻击主机或者网络的拥塞，使合法用户的正常服务请求无法到达服务网络中的关键服务器。智能的拒绝服务攻击工具可以实现多对一或者多对多的攻击方式 （对）
5. 拒绝服务攻击目前主要有五种攻击模式， 其中分布式反射拒绝服务(Distributed Reflection Denial of Service，简称 DRDoS)攻击的原理是利用了 TCP 协议 （错）
6. 拒绝服务攻击的原理很简单，即充分利用合理的 TCP 来完成攻击的目的，目前，主要有五种攻击模式。分布式拒绝服务(DDoS)攻击是洪泛式拒绝服务攻击中一种更具威胁性的演化版本，它利用互联网集中式连接的特点 （错）
7. 拒绝服务攻击的目的是利用各种攻击技术使服务器或者主机等拒绝为合法用户提供服务 。 （ 对 ）
8. Botnet 网络在国内大都被翻译为“僵尸网络”。Botnet 泛滥的一个直接结果就是它可以被用来发起超大规模的DDoS 攻击，而且 Botnet 已经在网上被公开销售或者租用。 （对）
9. Botnet 网络在国内大都被翻译为“僵尸网络”。除了被用于组织 DDoS 攻击，Botnet 还可以被用来传播垃圾邮件、窃取用户数据、监听网络和扩散恶意病毒等。 （对）
10. Botnet 网络在国内大都被翻译为“僵尸网络”。Botnet 的显著特征是大量主机在用户不知情的情况下，被植入了控制程序，并且有一个地位特殊的主机或者服务器能够通过信道来控制其他的主机，这些被控制的主机就像僵尸一样听从主控者的命令。 （对）
11. 拒绝服务攻击与Botnet 网络结合后攻击能力大大削弱 （错）
12. 流量控制是在网络流量达到一定阈值时，按照一定的算法丢弃所有报文 （错）
13. 目前，很多产品都声称可以检测和抵御拒绝服务攻击，这些方法虽然不能完全解决拒绝

服务攻击问题，但是可以在某种程度上检测或者减轻攻击的危害，最大限度地保证在攻击发生时，还能够为部分用户提供服务。Blackholing 技术实际上就是在攻击发生时将所有发往攻击目标的数据包抛弃 （对）

1. 目前，很多产品都声称可以检测和抵御拒绝服务攻击，这些方法虽然不能完全解决拒绝服务攻击问题，但是可以在某种程度上检测或者减轻攻击的危害，最大限度地保证在攻击发生时，还能够为部分用户提供服务。Random Drop 技术抛弃所有发往攻击目标的数据包

（错）

1. 流量控制是在网络流量达到一定阈值时，按照一定的算法丢弃部分报文 （对）
2. 认证是最重要的安全服务，其他安全服务在某种程度上需要依赖于它。 （对）
3. 保护数据安全的技术主要可分为两大类：一是采用密码技术对数据本身进行保护，如使用现代加密算法对数据进行加密以获得机密性，采用数字签名算法确保数据源的可靠性，采用杂凑算法和公钥算法保护数据完整性等；二是数据防护技术，通过在信息系统中应用相应的安全技术来保护数据本身免受破坏， （对）
4. RADIUS 是利文斯顿事业(Livingston Enterprises)公司开发的一种网络协议。该协议为网络服务用户提供集中式的 AAA(认证、授权、账户)管理。IPS 和企业普遍采用 RADIUS 进行网络接入管理。它是主流身份鉴别协议 （对）
5. 安全性断言标记语言(Security Assertion Markup Language，简称 SAML)是一个基于 XML的标准，用于在不同的安全域(security domain)之间交换认证和授权数据。它是主流身份鉴别协议 （对）
6. FIDO 是一种不依赖于口令来执行身份鉴别的协议规范。其协议针对不同的用户实例和应用场景，提供了两类不同的认证方式，即通用授权框架(Universal Authentication Framework，简称 UAF)和通用第二因素认证(Universal Second Factor，简称 U2F )。它是主流身份鉴别协议 （对）
7. Kerberos 是 MIT 研发的一种计算机网络认证协议，依赖于可信的第三方来生成票据以实现安全的认证。该协议面向客户端/服务器模型，能够在非安全的网络环境中提供双向认证 。 （ 对 ）
8. Kerberos 是 MIT 研发的一种计算机网络认证协议，依赖于第三方来生成票据以实现安全的认证。目前，Windows 2000 及其后续操作系统、Mac OS X、Redhat Enterprise Linux 4 及其后续操作系统均用到了 Kerberos 认证协议。 （对）
9. Kerberos 能够在非安全的网络环境中提供双向认证 （对）
10. Kerberos 能够在非安全的网络环境中提供单向认证 （错）
11. Kerberos 不是面向客户端/服务器模型 （错）
12. Kerberos 是面向客户端/服务器模型 （对）
13. Kerberos 在协议过程中，对传输的消息采用对称加密算法加密，能够提高数据的机密性和完整性 （对）
14. Kerberos 在协议过程中，对传输的消息采用非对称加密算法加密，能够提高数据的机密性和完整性 （错）
15. RADIUS 协议为网络服务用户提供集中式的 AAA(认证、授权、账户)管理，RADIUS 是一种面向客户端/服务器模型的协议 （对）
16. RADIUS 为网络服务用户提供集中式的 AAA(认证、授权、账户)管理，RADIUS 不是面向客户端/服务器模型的协议 （错）
17. OpenID 是一种去中心化的以用户为中心的数字身份识别框架 （对）
18. OpenID 是一种开放的服务，不需要一个中心的身份服务提供商，任何应用服务提供商都可以实现自己的 OpenID 服务，用户可以自由地选择在其信任的服务提供商处注册账号， 并利用该OpenID 服务登录访问所有支持该OpenID 服务的第三方应用。 （对）
19. OpenID 框架的核心是OpenID 身份鉴别协议 （对）
20. OpenID 身份鉴别协议包括三个实体，即依赖方(RP)、终端用户、OpenID 提供方。

（对）

1. OpenID 提供方的功能是身份鉴别和授权 （对）
2. OpenID 提供方的功能是鉴别 （错）
3. OpenID 身份鉴别协议的参与方没有远程控制方 （对）
4. OpenID 身份鉴别协议的参与方没有提供方 （错）
5. OpenID 身份鉴别协议的参与方有提供方 （对）
6. OpenID 身份鉴别协议的参与方没有依赖方 （错）
7. OpenID 身份鉴别协议的参与方有依赖方 （对）
8. 安全性断言标记语言是一个基于 XML 的标准，用于在不同的安全域(security domain)之间交换认证和授权数据。SAML 应用的实现由主体、服务提供者和身份提供者组成 （对）
9. SAML 应用的实现由主体、客体和身份提供者组成。 （错）
10. SAML 应用的实现没有服务提供者。 （错）
11. SAML 应用的实现没有身份提供者。 （错）
12. SAML 应用的实现有服务提供者。 （对）
13. SAML 应用的实现有身份提供者。 （对）
14. SAML 就是一方向另一方发送 SAML 请求，然后另一方返回 SAML 响应。数据的传输以符合 SAML 规范的XML 格式表示。连接中的任何一方都可以发起请求，根据身份不同， 可以说是 IDP init 请求， 或是 SP init 请求。 （对）
15. SAML 应用的实现有主体。 （对）
16. 在 SAML 协议通信中，通信实体之间只要存在信任关系，符合 SAML 接口和消息交互定义以及应用场景，就可相互通信。 （对）
17. 在 SAML 协议通信中，通信实体之间存在信任关系，符合 SAML 接口和消息交互定义以及应用场景，也可能不能相互通信。 （错）
18. FIDO 是一种不依赖于口令来执行身份鉴别的协议规范 （对）
19. FIDO 是一种依赖于口令来执行身份鉴别的协议规范 （错）
20. FIDO 协议使用标准的公钥密码技术提供强认证 （对）
21. FIDO 协议使用对称密码技术提供强认证 （错）
22. FIDO 协议中客户端的私钥只有在本地解锁后才能使用 （对）
23. FIDO 协议中客户端的私钥不解锁也能使用 （错）
24. 联合身份认证是将身份认证委托给外部身份提供者来完成认证的机制。 （对）
25. 联合身份认证是将身份认证委托给本地身份提供者来完成认证的机制。 （错）
26. PKI 是利用公开密钥技术所构建的、解决网络安全问题的、普遍适用的一种基础设施。

（对）

1. PKI 是利用私钥技术所构建的、解决网络安全问题的、普遍适用的一种基础设施。

（错）

1. PKI 通过延伸到用户本地的接口为各种应用提供安全的服务 （对）
2. PKI 通过服务器的接口为各种应用提供安全的服务 （错）
3. 数字证书根据其用途可以分为加密证书和签名证书 （对）
4. 数字证书根据其用途可以分为加密证书、签名证书和评估证书 （错）
5. 数字证书就是一个公钥信息和身份信息绑在一起、用 CA 的私钥签名后得到的数据结构

（对）

1. 数字证书就是一个私钥信息和身份信息绑在一起、用 CA 的公钥签名后得到的数据结构

（错）

1. 加密证书用来加密数据；签名证书用来证明身份 （对）
2. 加密证书用来加密数据；签名证书用来解密数据 （错）
3. 数字证书根据其用途可以分为解密证书和加密证书 （错）
4. 数字证书是将主体信息和主体的公开密钥通过 CA 的数字签名绑定在一起的一种数据结构。数字证书本身是可验证的，而且数字证书具有标准的格式。 （错）
5. PKI 提供的核心服务包括认证、完整性、密钥管理、简单机密性和非否认。这几项核心服务囊括了信息安全四个重要的要求， 即真实性、完整性、保密性和不可否认性。

（对）

1. PKI 利用对称的算法，提供密钥协商能力。同时，PKI 利用证书机构等提供密钥管理和简单的加密服务。 （错）
2. 数字证书本身是可验证的，而且数字证书具有标准的格式 （对）
3. 数字证书本身是不可验证的 （错）
4. 数字证书是由权威机构证书授权中心发行的，人们可以在网上用它来识别对方的身份。数字证书具有标准的格式。 （对）
5. 数字证书不具有标准的格式。 （错）
6. PKI 提供的核心服务包括认证、完整性、密钥管理、简单机密性和非否认。 （对）
7. PKI 提供的核心服务不包括认证 （错）
8. PKI 提供的核心服务包括认证 （对）
9. PKI 提供的核心服务不包括非否认。 （错）
10. PKI 提供的核心服务包括非否认。 （对）
11. PKI 提供的核心服务不包括完整性。 （错）
12. PKI 提供的核心服务包括完整性 （对）
13. PKI 提供的核心服务不包括密钥管理 （错）
14. PKI 提供的核心服务包括密钥管理。 （对）
15. PKI 提供的核心服务不包括简单机密性 （错）
16. PKI 提供的核心服务包括简单机密性。 （对）
17. PKI 是利用公开密钥技术所构建的、解决网络安全问题的、普遍适用的一种基础设施。

PKI 提供的服务包括两个部分：基本服务和安全服务。 （对）

1. PKI 只提供安全服务。 （错）
2. PKI 只提供基础服务。 （错）
3. PKI 提供的完整性可以通过数字签名来完成，而这种完整性还提供了对称密码方法等不能提供的不可否认保障。 （对）
4. PKI 提供的完整性可以通过数字签名来完成，而这种完整性还提供了不对称密码方法等不能提供的不可否认保障。 （对）
5. PKI 利用非对称的算法，提供密钥协商能力。 （对）
6. PKI 利用对称的算法，提供密钥协商能力。 （错）
7. VPN 的基本思想是采用秘密通信通道，通过 PKI 的认证后，用加密的方法来实现保密、完整的通信。 （对）
8. VPN 的基本思想是采用公开通信通道，通过 PKI 的认证后，用加密的方法来实现保密、完整的通信。 （错）
9. 数字版权保护(Digital Right Management，简称 DRM)是指对数字知识产权的控制和管理。 （对）
10. 数字版权保护(Digital Right Management，简称 DRM)只涉及数字知识产权的控制。

（错）

1. DRM(Digital Right Management，数字版权保护）只涉及数字知识产权的管理 （错）
2. 基于客户端—服务器的数字版权管理系统中内容提供方必须有专用于管理内容供应的服务器。 （对）
3. 基于客户端—服务器的数字版权管理系统中内容提供方不必有专用于管理内容供应的服务器。 （错）
4. 基于P2P 的数字版权管理系统不需要依靠服务器分发内容。 （对）
5. 基于P2P 的数字版权管理系统需要依靠服务器分发内容。 （错）
6. 数字版权保护(Digital Right Management，简称 DRM)系统需要对内容进行持续地保护，即持续地保护已经存在的内容。 （对）
7. 数字版权保护(Digital Right Management，简称 DRM)系统不需要对内容进行持续地保护。 （错）
8. 对 DRM(Digital Right Management，数字版权保护）的内容进行加密通常使用对称加密技术和非对称加密技术。 （对）
9. 对 DRM(Digital Right Management，数字版权保护）的内容进行加密只使用对称加密技术。 （错）
10. 对 DRM(Digital Right Management，数字版权保护）的内容进行加密只使用非对称加密

技术。 （错）

1. 在 DRM(Digital Right Management，数字版权保护）系统中，数字签名通常用于标记用户是否已购买授权。 （对）
2. 在数字版权保护(Digital Right Management，简称 DRM)系统中，数字签名不能用于标记用户是否已购买授权。 （错）
3. 在数字版权保护(Digital Right Management，简称 DRM)系统中，单向散列函数结合数字签名可以对内容进行完整性检验。 （对）
4. 在数字版权保护(Digital Right Management，简称 DRM)系统中，单向散列函数结合数字签名不可以对内容进行完整性检验。 （错）
5. 在 DRM 系统中，数字证书被用来验证或鉴别系统中涉及的实体身份。 （对）
6. 在数字版权保护(Digital Right Management，简称 DRM)系统中，数字证书不能用来验证或鉴别系统中涉及的实体身份。 （错）
7. 鲁棒水印的特点是改变嵌入水印的数据内容不会影响其中嵌入的水印信息。 （对）
8. 鲁棒水印的特点是改变嵌入水印的数据内容会破坏其中嵌入的水印信息。 （错）
9. 脆弱水印的特点是改变嵌入水印的数据内容不会影响其中嵌入的水印信息 （错）
10. 脆弱水印的特点是改变嵌入水印的数据内容会破坏其中嵌入的水印信息。 （对）
11. networking－layer 和 content－layer 的数据设置比较宽松，其数据可能会被用于多种目的 （对）
12. networking－layer 和 content－layer 的数据设置比较严格，其数据不能用于多种目的

（错）

1. 容灾，就是减少灾难事件发生的可能性以及限制灾难对关键业务流程所造成的影响的一整套行为 （对）
2. 恢复点目标 RPO 代表了当灾难发生后，数据的恢复程度和恢复时数据未丢失、正确且可用的数量。 （对）
3. 服务降级目标 SDO 代表了当灾难发生后，数据的恢复程度和恢复时数据未丢失、正确且可用的数量。 （错）
4. 服务降级目标 SDO 代表了灾难发生后业务恢复的程度，包括功能、性能的恢复，支持的用户数量等。 （对）
5. 恢复点目标 RPO 代表了灾难发生后业务恢复的程度，包括功能、性能的恢复，支持的用户数量等。 （错）
6. SHARE78 将容灾系统定义成七个层次。 （对）
7. SHARE78 将容灾系统定义成六个层次。 （错）
8. 备份系统的选择的原则是以很低的系统资源占用率和很少的网络带宽来进行自动而高速的数据备份。 （对）
9. 备份系统的选择的原则是以很高的系统资源占用率和很少的网络带宽来进行自动而高速的数据备份。 （错）
10. 备份系统的选择的原则是以很高的系统资源占用率和很高的网络带宽来进行自动而高速的数据备份。 （错）
11. 备份系统的选择的原则是以很低的系统资源占用率和很高的网络带宽来进行自动而高速的数据备份。 （错）
12. 进行系统数据备份的原因是尽量在系统崩溃以后能快速、简单、完全地恢复系统的运行。

（对）

1. 系统数据备份，是指对与用户个人相关的一些应用数据的备份。 （错）
2. 累计备份与增量备份不同之处在于：增量备份是备份该天更改的数据，而累计备份的对象是从上次进行完全备份后更改的全部数据文件。 （对）
3. 累计备份，是指备份从上次进行完全备份后更改的全部数据文件。 （对）
4. 增量备份，是指备份从上次进行完全备份后更改的全部数据文件。 （错）
5. 累计备份，是指备份从该天更改的全部数据文件。 （错）
6. 同源安全策略要求来自不同源的“document”或脚本只能读取或设置当前“document”的某些属性。 （对）
7. 浏览器沙箱技术让不受信任的网页代码、JavaScript 代码在一个受到限制的环境中运行， 从而保护本地桌面系统的安全。 （对）
8. 根据同源安全策略，a.com 网页中的脚本只能修改a.com 网页中的内容。（对）
9. 如果没有同源安全策略，那么，当用户通过浏览器访问了某个恶意网站时，浏览器中同时打开的其他网页都是不安全的，恶意网站可以通过 JavaScript 脚本获取用户在其他网站上的用户信息、登录信息等。 （对）
10. 浏览器沙箱技术让不受信任的网页代码、JavaScript 代码在一个受到限制的环境中运行， 从而保护本地桌面系统的安全。 （对）
11. 所有浏览器在沙箱基础上采用了多进程架构。 （错）
12. Cookie 是网站用于身份认证和会话跟踪而存储在用户本地终端上的数据。当用户需要

访问该网站时，需要将Cookie 发送给服务端。 （对）

1. Cookie 的数据是加密的，内容主要为 MD5 加密信息，包括用户 ID、有效时间等。

（对）

1. 为了确保 Cookie 的安全，网站服务器应该为关键 Cookie 设置 HttpOnly 属性。通过设置 HttpOnly 属性，浏览器将禁止页面的 JavaScript 访问带有 HttpOnly 属性的 Cookie。

（对）

1. 通过内容安全策略(Content Security Policy，简称CSP)，开发者可以指定自己页面上的图片可以来自哪些网站，网页中可以加载哪些网址的 JavaScript 代码。。 （对）
2. 通用网关界面(Common Gateway Interface，简称CGI)可以在网络服务器中运行内部应用程序。 （错）
3. 跨站脚本攻击是常见的Cookie 窃取方式。 （对）
4. 跨站脚本攻击的危害是可以让攻击者绕过 Web 上的权限控制，通过间接的方式执行越权操作。 （错）
5. 跨站请求伪造攻击的主要危害就是可以让攻击者绕过 Web 上的权限控制，通过间接的方式执行越权操作。 （对）
6. 用户访问网页时，所有的请求都是通过 HTTP 请求实现的。（对）
7. 用户访问网页时，所有的请求都是通过 HTTP GET 请求实现的。（错）
8. 在跨站请求伪造攻击中，攻击者伪装授权用户以访问授权网站。 （对）
9. 跨站请求伪造攻击的主要危害就是可以让攻击者绕过 Web 上的权限控制，通过间接的方式执行越权操作 （对）
10. 跨站请求伪造攻击的主要危害就是可以让攻击者绕过 Web 上的权限控制，通过直接的方式执行越权操作 （错）
11. CSRF 攻击能够成功是因为同一浏览器发起的请求对于服务器来讲都是被授权的，如果在请求中加入只有浏览器中该源的网页可以获取的信息，服务器对其验证，就排除了浏览器中其他源的网页伪造请求的可能。 （对）
12. 服务器安全需要为不同的用户分配适当的用户账户，如 Web 服务器软件单独使用受限的操作系统账户。 （对）
13. 服务器安全，是指在 Web 应用中服务器的安全，攻击者可以利用网站操作系统和 Web

服务程序的漏洞越权操作，非法窃取数据及植入恶意代码，使得网站访问用户蒙受损失。

（对）

1. 服务器安全要保证的首先是服务器的物理安全；其次是系统及软件的安全，如操作系统、数据库系统的安全，应安装杀毒软件，及时修补软件漏洞；更进一步就是服务器的安全配置问题。 （对）
2. 服务器安全要保证的首先是系统及软件的安全，其次是服务器的物理安全。 （错）
3. 服务器安全配置首先需要为不同的用户分配适当的用户账户 （对）
4. 服务器安全配置要求关闭Web 服务器软件的不必要的功能模块。 （对）
5. SQL 注入，是开发者在代码中使用 SQL 语句时，要先生成 SQL 语句，然后调用函数执行这条 SQL 语句。如果错误地直接将用户输入拼接到 SQL 语句中，就有可能产生非预期的结果，从而将用户输入当作 SQL 语句执行。 （对）
6. 针对数据库的攻击主要是 SQL 注入。 （对）
7. 如果输入的数据有固定的数据类型，检查数据类型也可以有效防止 SQL 注入。

（对）

1. 预编译语句指事先编译好 SQL 语句，绑定变量。这样能确保 SQL 语句结构，有效防止用户输入被当作 SQL 语句执行。 （对）
2. CGI 是运行在 Web 服务器上的一个应用，由用户输入触发，使网络用户可以访问远程服务器上相应类型的程序。 （对）
3. CGI 是运行在 Web 服务器上的一个应用，由服务器输入触发，使网络用户可以访问远程服务器上相应类型的程序。 （错）
4. 网站管理员没有对网站进行有效的管理和配置，可能会被攻击者利用进行网站攻击、获取权限，篡改网站 （对）
5. 防止网页被篡改最有效的方法就是使用安全的操作系统和应用程序，并且合理地进行配置。 （对）
6. 轮询检测防篡改技术存在着时间间隔，在这个时间间隔里，黑客完全可以攻击系统并使公众访问到被篡改的网页。 （对）
7. 轮询检测防篡改技术可以处理动态网页。 （错）
8. 在所有类型的操作系统中，任何形式的文件系统改动，操作系统都会迅速、准确地获取相应的事件。 （对）
9. 网页请求到达时，Web 应用引擎需要利用篡改检测模块来读取网页文件，篡改检测模块首先对即将访问文件进行完整性检查，根据检查结果决定如何反馈 Web 应用引擎，完成此次网络请求的处理。 （对）
10. 生产网页防篡改产品的公司通常是纯软件公司，对安全问题没有一个完整的把握，所以常常顾此失彼。 （对）
11. 随着互联网的迅速发展，大量不良信息不断涌现，已经给人们造成很大的危害。很多青少年因此而荒废学业，成为“网络海洛因”的受害者。 （对）
12. 为了提高工作效率，更好地利用网络资源，企业必须对员工在上班时间上网的情况进行管理，规范用户的上网行为。 （对）
13. 面对垃圾邮件的泛滥成灾，除了传统的基于 IP 包头信息的黑名单、白名单等过滤技术以外，各大安全厂商已经开始将内容过滤技术运用于对垃圾邮件的处理。 （对）
14. 在互联网骨干和每一个互联网访问的网络边缘(企业/学校网络边缘、网吧网络出口)部署内容过滤设备，可以有效地减少病毒对网络的侵害。 （对）
15. URL 过滤通常和黑名单、白名单技术相结合来决定是否禁止特定内容。 （对）
16. 事先没有提出要求或者同意接收的广告、电子刊物、各种形式的宣传品等具有宣传性质的电子邮件是垃圾邮件。 （对）
17. 为了保证资金的安全和交易的真实性，银行通常会以邮箱验证码确认等形式与消费者进行交互以确保消费者在此笔交易是正确授权的。 （错）
18. 内核是操作系统最核心、最基础的构件，负责提供基础性、结构性的功能。 （对）
19. 壳(shell) 是操作系统最核心、最基础的构件，负责提供基础性、结构性的功能。

（错）

1. 壳程序包裹了与硬件直接交流的内核，将用户命令行解析为操作系统内部指令

（对）

1. 应用程序建立在操作系统之上 （对）
2. 共享的实现指的是资源应该恰当地为用户获取，共享则需要保证资源的完整性和一致性

（对）

1. 共享的实现指的是资源应该恰当地为用户获取，共享不需要保证资源的完整性和一致性

（错）

1. 用户程序保护指的是每个用户的程序必须在安全的存储器区域内运行，这种保护还需要控制用户对程序空间受限制部分的访问 （错）
2. 存储器保护指的是每个用户的程序必须在安全的存储器区域内运行，这种保护还需要控制用户对程序空间受限制部分的访问 （对）
3. 对一般目标的定位和访问控制指的是提供给用户使用的一般对象必须受到控制，如允许

并行或同步的机制能够确保一个用户不致对其他用户产生干扰。 （对）

1. 对象控制指的是提供给用户使用的一般对象必须受到控制，如允许并行或同步的机制能够确保一个用户不致对其他用户产生干扰。 （错）
2. 进程共享指的是正在执行的进程有时需要与其他进程通信或者需要使它们对共享资源的访问同步 （错）
3. 内部进程间通信的同步指的是正在执行的进程有时需要与其他进程通信或者需要使它们对共享资源的访问同步 （对）
4. 为了将无意或恶意的攻击所造成的损失降到最低限度，每个用户和程序必须按照“需知” 原则，尽可能使用最小特权进行操作 （对）
5. 为了将无意或恶意的攻击所造成的损失降到最低限度，每个用户和程序必须按照“需知” 原则，尽可能使用最大特权进行操作 （错）
6. 系统的设计应该小而简单，且直截了当，保护系统可以被穷举测试，或者被验证，因而可以信赖 （对）
7. 系统的设计应该大而复杂，保护系统可以被穷举测试，或者被验证，因而可以信赖

（错）

1. Windows 系统的用户账号(User Accounts)安全是 Windows 系统安全的核心 （对）
2. Windows 系统的用户账号有两种基本类型，即全局账号和本地账号 （对）
3. 全局账号有时又称为域账号。全局账号主要用于网络环境中的操作系统用户认证。

（对）

1. 本地账号有时又称为域账号。全局账号主要用于网络环境中的操作系统用户认证。

（错）

1. 本地账号是用户在本地域使用的账号，也是用户日常使用最频繁的系统本机账号。

（对）

1. 全局账号是用户在本地域使用的账号，也是用户日常使用最频繁的系统本机账号。

（错）

1. 计算机上设置的局域网参数被修改后，往往导致网络无法正常连接，遇到故障后，需要逐项检查才能解决问题。所以， 保障网络连接安全的首要工作是严格网络设置权限

（对）

1. 远程访问服务从产生开始就存在一些安全隐患，但是不需要及时制订远程访问控制方案

（错）

1. 允许越多程序通过 Windows 防火墙通信，计算机将变得越易受攻击，允许例外就好像捅开一个穿过防火墙的洞 （对）
2. Linux 的开源软件开发方式更容易暴露错误，这是 Windows 不具备的优势（对）
3. Windows 具有易学易用性，同时需要兼容不安全的老版本的软件。这些对于系统安全也是一个不利的因素 （对）
4. UNIX 用一个用户名代表用户，用户名最多有 8 个字符，内部表示为一个 16 位的数字， 即用户 ID(UID) （对）
5. UNIX 中，系统管理员应该把 Root 账号当成其个人账号 （错）
6. 特权用户可以变为任何别的用户，可以改变系统时钟，正是由于特权用户如此强大，它也成为 UNIX 的一个主要弱点。 （对）
7. rwx－－－－－－表示属主有读、写和执行的权力，属组和其他人有读权 （错）
8. rwx－－－－－－表示属主有读、写和执行的权力， 属组和其他人没有任何权利

（对）

1. UNIX 以树型结构组织文件系统，这个系统包括文件和目录 （对）
2. Linux 中的 top 命令是一个静态显示过程 （错）
3. Linux 中 who 命令主要用于查看当前在线上的用户情况，系统管理员可以使用 who 命令监视每个登录的用户此时此刻的所作所为 （对）
4. Linux 中的 ps 命令是一个静态显示过程 （对）
5. /etc/exports 文件是NFS 系统的基本配置文件 （对）
6. 为了使用 NFS 服务，必须运行 rpc、portmap、daemon 等命令 （对）
7. DoS 攻击是一种对网络危害巨大的恶意攻击，其中，具有代表性的攻击手段包括 SYN

洪泛、ICMP 洪泛、UDP 洪泛等 （对）

1. Apache 服务器的安全缺陷主要表现在可以利用 HTTP 对其进行DoS 攻击、导致缓冲区溢出攻击、让攻击者获得Root 权限等 （对）
2. Android 基于 Linux 内核，保留了用户和组的概念，以及基于用户和组的访问控制机制

（对）

1. Android 中同一个应用程序的所有进程可以属于不同用户 （错）
2. 除了登录设备和用户添加方式之外，Android 基本继承了 Linux 在系统账号和访问控制方面的其他特征 （对）
3. Android 是一个以 windows 为基础的开放源代码的操作系统（错）
4. Android 软件层次结构自下而上分为操作系统层；程序库和 Android 运行环境；应用程序框架；应用程序四部分 （对）
5. Android 沙箱机制是通过 Dalvik 虚拟机、Linux 的自主访问控制(DAC)和 Android Permission 机制实现的（对）
6. Android Permission 机制定义了应用程序可以执行的一系列安全相关的操作 （对）
7. Android 沙箱机制是为了实现不同应用程序进程之间的隔离 （对）
8. 数据库管理系统能够为用户及应用程序提供数据访问界面，并具有对数据库进行管理、维护等多种功能 （对）
9. 数据库管理系统除了要提供基于角色的操作权限控制外，还要提供对数据对象的访问控制 （对）
10. 数据库管理系统中存取权限 DR 表示Drop，指的是删除关系里面的记录 （错）
11. 数据库用户的授权分为两种，即静态授权和动态授权 （对）
12. 一般意义上，可以把对数据库用户的静态授权理解为 DBMS 的隐性授权。即用户或数据库管理员对他自己拥有的数据，不需要有指定的授权动作就拥有全权管理和操作的权限

（对）

1. 一般意义上，可以把对数据库用户的动态授权理解为 DBMS 的隐性授权。即用户或数据库管理员对他自己拥有的数据，不需要有指定的授权动作就拥有全权管理和操作的权限

（错）

1. 数据库视图可以被看成虚拟表或存储查询 （对）
2. 如果说用户登录数据库管理系统过程中的身份认证是一种事前的防范措施，审计也是类似的一种事前监督手段 （错）
3. 数据库中，表是最小的加密单位 （错）
4. 数据库中索引字段可以加密 （错）
5. 数据库中关系运算的比较字段不能加密 （对）
6. 数据库中表间的连接码字段不能加密 （对）
7. 按照数据库系统的大小和数据库管理员所需的工作量，管理员不一定是一个单一的角色， 可以细分数据库管理员的角色分工 （对）
8. 开发者(developer)是唯一一类需要特殊权限组完成自己工作的数据库用户（对）
9. 数据库管理系统保护轮廓给出了数据库管理系统的安全功能要求包和安全保证要求包， 这是保护轮廓的主要部分 （对）
10. 当前最受人关注的针对数据库的攻击方式是 SQL 注入攻击 （对）
11. 恶意代码，通常是指以隐秘的方式植入系统，对用户的数据、应用程序和操作系统的机密性、完整性和可用性产生威胁，或者破坏系统正常使用的一段代码。 （对）
12. 近年来手机恶意扣费软件影响十分恶劣，恶意扣费程序可在非用户授权的情况下消耗用户的手机资费。 （对）
13. Wannacry 勒索病毒等最新出现的病毒不需触发点即可传播。 （错）
14. 计算机病毒，是指通过修改其他程序进行“感染”，并对系统造成破坏的一段代码，但这种修改不具有自我复制的能力。 （错）
15. 计算机病毒中的感染机制指的是病毒散播和自我复制的方式。 （对）
16. 计算机病毒中的触发点指的是病毒激活或者传播病毒的事件或条件。 （对）
17. 计算机病毒中的负载指的是病毒感染后对数据、应用等造成破坏的代码。 （对）
18. 在触发阶段，计算机病毒被激活。 （对）
19. 在计算机病毒的传播阶段，计算机病毒将自身的拷贝附加在其他程序中，或者保存在磁盘上。为了躲避探测，计算机病毒可能改写不同的拷贝。 （对）
20. 在计算机病毒的传播阶段，计算机病毒执行破坏操作。 （错）
21. 计算机病毒一般具有传染性、破坏性、隐蔽性、寄生性和针对性。 （对）
22. 不同于一般的计算机病毒，单纯的木马不具备自我复制的能力，也不会主动感染系统中的其他组件。 （对）
23. 一般的木马均具备自我复制能力。 （错）
24. 木马利用恶意代码破坏受感染主机的计算资源和网络资源，然后通过网络将该段恶意代码感染大量的机器。 （错）
25. 蠕虫病毒经常会利用客户端和服务器的软件漏洞，获得访问其他计算机系统的能力

（错）

1. 僵尸程序可感染数以千计的主机，形成一对多控制的网络。 （对）
2. 网络嗅探是僵尸程序的一种典型应用，可以在肉鸡上进行网络嗅探，挖掘感兴趣的网络数据。 （对）
3. Rootkit 是指能够隐蔽地获取系统管理员(Administrator)或者 Root 权限的一系列程序， 同时它会最大限度地隐藏自身存在。 （对）
4. Rootkit 仅可以访问操作系统的部分功能和服务 （错）
5. 所有Rootkit 在系统重启后都会存在。 （错）
6. 基于虚拟机的 Rootkit 可以通过修改内核中的进程列表隐藏恶意代码进程的存在。

（错）

1. 持久性存储类的Rootkit 在系统重启之后，Rootkit 仍然存在。 （对）
2. 基于内存的 Rootkit 存在持久性代码。 （错）
3. 内核态类Rootkit 在用户态截获应用程序接口的调用，并修改返回值。 （错）
4. 用户态类Rootkit 在内核态截获内核的本地接口。 （错）
5. 基于虚拟机的Rootkit 可以透明地截获并修改目标操作系统的状态。 （对）
6. 外部模式类 Rootkit 运行在普通操作系统模式之外，如 BIOS 或者系统管理模式，因而能够直接访问硬件。 （对）
7. 所有恶意代码都可以通过提升自身权限(如Root)，进而随意修改、删除用户的数据、安装或删除设备上的任意应用。 （错）
8. 若能阻止恶意程序注册广播接收器Receiver，则恶意代码无法启动。（错）
9. 恶意应用若获取了Root 权限，则该恶意应用就可以全面操控用户的设备。 （对）
10. 计算机病毒引导部分是通过驻留内存、修改中断以及注册表等方式，将病毒主体加载到内 存 中 。 （ 对 ）
11. 磁盘引导扇区的病毒往往会占用系统原来引导程序的位置，一旦系统启动，就会获得执行权，然后将病毒的其他部分写入内存的特定地址并使之常驻内存，之后执行系统原来的引导 程 序 。 （ 对 ）
12. 计算机病毒可能干扰程序运行、破坏系统中的程序或数据、窃取信息等。 （对）
13. 一旦远程控制类软件安装到用户设备上，它就会通过各种方式与攻击者取得联系，等待攻击者的远程控制指令。 （对）
14. 很多系统破坏类代码需要先提升自身权限(如 Root)，然后就可以随意修改或删除用户的数据、安装或删除设备上的任意应用，给用户造成不可挽回的损失。 （对）
15. 流氓软件类程序一般是强行安装的并难以卸载，即使卸载后也可能通过后台重新安装等方式恢复运行。 （对）
16. 诈骗软件主要通过诈骗直接获取经济利益，主要有两种诈骗方式，其中包括向所有联系人发送包含银行账号、求助信息的伪造短信和向用户手机的收件箱插入虚假的未读信息，该信息包含中奖、求助、银行等通知，引导不明原因的用户上当。 （对）
17. 恶意传播类软件在用户不知情或者没有明确授权的情况下，将自身及其他恶意代码进行扩散。 （对）
18. 重打包攻击指的是反编译正常 APP 后嵌入恶意代码，将含恶意代码的 APP 发布到应商店，供用户下载。 （对）
19. 更新攻击指的是反编译正常APP 后嵌入恶意代码，将含恶意代码的APP 发布到应商店， 供用户下载。 （错）
20. 下载攻击指的是反编译正常APP 后嵌入恶意代码，将含恶意代码的APP 发布到应商店， 供用户下载。 （错）
21. 利用系统事件触发恶意代码利用的是 Android 提供广播 broadcast 机制。 （对）
22. 在 Android 系统收到短信后，会发送短信到来的有序广播，恶意代码可以通过注册接收器在其他程序接收信息之前将信息拦截，获取信息的内容和其中的指令，根据其中的指令完成恶意操作。 （对）
23. 加壳，是指利用某些算法，对可执行程序进行压缩、加密。 （对）
24. 与普通的压缩方式相同的是，加壳后的程序不能独立运行。 （错）
25. 与普通的压缩方式不同，加壳后的程序可以独立运行，其解压或解密过程对用户透明。

（对）

1. 一般来说，壳代码附加在原可执行程序上，在程序载入内存之后，壳代码优先于原可执行程序，获得执行权，由壳代码进行解压解密操作后，将执行权交给原可执行程序。

（对）

1. 由于原代码以加密方式存在于磁盘上，只有在运行时在内存中还原，因而可以防止原程序被非法篡改。 （对）
2. 加壳后的程序通常比原程序具有更大的输入表，导入大量链接库。为了满足这种要求， 壳依赖的大量函数采用了动态加载方式。 （错）
3. 通常情况下，可以将原程序加载到固定的内存地址中。so 或 dll 等动态链接库的加载地址并不确定，为了确保程序的正常运行，需要进行函数的重定位。 （对）
4. 壳依赖的大量函数采用了静态加载方式，使得加壳后的程序通常比原程序具有更小的输入表。 （错）
5. 压缩壳的主要目的是减小程序的大小，如 AS Protect、Armadillo 和 EXE Cryptor 等。

（错）

1. 加壳通常需要修改原程序输入表的条目使得壳代码优先于原可执行程序获得执行权。

（对）

1. 压缩壳的主要目的是减小程序的大小，如 UPX、PE Compat 和 AS Pack 等。 （对）
2. 保护壳使用多种反追踪技术防止程序被调试和反编译，如UPX、PE Compat 和 AS Pack

等。 （错）

1. 保护壳使用多种反追踪技术防止程序被调试和反编译，如 AS Protect、Armadillo 和 EXE Cryptor 等。 （对）
2. 软件逆向工程通常包括两类：一类是从特定程序的完整代码出发，生成对应的程序结构、设计原理和算法思想的文档；另一类是从无源代码的程序出发，生成源程序、设计原理等。

（对）

1. 扫描器是反病毒软件的核心，决定着反病毒软件的杀毒效果。大多数反病毒软件同时包含多个扫描器。 （对）
2. 通过下载或升级病毒库，能检测到未知的新病毒或者病毒变种。 （错）
3. 沙箱在物理主机上表现为一个或多个进程，因而可以在有效监控恶意代码行为的前提下， 保证主机上的其他程序或者数据不被破坏。 （对）
4. 特征码扫描方式效率较高，但是缺点是不能检测到未知的新病毒或者病毒变种。

（对）

1. 特征码扫描方式能检测到未知的新病毒或者病毒变种 （错）
2. 恶意行为分析通过对恶意样本的行为特征进行分析和建模，从中抽取恶意代码的行为特征，在应用执行过程中，判断应用的行为序列是否符合某些已知的恶意行为，若是，该应用可能包含恶意代码。 （对）
3. 正常行为分析是指对程序的安全行为序列进行分析和建模，为程序建立一个安全的行为库，当被检测应用的行为与预先建立的安全行为库存在差异时，则认为程序发生了异常行为。

（对）

1. 正常行为分析是通过对恶意样本的行为特征进行分析和建模，从中抽取恶意代码的行为特征，在应用执行过程中，判断应用的行为序列是否符合某些已知的恶意行为。 （错）
2. 恶意行为分析是指对程序的安全行为序列进行分析和建模，为程序建立一个安全的行为库，当被检测应用的行为与预先建立的安全行为库存在差异时，则认为程序发生了异常行为。

（错）

1. 恶意代码检测中，基于行为的检测技术的缺点是容易发生误报现象，而且往往计算开销比较大，同时也不能检测某些模拟攻击。 （对）
2. 基于特征码的扫描技术和基于行为的检测技术都需要执行潜在的恶意代码并分析它们的特征或行为，但是这可能会给系统带来安全问题。 （对）
3. 沙箱可以模拟代码运行所需要的真实环境，并且其安全隔离机制又能够防止恶意代码对系统的破坏。 （对）
4. 在恶意代码检测技术中，沙箱技术会破坏主机上或其他程序数据。 （错）
5. 由于沙箱在物理主机上表现为一个或多个进程，因而可以在有效监控恶意代码行为的前提下，保证主机上的其他程序或者数据不被破坏。 （对）
6. 恶意代码检测中，启发式检测技术是为了弥补特征码扫描技术无法检测未知病毒的缺陷而提出的。 （对）
7. 恶意代码检测中，特征码扫描技术可以检测未知病毒。 （错）
8. 启发式检测就是把经验或者知识加入到反病毒软件中，使反病毒软件拥有“自我发现的能力或运用某种方式或方法去判定事物的知识和技能”。 （对）
9. 启发式检测中恶意样本的采样不科学或者训练算法选择不合理，都会造成恶意程序的误报或漏报。 （对）
10. 恶意代码的静态分析方法，是指在不运行恶意代码的情况下，利用反汇编等分析工具， 对给定程序的静态特征和功能模块进行分析的方法。 （对）
11. 恶意代码的静态分析方法包括脱壳、字符串匹配、反汇编和反编译方法等。 （对）
12. 恶意代码的动态分析方法，是指在不运行恶意代码的情况下，利用反汇编等分析工具， 对给定程序的静态特征和功能模块进行分析的方法。 （错）
13. 通过动态分析方法能够获得恶意代码的结构、各模块关系、函数调用或者系统调用信息等，它是目前使用广泛的恶意代码分析方法。 （错）
14. 恶意代码的静态分析方法，是指在虚拟机等沙箱中运行恶意代码，监视其行为，获得相应的执行路径和相关语义信息的方法。 （错）
15. 恶意代码的动态分析方法，是指在虚拟机等沙箱中运行恶意代码，监视其行为，获得相应的执行路径和相关语义信息的方法。 （对）
16. 恶意代码的静态分析方法可以获得相应的执行路径和相关语义信息的方法。 （错）
17. 恶意代码的动态分析可分为状态对比和行为跟踪两类方法。 （对）
18. 恶意代码状态对比方法对程序执行前后、执行不同时刻的系统状态进行比较，从而分析获取程序的行为。 （对）
19. 恶意代码状态对比方法状态变化分析的准确度高，同时能实时地跟踪程序执行中的变化轨迹。 （错）
20. 恶意代码行为跟踪方法可以动态地获取进程执行过程中的操作。 （对）
21. 根据恶意代码的行为跟踪实现技术的不同大致可分为指令级和轻量级两类。其中指令级方法可以获取或修改寄存器状态、内存状态和其中的值，改变程序的控制流程。 （对）
22. 根据恶意代码的行为跟踪实现技术的不同大致可分为指令级和轻量级两类。其中轻量级方法采用系统调用钩子函数或者设备驱动过滤等技术提取程序行为。 （对）
23. 根据恶意代码的行为跟踪实现技术的不同大致可分为指令级和轻量级两类。其中轻量级方法可以获取或修改寄存器状态、内存状态和其中的值，改变程序的控制流程。 （错）
24. 根据恶意代码的行为跟踪实现技术的不同大致可分为指令级和轻量级两类。其中指令级方法采用系统调用钩子函数或者设备驱动过滤等技术提取程序行为。 （错）
25. 通过对软件采用可信的签名，使用者验证签名来确保所使用软件确实来自签发者。

（对）

1. 代码签名技术是基于公钥密码体制和数字摘要的。 （对）
2. 数字摘要是保证消息完整性的一种技术。数字摘要将任意长度的消息转换为固定长度消息，该过程是双向的。 （错）
3. 数字摘要是保证消息完整性的一种技术。数字摘要将固定长度消息转换成任意长度的消息，该过程是双向的。 （错）
4. 数字摘要是保证消息完整性的一种技术。数字摘要将固定长度消息转换成任意长度的消息，该过程是单向的。 （错）
5. 数字摘要是保证消息完整性的一种技术。数字摘要将任意长度的消息转换为固定长度消息，而且该过程是单向的。 （对）
6. 代码签名基于PKI 体系，包括签名证书私钥和公钥两部分，私钥用于代码的签名，公钥用于签名的验证。 （对）
7. ISO/IEC 21827 模型主要从风险、工程和信任度三个方面来分析安全的工程过程

（对）

1. ISO/IEC 21827 模型从威胁、工程和信任度三个方面来分析安全的工程过程 （错）
2. ISO/IEC 21827 将安全工程服务提供者的能力划定为五个级别 （对）
3. ISO/IEC 21827 将安全工程服务提供者的能力划定为四个级别 （错）
4. SSAM (SSE－CMM Apprialsal)评估主要由三方构成，包括发起组织、评估组织及被评估组织 （对）
5. SSAM (SSE－CMM Apprialsal)评估主要由三方构成，包括发起组织、评估组织及监管组织 （错）
6. 从评估阶段上来看，SSAM(SSE－CMM Apprialsal)主要分为计划阶段、准备阶段、现场阶段和报告阶段。 （对）
7. 从评估阶段上来看，SSAM(SSE－CMM Apprialsal)主要分为计划阶段、准备阶段、现场阶段 （错）
8. 从评估类型上来看，SSAM (SSE－CMM Apprialsal)评估方法分为三方评估和自我评估两种。 （对）
9. 从评估类型上来看，SSAM(SSE－CMM Apprialsal) 评估方法仅由三方评估。 （错）
10. 从评估类型上来看，SSAM(SSE－CMM Apprialsal) 评估方法仅由自我评估。 （错）
11. 网络安全等级保护的主要内容是依据重要性等级对信息以及信息载体进行有针对性的分级保护。 （对）
12. 网络安全等级保护的主要内容是依据风险性等级对信息以及信息载体进行有针对性的分级保护。 （错）
13. 《信息安全等级保护管理办法》将信息系统的安全保护划分为五个等级。 （对）
14. 《信息安全等级保护管理办法》将信息系统的安全保护划分为三个等级。 （错）
15. 信息系统安全包括业务信息安全和系统服务安全 （对）
16. 信息系统安全只包括系统服务安全 （错）
17. 信息系统安全只包括业务信息安全 （错）
18. 涉密网络需要与高安全等级网络区分开来 （对）
19. 涉密网络等同于高安全等级网络区 （错）
20. 《可信计算机系统评估准则》TCSEC 将安全要求由高到低分为四类 （对）
21. 《可信计算机系统评估准则》TCSEC 将安全要求由高到低分为七类 （错）
22. 《可信计算机系统评估准则》TCSEC 将安全级别由高到低分为七级 （对）
23. 《可信计算机系统评估准则》TCSEC 将安全级别由高到低分为四级 （错）
24. 《可信计算机产品评估准则》CTCPEC 沿袭《可信计算机系统评估准则》TCSEC 和《信息技术安全评估准则》ITSEC，将安全分为功能性要求和保证性要求两部分 （对）
25. 《可信计算机产品评估准则》CTCPEC 沿袭《可信计算机系统评估准则》TCSEC 和《信息技术安全评估准则》ITSEC，认为安全仅包括功能性要求 （错）
26. 《可信计算机产品评估准则》CTCPEC 沿袭《可信计算机系统评估准则》TCSEC 和《信息技术安全评估准则》ITSEC，认为安全仅仅包含保证性要求 （错）
27. 在 CC 评估方法中，评估的主要目的是证实评估目标所生成的安全性级别，其中必须包

含证实目标的安全特性。 （对）

1. 在 CC 评估方法中，评估的主要目的是证实评估目标所生成的安全性级别，但是不一定要证实目标的安全特性。 （错）
2. 在 CC 评估方法中，安全目标可以涉及一个或者多个安全轮廓 （对）
3. 在 CC 评估方法中，安全目标只能涉及一个安全轮廓 （错）
4. 在 CC 评估方法中，组件是一组不可再分的最小安全要求集合 （对）
5. 在 CC 评估方法中，组件是一组可再分的安全要求集合（错）
6. 在 CC 标准的技术安全措施文档规范中，密码支持类由两个子类构成，分别规定了在密钥使用和密钥管理方面的相关规范细节。 （对）
7. 在 CC 标准的技术安全措施文档规范中，密码支持类仅由一个类构成，它规定了在密钥使用和密钥管理方面的相关规范细节。 （错）
8. CMVP(Cryptographic Module Validation Program)评估有两个目标：(1)保证安全模块实现的正确性和安全性；(2)为模块改进提供帮助。 （对）
9. CMVP(Cryptographic Module Validation Program)评估需要保证安全模块实现的正确性和安全性 （对）
10. CMVP(Cryptographic Module Validation Program) 评估需要为模块改进提供帮助

（对）

1. 密码模块检测认证是信息安全检测认证体系的基础和开始 （对）
2. 在国际上比较通用的信息安全检测认证体系模型大致可以分为三个层次 （对）
3. 信息安全检测认证体系中，密码模块检测认证有统一的标准 （错）
4. 信息安全检测认证体系中，密码模块检测认证各国有不同的标准 （对）
5. 信息安全检测认证体系中，密码模块检测认证可以与信息安全产品检测认证工作相结合

（对）

1. 信息安全检测认证体系中，密码模块检测认证可以替代信息安全产品检测认证工作

（错）

1. 在产品和系统中使用密码模块(包含密码算法)来提供机密性、完整性、鉴别等安全服务

（对）

1. 密码算法验证是 CMVP(Cryptographic Module Validation Program) 的先决条件。

（对）

1. 密码算法验证不是 CMVP(Cryptographic Module Validation Program)的先决条件。

（错）

1. 密码算法正确性检测(CAVP)不是 CMVP(Cryptographic Module Validation Program)必要的先决条件 （错）
2. 密码算法正确性检测(CAVP)是 CMVP(Cryptographic Module Validation Program)必要的先决条件 （对）

# 二、单选题

1. 网络传输层不可以提供哪种安全服务？
   1. 对等实体认证 (B)访问控制 (C)非否认 (D)数据起源认证

**答案**：C

1. 硬件安全技术不包括以下哪种？
   1. 侧信道技术 (B)硬件固件安全技术 (C)无线传感器网络安全技术 (D)VLAN

**答案**：D

1. 硬件安全技术不包括以下哪种？
   1. 漏洞扫描 (B)硬件固件安全技术 (C)侧信道技术(D)无线传感器网络安全技术

**答案**：A

1. 网络安全技术主要包括网络攻击技术和网络防御技术，不包含哪种技术？
   1. 防火墙技术 (B)网络隔离技术 (C)入侵检测 (D)数据安全性技术

**答案**：D

1. 数据安全技术旨在保护信息系统中的数据不被非法访问、篡改、丢失和泄漏。数据安全技术无法提供（）
   1. 数据的可用性 (B)数据的机密性 (C)数据的完整性 (D)数据的传输性

**答案**：D

1. 传统的 PKI 技术不提供什么服务？
   1. 认证 (B)完整性保护 (C)密钥管理 (D)访问控制

**答案**：D

1. OSI 安全体系结构中提出的安全机制不包括？ (A)加密 (B)数字签名 (C)访问控制 (D)非否认**答案**：D
2. OSI 安全体系结构中提出的安全机制中，认证服务需要什么技术？
   1. 数据签名 (B)路由选择 (C)资源访问控制 (D)密码技术

**答案**：D

1. 除了OSI 安全体系结构中提出的安全机制之外，哪个不是普遍采用的安全机制
   1. 访问控制 (B)可信功能模块 (C)安全标记 (D)安全恢复

**答案**：A

1. 除了 OSI 安全体系结构中提出的安全机制之外，下面还有哪个是普遍采用的安全机制
   1. 数字签名 (B)数据完整性 (C)认证交换 (D)安全审计跟踪

**答案**：D

1. 关于安全服务与网络层次之间的对应关系，下面哪个网络层次不可以提供对等实体认证？
   1. 链路层 (B)应用层 (C)传输层 (D)网络层

**答案**：A

1. 关于安全服务与网络层次之间的对应关系，哪个网络层次不提供安全服务
   1. 物理层 (B)会话层 (C)应用层 (D)网络层

**答案**：B

1. 关于安全服务与网络层次之间的对应关系，会话层可以提供哪种安全服务
   1. 数据完整性 (B)非否认 (C)数据起源认证 (D)不提供安全服务

**答案**：D

1. 软件安全技术是信息安全技术体系结构之一，现有的软件安全技术不包括？
   1. 恶意代码分析与检测 (B)软件代码的安全 (C)操作系统检测 (D)软件缺陷与漏洞分析

**答案**：C

1. 信息安全管理是信息安全技术体系结构之一，现有的信息安全管理不包括？
   1. 信息系统安全工程 (B)信息安全等级保护 (C)涉密网络分级保护 (D)网络安全设计

**答案**：D

1. 信息安全管理是信息安全技术体系结构之一，哪一个不是现有的信息安全管理的内容？
   1. 安全风险评估 (B)信息安全等级保护 (C)访问控制检测 (D)信息系统安全工程

**答案**：C

1. 对抗暴力破解口令的最佳方法是?
   1. 设置简单口令 (B)设置多个密码 (C)设置一个较长的口令以扩大口令的穷举空间

(D)经常换口令

**答案**：C

1. 密码体制被定义为（）数据变换 (A)一对 (B)两对 (C)三对 (D)四对**答案**：A
2. 首次提出了非对称密码体制的假想的是（）
   1. 《密码起源》 (B)《密码简史》 (C)《密码安全》 (D)《密码学新方向》

**答案**：D

1. 大多数使用公钥密码进行加密和数字签名的产品及标准使用的都是（）
   1. RSA 算法 (B)ASE 算法 (C)DES 算法 (D)IDEA 算法

**答案**：A

1. 用于加密和解密的数学函数是（）
   1. 密码算法 (B)密码协议 (C)密码管理 (D)密码更新

**答案**：A

1. 密码协议安全的基础是（）
   1. 密码安全 (B)密码算法 (C)密码管理 (D)数字签名

**答案**：B

1. 密钥封装(Key Wrap)是一种（）技术
   1. 密钥存储 (B)密钥安全 (C)密钥分发 (D)密钥算法

**答案**：C

1. （）包括加密协议设计、密钥服务器、用户程序和其他相关协议
   1. 密钥管理 (B)密钥安全 (C)密钥封装 (D)密钥算法

**答案**：A

1. 如果要增加攻击者攻破密钥的难度，需要进行（）
   1. 密钥销毁 (B)密钥存储 (C)密钥更新 (D)密钥完整性校验

**答案**：C

1. 目前常用的数字签名方法是（）
   1. RSA 算法 (B)基于 Hash 的数字签名方法 (C)IDEA 算法 (D)DES 算法

**答案**：B

1. 我国密码行业标准GM/T 0028－2014 规定了（）要求递增的安全等级
   1. 两个 (B)三个 (C)四个 (D)五个

**答案**：C

1. 我国密码行业标准GM/T 0028－2014 规定了四个要求递增的安全等级，其中（）提供了最低等级的安全要求
   1. 一级 (B)二级 (C)三级 (D)四级

**答案**：A

1. 我国密码行业标准GM/T 0028－2014 规定了四个要求递增的安全等级，其中（）是最高等级
   1. 一级 (B)二级 (C)三级 (D)四级

**答案**：D

1. 访问控制是计算机安全的核心元素。访问控制机制介于哪两者之间（）
   1. 用户和用户 (B)用户和系统资源 (C)用户和界面 (D) 系统资源与系统资源

**答案**：B

1. 访问控制的主要目标不包括以下哪个选项（）
   1. 防止未经授权的用户获取资源 (B)防止已经授权的用户获取资源 (C)防止合法用户以未授权的方式访问资源 (D)使合法用户经过授权后可以访问资源

**答案**：B

1. 访问控制的基本要素不包括以下哪个选项（） (A)客体 (B)主体 (C)控制策略 (D)访问权限**答案**：C
2. 在访问控制的基本要素中，能够访问对象的实体的是（）。
   1. 客体 (B)控制策略 (C)主体 (D)访问权限

**答案**：C

1. 一般来说，（）是那些包含或者接收信息的实体
   1. 客体 (B)控制策略 (C)主体 (D)访问权限

**答案**：A

1. 主体对客体的相关访问方式集合称为（）。 (A)客体 (B)控制策略 (C)主体 (D)访问权限**答案**：D
2. 基于请求者的身份以及访问规则来进行访问控制的是（）。
   1. 被动访问控制 (B)自主访问控制 (C)强制访问控制 (D)完全访问控制

**答案**：B

1. 基于对客体安全级别与主体安全级别的比较来进行访问控制的是（）。 (A)被动访问控制 (B)自主访问控制 (C)强制访问控制 (D)完全访问控制**答案**：C
2. （）决定在哪些情况下、由什么主体发起、什么类型的访问是被允许的
   1. 网络防御技术 (B)访问控制策略 (C)防火墙技术 (D)网络攻击

**答案**：B

1. 使用一维矩阵表示访问控制时，会产生比较大的空间浪费，因此访问控制的另一种表示方式是（）。
   1. 权限映射 (B)二维矩阵 (C)有向图 (D)权限列表

**答案**：D

1. 在自主访问控制中，每个主体对自己拥有的对客体的访问权限可以使用一维矩阵或者（） 来表示。
   1. 权限映射 (B)二维矩阵 (C)有向图 (D)权限列表

**答案**：D

1. 在自主访问控制中表示访问控制时，会产生比较大的空间浪费的表达方式是（）
   1. 权限映射 (B)一维矩阵 (C)有向图 (D)权限列表

**答案**：B

1. 在基于角色的访问控制中，主体和角色是（）的 关系(A)一对一 (B)一对多 (C)多对一 (D) 多 对 多 **答案**：D
2. 在基于角色的访问控制中，客体和角色是（）的 关系(A)一对一 (B)一对多 (C)多对一 (D) 多 对 多 **答案**：D
3. （）是基于主体在系统中承担的角色进行的访问控制是
   1. 基于身份的访问控制 (B)基于权限的访问控制 (C)基于角色的访问控制 (D)

基于用户的访问控制

**答案**：C

1. 能够从控制主体的角度出发，根据管理中相对稳定的职权和责任划分来分配不同的角色的是（）
   1. 基于身份的访问控制 (B)基于权限的访问控制 (C)基于角色的访问控制 (D)

基于用户的访问控制

**答案**：C

1. ITSEC 一共定义了（）个安全等级

(A)4 (B)5 (C)6 (D)7

**答案**：D

1. 关于TCSEC 说法正确的是（）
   1. 类 C 中的级别C1 是最高安全级别(B)类D 中的级别D1 是最低安全级别 (C) 类 D

中的级别D1 是最高安全级别。 (D)类D 中的级别A1 是最低安全级别

**答案**：B

1. TCSEC 一共定义了（）个等级

(A)5 (B)6 (C)7 (D)8

**答案**：C

1. 我国制定了强制性国家标准《计算机信息系统安全保护等级划分准则》，其中属于第五级的是（）
   1. 用户自主保护级 (B)系统审计保护级 (C)安全标记保护级 (D)访问验证保护

级

**答案**：D

1. 物理安全可以分为环境安全和设备安全两大类。以下不属于环境安全考虑事项的是（）。
   1. 场地安全 (B)防静电 (C)线路安全 (D)防电磁泄露

**答案**：D

1. 物理安全可以分为环境安全和设备安全两大类。以下不属于设备安全考虑事项的是（）。
   1. 设备防盗 (B)防电磁干扰 (C)线路安全 (D)防电磁泄露

**答案**：C

1. 以下不符合计算机场地规范要求的是（）。
   1. 避开易发生火灾和爆炸的地区 (B)避开尘埃、有毒气体、腐蚀性气体、盐雾腐蚀等环境污染的区域 (C)避免低洼、潮湿及落雷区域 (D)避免居民区

**答案**：D

1. 计算机机房的耐火等级应不低于（）级。

(A)1 级 (B)2 级 (C)3 级 (D)4 级

**答案**：B

1. 对于环境的电磁防护可以从以下哪个方面入手（）
   1. 采用距离防护的方法 (B)采用接地的方法 (C)采用屏蔽方法 (D)全正确

**答案**：D

1. 电源是电子设备运行的必要条件，持续稳定的电源供应是环境运行的基本保证。以下说法错误的是（）
   1. 信息网络的供电线路应该和动力、照明用电分开 (B)特殊设备独占专有回路 (C)

提供备份电路 (D)信息网络的供电线路和动力、照明用电共用

**答案**：D

1. 以下不符合防静电要求的是( )。
   1. 穿合适的防静电衣服和防静电鞋 (B)在机房内直接更衣梳理 (C)用表面光滑平整的办公家具 (D)经常用湿拖布拖地

**答案**：B

1. 以下行为不符合对电子信息系统的雷电防护的是（）
   1. 机房最好放在建筑物的中间位置 (B)设置安全防护地域屏蔽地，应采用阻抗大的导体。 (C)设置避雷电网 (D)一般以交界处的电磁环境有无明显的改变作为划分不同防雷区域的特征。

**答案**：B

1. 以下行为不符合对电子信息系统的雷电防护的是（）。
   1. 机房建在距离大楼外侧 (B)机房内应设等电位连接网络 (C)设置安全防护地与屏蔽地 (D)在机房内布置设备的安放位置时，应该放在比较接近中心的位置，以与外墙特别是外墙立柱保持一定的距离。

**答案**：A

1. 以下不是为了减小雷电损失采取的措施有（）。
   1. 设置避雷地网 (B)部署UPS (C)设置安全防护地与屏蔽地 (D)根据雷击在不同区域的电磁脉冲强度划分，不同的区域界面进行等电位连接

**答案**：B

1. 以电磁波的形式由空中辐射出去，由计算机内部的各种传输线、信号处理电路、时钟电路等产生的数据信息泄露方式称为（）。
   1. 辐射泄漏 (B)传导泄漏 (C)电信号泄漏 (D)媒介泄漏

**答案**：A

1. 通过各种线路传导出去，可以将计算机系统的电源线，机房内的电话线、地线等作为媒介的数据信息泄露方式称为（）。
   1. 辐射泄漏 (B)传导泄漏 (C)电信号泄漏 (D)媒介泄漏

**答案**：B

1. 380V 电力电缆，容量小于 2kVA，与信号线缆平行敷设，最小净距为（）/mm (A)150 (B)70 (C)300 (D)80

**答案**：A

1. 380V 电力电缆，容量小于 2kVA，有一方在接地的金属线槽或钢管中，最小净距为（）

/mm

(A)150 (B)70 (C)300 (D)80

**答案**：B

1. 380V 电力电缆，容量大于 5kVA，与信号线缆平行敷设，最小净距为（）/mm (A)150 (B)200 (C)300 (D)600

**答案**：D

1. 380V 电力电缆，容量 2~5kVA，与信号线缆平行敷设，最小净距为（）/mm (A)150 (B)70 (C)300 (D)80

**答案**：C

1. 380V 电力电缆，容量小于 2kVA，双方方在接地的金属线槽或钢管中，最小净距为（）

/mm

(A)10 (B)70 (C)300 (D)80

**答案**：A

1. 关于防电磁泄漏信息安全标准，以下由我国制定的是（）
   1. NACSIM5100 (B)NSTISSAM TEMPEST/1－91 (C)GGBB 1－1999 (D)GB 50343 －

2012

**答案**：C

1. TEMPEST 技术（Transient Electro Magnetic Pulse Emanation Standard，瞬态电磁辐射标准），是指在设计和生产计算机设备时，就对可能产生电磁辐射的元器件、集成电路、连接线、显示器等采取防辐射措施，从而达到减少计算机信息泄漏的最终目的。以包容式TEMPEST 计算机为代表的是（）TEMPEST 技术。
   1. 第一代 (B)第二代 (C)第三代 (D)第四代

**答案**：A

1. TEMPEST 技术（Transient Electro Magnetic Pulse Emanation Standard，瞬态电磁辐射标准），是指在设计和生产计算机设备时，就对可能产生电磁辐射的元器件、集成电路、连接线、显示器等采取防辐射措施，从而达到减少计算机信息泄漏的最终目的。以红黑分离式TEMPEST 计算机为代表的是（）TEMPEST 技术。
   1. 第一代 (B)第二代 (C)第三代 (D)第四代

**答案**：B

1. TEMPEST 技术（Transient Electro Magnetic Pulse Emanation Standard，瞬态电磁辐射标准），是指在设计和生产计算机设备时，就对可能产生电磁辐射的元器件、集成电路、连接线、显示器等采取防辐射措施，从而达到减少计算机信息泄漏的最终目的。以 SOFT－ TEMPEST 技术为代表的是（）TEMPEST 技术。
   1. 第一代 (B)第二代 (C)第三代 (D)第四代

**答案**：C

1. 对电子产品的电磁兼容性标准描述正确的是( )。
   1. 同一个国家是恒定不变的 (B)不是强制的 (C)各个国家不相同 (D)是滤波的

**答案**：C

1. 电磁干扰主要分为（）种。
   1. 二 (B)三 (C)四 (D)五

**答案**：A

1. 在安全领域一直流传着一种观点：三分技术，（）分管理。
   1. 三 (B)五 (C)七 (D)九

**答案**：B

1. 在安全领域一直流传着一种观点：（）分技术，七分管理。
   1. 一 (B)三 (C)五 (D)九

**答案**：B

1. 以下不属于侧信道技术（利用非通信信道物理信息如能量消耗变化、电磁辐射变化进行分析攻击）的攻击技术是（）。
   1. 能量分析 (B)计时分析 (C)错误注入 (D)干扰技术

**答案**：D

1. 以下属于硬件安全技术的有( )。
   1. 侧信道技术 (B)硬件固件安全技术 (C)无线传感器网络安全技术 (D) 均 属 于

**答案**：D

1. 为了分析密码模块能量消耗的变化，使用了统计方法对能量消耗进行统计分析从而获取密钥值的是（）差分能量分析
   1. 一阶 (B)二阶 (C)三阶 (D)高阶

**答案**：A

1. 以下属于错误注入分析的是( )。
   1. 监视密码模块能量消耗的变化以发现指令的能量消耗模式 (B)密码模块的执行时间与密码算法的特殊数学操作之间的关系 (C)对微波、电压等的控制引发密码模块内部运行错误，进而进行错误、模式分析 (D)对正在运行的密码模块和辅助设备发出的电磁信号进行远程或外部探测和接收

**答案**：C

1. 下列关于固件的说法错误的是（）。
   1. 在电子系统和计算机系统中，固件一般指持久化的内存、代码和数据的结合体。(B)固件是一种密码模块的可执行代码，它存储于硬件并在密码边界内，在执行期间能动

态地写或修改。 (C)存储固件的硬件可以包括但不限于 PROM、EEPROM、FLASH、固态存储器、硬盘驱动等。 (D)固件的数据和代码一般是在密码产品出厂之前就写入硬件中的， 而当写入固件的代码中存在恶意代码时，硬件固件攻击也将发生。

**答案**：B

1. 下面关于无线传感器网络攻击技术说法错误的是（）。
   1. 选择性数据转发攻击，是指攻击者截取并控制某个节点后，为了避免被发现该节点已被攻破，故仅丢弃应转发报文中的一部分。 (B)路由攻击，是指攻击节点依照路由算法伪造或重放一个路由声明，声称攻击节点和基站之间有高质量的单跳路由，然后阻止或篡改被攻击区域中任一节点发出的数据包。 (C)虫洞攻击，是指两个或多个攻击节点进行的一种合谋攻击，通过压缩攻击节点间的路由，使得彼此成为邻居节点，从而将不同分区的节点距离拉近，破坏整个网络的正常分区。 (D)女巫攻击，是指攻击节点伪装成具有多个身份标识的节点，当通过该节点的一条路由遭到破坏时，网络会选择另一条路由，但由于其具有多重身份标识，实际上还是通过了该攻击节点。

**答案**：B

1. 当前无线传感器网络面临多种攻击技术，其中（）是指向无线传感器网络中通过发送大量错误路由报文的方式，非法拦截篡改路由信息，使得各个节点接收到大量的错误路由信息， 从而降低整个网络的有效传输速度。
   1. 路由攻击 (B)选择性数据转发攻击 (C)槽洞攻击 (D)虫洞攻击

**答案**：A

1. 当前无线传感器网络面临多种攻击技术，其中（）是指攻击者截取并控制某个节点后， 为了避免被发现该节点已被攻破，故仅丢弃应转发报文中的一部分。
   1. 路由攻击 (B)选择性数据转发攻击 (C)槽洞攻击 (D)虫洞攻击

**答案**：B

1. 当前无线传感器网络面临多种攻击技术，其中（）是指攻击节点依照路由算法伪造或重放一个路由声明，声称攻击节点和基站之间有高质量的单跳路由，然后阻止或篡改被攻击区域中任一节点发出的数据包。
   1. 路由攻击 (B)选择性数据转发攻击 (C)槽洞攻击 (D)虫洞攻击

**答案**：C

1. 当前无线传感器网络面临多种攻击技术，其中（）是指两个或多个攻击节点进行的一种合谋攻击，通过压缩攻击节点间的路由，使得彼此成为邻居节点，从而将不同分区的节点距离拉近，破坏整个网络的正常分区。
   1. 路由攻击 (B)选择性数据转发攻击 (C)槽洞攻击 (D)虫洞攻击

**答案**：D

1. 当前无线传感器网络面临多种攻击技术，其中（）是指攻击节点向全网广播 Hello 报文，

网络中的节点收到 Hello 报文之后，使得每一个节点误以为攻击节点是自己的邻居节点。

* 1. 女巫攻击 (B)Hello 洪泛攻击 (C)槽洞攻击 (D)虫洞攻击

**答案**：B

1. 当前无线传感器网络面临多种攻击技术，其中（）是指攻击节点伪装成具有多个身份标识的节点，当通过该节点的一条路由遭到破坏时，网络会选择另一条路由，但由于其具有多重身份标识，实际上还是通过了该攻击节点。
   1. 女巫攻击 (B)Hello 洪泛攻击 (C)槽洞攻击 (D)虫洞攻击

**答案**：A

1. 当前无线传感器网络仍然面临面临着多种攻击技术。以下不属于无线传感器网络面临的攻击技术的是（）。
   1. 路由欺骗攻击 (B)选择性数据转发攻击 (C)槽洞攻击 (D)错误注入攻击

**答案**：D

1. 以下（）为网络安全等级保护对物理与硬件安全的标准。
   1. 《信息安全技术 信息系统物理安全技术要求》 (B)《信息安全管理标准》 (C) 《信息技术设备的安全》 (D)《计算机场地通用规范》

**答案**：A

1. 以下（）不是建筑物方面的标准
   1. 《电子信息系统机房设计规范》 (B)《计算机场地通用规范》 (C)《建筑设计防火规范》 (D)《信息安全管理标准》

**答案**：D

1. （）是指攻击者在非授权的情况下，非法获取用户的敏感信息，如网络重要配置文件、用户账号
   1. 信息泄漏攻击 (B)完整性破坏攻击 (C)拒绝服务攻击 (D)非法使用攻击

**答案**：A

1. （）是指攻击者在非授权的情况下，对用户的信息进行修改，如修改电子交易的金额。
   1. 信息泄漏攻击 (B)完整性破坏攻击 (C)拒绝服务攻击 (D)非法使用攻击

**答案**：B

1. （）是指攻击者通过强制占用有限的资源，如信道/带宽、存储空间等资源，使得服务

器崩溃或资源耗尽而无法对外继续提供服务。

* 1. 信息泄漏攻击 (B)完整性破坏攻击 (C)拒绝服务攻击 (D)非法使用攻击

**答案**：C

1. （）是指攻击者在非授权的情况下，使用计算机或网络系统服务，从而使得网络系统提供错误的服务。
   1. 信息泄漏攻击 (B)完整性破坏攻击 (C)拒绝服务攻击 (D)非法使用攻击

**答案**：D

1. （）是网络攻击的发起者，也是网络攻击的受益者 (A)攻击者 (B)安全漏洞 (C)被攻击者 (D)攻击工具**答案**：A
2. （）是指存在于网络系统中的、可被攻击者利用从而执行攻击的安全缺陷
   1. 攻击者 (B)安全漏洞 (C)被攻击者 (D)攻击工具

**答案**：B

1. （）是指攻击者对目标网络实施攻击的一系列攻击手段、策略与方法
   1. 攻击者 (B)安全漏洞 (C)被攻击者 (D)攻击工具

**答案**：D

1. （）是指攻击者对目标网络和系统进行合法、非法的访问
   1. 攻击者 (B)安全漏洞 (C)攻击访问 (D)攻击工具

**答案**：C

1. 下列不属于网络防御技术的是（）
   1. 防火墙技术 (B)访问控制技术 (C)加密技术 (D)拒绝服务技术

**答案**：D

1. （）用于对计算机或用户的身份进行鉴别与认证
   1. 防火墙技术 (B)访问控制技术 (C)加密技术 (D)身份认证技术

**答案**：D

1. （）用于对计算机或用户对于资源的访问权限进行鉴别与限制
   1. 防火墙技术 (B)访问控制技术 (C)加密技术 (D)身份认证技术

**答案**：B

1. （）通过在网络系统中收集信息并进行分析，以发现网络系统中违反安全策略的行为和攻击
   1. 防火墙技术 (B)访问控制技术 (C)入侵检测技术 (D)身份认证技术

**答案**：C

1. 防火墙设置在（）
   1. 内网内 (B)内网与外网之间 (C)任意网络 (D)不同网络区域边界

**答案**：D

1. 防火墙按照概念划分，不包括（）
   1. 软件防火墙 (B)应用代理网关防火墙 (C)状态检测防火墙 (D)自适应代理网关防火墙

**答案**：A

1. 包过滤防火墙可通过简单地在（）上添加过滤规则实现
   1. 路由器 (B)网关 (C)物理层 (D)中继

**答案**：A

1. 从实现原理上分，防火墙的技术包括四大类。其中包过滤防火墙工作在哪个层（）
   1. 物理层 (B)网络层 (C)应用层 (D)会话层

**答案**：B

1. 下列不属于防火墙硬件结构划分的是（）
   1. 协议安全防火墙 (B)软件防火墙 (C)硬件防火墙 (D)芯片级防火墙

**答案**：A

1. 防火墙按应用部署位置划分不包括（）
   1. 边界防火墙 (B)个人防火墙 (C)分布式防火墙 (D)集中式防火墙

**答案**：D

1. 下列不属于软件防火墙缺点的是（）
   1. 代码庞大 (B)安装成本高 (C)售后支持成本高 (D)漏洞多

**答案**：D

1. 防火墙按性能划分不包括（）
   1. 十兆级防火墙 (B)千兆级防火墙 (C)万兆级防火墙 (D)十万兆级防火墙

**答案**：D

1. 防火墙的功能不包括（）
   1. 数据包状态检测过滤 (B)应用代理 (C)网络地址转换 (D)防止内网病毒传播

**答案**：D

1. 应用代理是防火墙提供的主要功能之一，其中应用代理的功能不包括（）
   1. 鉴别用户身份 (B)访问控制 (C)阻断用户与服务器的直接联系 (D)防止内网病毒传播

**答案**：D

1. 数据包内容过滤是防火墙提供的主要功能之一，其中数据包内容过滤功能不包括（）
   1. URL 地址和关键字过滤 (B)阻止不安全内容的传输 (C)防止 Email 炸弹(D)检查通过防火墙的所有报文的数据内容

**答案**：D

1. 防火墙不支持哪种接入模式（） (A)透明 (B)网关 (C)分布 (D)混合**答案**：C
2. 防火墙不阻止下列哪种网络数据包（）
   1. 来自未授权的源地址且目的地址为防火墙地址的所有入站数据包 (B)源地址是内部网络地址的所有入站数据包 (C)包含 ICMP 请求的所有入站数据包(D)来自授权的源地址

**答案**：D

1. 大多数防火墙平台都使用（）作为它们执行安全控制的机制
   1. 不规则集 (B)数据集 (C)规则集 (D)IP 地址

**答案**：C

1. （）是防火墙环境设计者的基本原则。
   1. 保持简单原则 (B)设备专用原则 (C)深度防御原则 (D)注意内部威胁原则

**答案**：A

1. 防火墙选购要点不包括（）。
   1. 安全性 (B)高效性 (C)价格高 (D)配置方便性

**答案**：C

1. 通常情况下，下列哪种关于防火墙的说法不对？（）
   1. 内部网络可以无限制地访问外部网络以及 DMZ (B)DMZ 可以访问内部网络 (C) 外部网络可以访问DMZ 的服务器的公开端口 (D)外部网络不能访问内部网络以及防火墙

**答案**：B

1. 防火墙环境下各种应用服务器的放置不必遵守以下哪种原则（）。
   1. 通过边界路由过滤设备保护外部网络可访问的服务器，或者将它们放置在外部 DMZ 中 (B)绝不可将外部网络可访问的服务器放置在内部保护网络中 (C)根据外部服务器的敏感程度和访问方式，将它们放置在内部防火墙之后 (D)尽量隔离各种服务器，防止一个服务器被攻破后危及其他服务器的安全

**答案**：C

1. 入侵检测系统不包括下面哪个功能模块（）
   1. 信息源 (B)包过滤 (C)分析引擎 (D)响应

**答案**：B

1. 入侵检测系统的主要作用不包括（）
   1. 抗 DoS/DDoS 攻击 (B)对入侵事件和过程作出实时响应 (C)防火墙的合理补充 (D)

系统动态安全的核心技术之一

**答案**：A

1. 入侵防御系统的作用不包括（）
   1. 对常规网络通信中的恶意数据包进行检测 (B)阻止入侵活动 (C)预先对攻击性的数据包进行自动拦截 (D)进行网络访问控制

**答案**：D

1. CIDF 将入侵检测系统分成四组件，不包括
   1. 事件产生器 (B)事件关系库 (C)事件分析器 (D)响应单元

**答案**：B

1. 入侵检测系统按收集的待分析的信息来源分类不包括
   1. 基于主机的入侵检测系统 (B)基于网络的入侵检测系统 (C)基于物理层的入侵检测系统 (D)基于应用的入侵检测系统

**答案**：C

1. 入侵检测系统的发展趋势不包括
   1. 分布式入侵检测 (B)网络层入侵检测 (C)应用层入侵检测 (D)智能入侵检测

**答案**：B

1. 下列不属于入侵防御系统种类的是（）
   1. 基于主机的入侵防御系统 (B)基于应用的入侵防御系统 (C)基于网络的入侵防御系统 (D)基于协议的入侵防御系统

**答案**：D

1. 目前入侵检测系统的成熟技术不包括（）
   1. 网络识别 (B)特征匹配 (C)协议分析 (D)异常检测

**答案**：A

1. 以下关于漏洞的说法错误的是（）
   1. 漏洞的分类方法很多，也没有统一的标准。 (B)漏洞具有时间与空间特性 (C) 系统的环境变量发生变化时产生的漏洞为开放式协议漏洞 (D)程序在实现逻辑中没有考虑一些意外情况为异常处理疏漏

**答案**：C

1. 漏洞按成因分类不包括（）
   1. 输入验证错误 (B)访问验证错误 (C)输出验证错误 (D)异常处理的疏漏

**答案**：C

1. 一次完整的网络安全扫描不包括以下哪个阶段（）
   1. 发现目标主机或网络 (B)根据检测到的漏洞看能否解决 (C)发现目标后进一步搜集目标信息 (D)根据搜集到的信息判断或者进一步测试系统是否存在安全漏洞

**答案**：B

1. 下面哪个不属于端口扫描的经典方法（）
   1. TCP 全连接扫描 (B)TCP 半连接扫描 (C)IP 反转标识扫描 (D)FTP 跳跃扫描

**答案**：C

1. 一次完整的网络安全扫描可以分为三个阶段。网络安全扫描的第一阶段是（）
   1. 发现目标后进一步搜集目标信息 (B)发现目标主机或网络。 (C)根据搜集到的信息判断或者进一步测试系统是否存在安全漏洞。 (D)进行端口扫描

**答案**：B

1. 一次完整的网络安全扫描可以分为三个阶段。网络安全扫描的第二阶段是（）
   1. 发现目标后进一步搜集目标信息 (B)发现目标主机或网络。 (C)根据搜集到的信息判断或者进一步测试系统是否存在安全漏洞。 (D)进行端口扫描

**答案**：A

1. 一次完整的网络安全扫描分为三个阶段。网络安全扫描的第三阶段是（）
   1. 发现目标后进一步搜集目标信息 (B)发现目标主机或网络。 (C)根据搜集到的信息判断或者进一步测试系统是否存在安全漏洞。 (D)进行端口扫描

**答案**：C

1. 基于网络的漏洞扫描器的组成部分不包括（）
   1. 漏洞数据库模块 (B)用户配置控制台模块 (C)发现漏洞模块 (D)当前活动扫描知识库模块

**答案**：C

1. 基于网络的漏洞扫描器不具有如下哪个优点（）
   1. 价格便宜 (B)维护简便 (C)不需要实时监督 (D)能直接访问目标设备的文件系统

**答案**：D

1. 第一代隔离技术是（）
   1. 硬件卡隔离 (B)完全的物理隔离 (C)数据转播隔离 (D)空气开关隔离

**答案**：B

1. 第二代隔离技术是（）
   1. 硬件卡隔离 (B)完全的物理隔离 (C)数据转播隔离 (D)空气开关隔离

**答案**：A

1. 第三代隔离技术是（）
   1. 硬件卡隔离 (B)完全的物理隔离 (C)数据转播隔离 (D)空气开关隔离

**答案**：C

1. 第四代隔离技术是（）
   1. 硬件卡隔离 (B)完全的物理隔离 (C)数据转播隔离 (D)空气开关隔离

**答案**：D

1. （）是一种实现网络隔离技术的设备。
   1. 入侵检测技术 (B)隔离网闸 (C)路由器 (D)网关

**答案**：B

1. 下列关于拒绝服务攻击说法错误 的是（）
   1. 来自网络的拒绝服务攻击可以分为停止服务和消耗资源两类 (B)拒绝服务攻击的目的是利用各种攻击技术使服务器或者主机等拒绝为合法用户提供服务 (C)停止服务意味

着毁坏或者关闭用户想访问的特定的服务 (D)停止服务是目前最流行的拒绝服务攻击方式

**答案**：D

1. 下列有关拒绝服务攻击说法错误的是（）
   1. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABMAAAAfCAYAAAAFkva3AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAACj0lEQVRIiaXV0WuXVRgH8M9+27RhxtBFYIKg0sa8UVFolEF0oSF6E5RdZKZ3eqF/g1cqeqFIElFC91pEdDOyMQbixWaMcohtjFzLhdWq6XSr5cV53nb27v39bvzCj/O+3/P9fc/znPM85yWhGWfxGyZx3FPgNP7DCEbj+d0G+jZMY6g88Twe4yvUsAI3caeB2Xux4NHyxJGY2JtxJ4LbWsesD7Noz8kaeuJ5MOO/i7HHcmzGa7gipbrErBtzuJfxEzFuqTA7jCZ8UhXyOH4pcWulNK+W+Gb8jB/DcAlq8ceZEv8gM83xJtbh01hsGeakksjREuIbJf5z/BOGlVjA9yWuKczyQ3kB81IJVaIWkbVURFZEXeBg8JUbX2AaYyXu2Yjsm4wbwRRaG0X2K1aX+OdinIrxFXThM/wrtV9lH18LQZ7q9ojsVLwXp9eFk/E8JtXjkj6+EMSmzOzt4N6JqGcwILXPQ/RKNdeGH6S6U0N/GOzKzF6VTrkvDFdJG78vDC5GNrO4HIFsE8LfcRsbsAN/WyyB6/grdJci4rzO3gjuWEEcDaL4zUh92R3vH4euXyqXvJU6Q/Nhxnk/9uIqdgZ3LoQvx/uopRcCdITmCw3QKpVN3h1/is3O0BZmA7UGZvulWziv+Geklsoxn83VxdfSdd6RcY36eLheZOuxG1/ifimK5pL2/z6uZ3ZIqsFyUz+SPjg5ivRmq4yapFP7KQxzjFns1wLrxa1cFdnr2ChV9kJpbhJrSosUBTxRZVZ8+i5XzN2S9ujFjHspxuGyuF3KvbfCCD6Ihd7KuI+C6yyLj8XEgTpmHdIhfBsRrpMu18Eq8ZB06a2sYwZnYsHx0C5gTwN9Q7TgPP7AXSl18AQu0ajlOqzJwQAAAABJRU5ErkJggg==)拒绝服务攻击的目的是利用各种攻击技术使服务器或者主机等拒绝为合法用户提供服务 (B)来自网络的拒绝服务攻击可以分为停止服务，开始服务和消耗资源三类 (C) 消耗资源是目前最流行的拒绝服务攻击方式 (D)拒绝服务攻击中的 90是 SYN 洪泛攻击

**答案**：B

1. 来自网络的拒绝服务攻击可以分为停止服务和消耗资源两类。攻击特点不包括以下哪个

（）

* 1. 多源性、特征多变性 (B)攻击目标与攻击手段多样性 (C)隐 蔽 性 (D) 开 放 性

**答案**：D

1. 拒绝服务攻击数据包中会经常改变的属性不包括以下哪个（） (A)源 IP 地址 (B)源端口 (C)目的 IP 地址 (D)其他 IP 头参数**答案**：C
2. 下列关于 Botnet 说法错误 的是（）
   1. 用 Botnet 发动DDoS 攻击 (B)Botnet 的显著特征是大量主机在用户不知情的情况下，被植入了控制程序 (C) 拒绝服务攻击与 Botnet 网络结合后攻击能力大大削弱

(D)Botnet 可以被用来传播垃圾邮件、窃取用户数据、监听网络和扩散恶意病毒等

**答案**：C

1. 下列不能做到检测和抵御拒绝服务攻击的是（）
   1. 弱口令检查 (B)TCP SYN Cookie (C)TCP 状态检测 (D)HTTP 重定向

**答案**：A

1. （）是一种基于协议特征分析的 DoS/DDoS 检测技术
   1. 弱口令检查 (B)TCP SYN Cookie (C)TCP 状态检测 (D)HTTP 重定向

**答案**：B

1. （）技术的基本思想是利用均衡负载等技术提高服务器系统的处理能力或者网络带宽， 使得服务器在接收大量攻击数据包的情况下仍然可以提供服务。
   1. Over－provisioning(超量供应) (B)TCP SYN Cookie (C)TCP 状态检测 (D)HTTP

重定向

**答案**：A

1. （）是 DoS/DDoS 发生时针对 Web 服务器的保护
   1. 弱口令检查 (B)TCP SYN Cookie (C)TCP 状态检测 (D)HTTP 重定向

**答案**：D

1. （）技术在 DoS/DDoS 攻击发生时将所有发往攻击目标的数据包抛弃
   1. Blackholing (B)Random Drop (C)Over－provisioning(超量供应) (D)HTTP 重定向

**答案**：A

1. （）技术在攻击发生时随机地抛弃一些发往攻击目标的数据包
   1. Blackholing (B)Random Drop (C)TCP 状态检测 (D)Over － provisioning( 超量供

应)

**答案**：B

1. 哪个方法不能应对针对口令的字典攻击？
   1. 定期更换口令 (B)设置复杂密码 (C)预设口令 (D)设置锁定阈值

**答案**：C

1. 哪个不是基于动态口令的认证技术的优点？
   1. 不确定性 (B)动态性 (C)一次性 (D)可重复性

**答案**：D

1. （）身份鉴别技术依赖于特殊的硬件设备来提取生物特征信息，且其准确性和稳定性与传统的认证技术相比相对较低
   1. 基于生物特征 (B)主流的身份鉴别 (C)基于用户知识的身份鉴别技术 (D) 典型的身份鉴别系统

**答案**：A

1. 哪个是基于生物特征的认证技术的缺陷？（）
   1. 难以提取 (B)依赖于特殊的硬件设备 (C)生物特征很多 (D)生物特征很复杂

**答案**：B

1. RADIUS 服务器不可通过（）方式来认证用户
   1. CHAP 认证(B)PAP 认证 (C)端到端认证 (D)UNIX 登录

**答案**：C

1. OpenID 身份鉴别协议的参与方没有（）？
   1. OpenID 提供方(B)远程控制方 (C)依赖方 (D)终端用户

**答案**：B

1. OpenID 提供方的功能是？
   1. 提供申明 (B)执行身份鉴别 (C)响应用户信息 (D)授权

**答案**：D

1. 下面哪个不是 SAML(Security Assertion Markup Language，安全性断言标记语言)应用的实现组成？
   1. 主体 (B)服务提供者 (C)审查者 (D)身份提供者

**答案**：C

1. SAML(Security Assertion Markup Language，安全性断言标记语言)不包括哪些声明(A)属性声明 (B)访问申明 (C)认证声明 (D)授权声明

**答案**：B

1. FIDO 协议提供了（）认证方式？
   1. 通用授权框架 (B)访问控制 (C)非否认 (D)数据完整性框架

**答案**：A

1. 身份鉴别系统解决方案不包含？
   1. 单点登录 (B)多因素认证 (C)联合身份 (D)单因素认证

**答案**：D

1. 单点登录(Single Sign On，简称 SSO)是目前比较流行的企业业务整合的解决方案之一。主要的单点登录协议不包括（）?
   1. 基于 Kerberos 的单点登录协议 (B)基于 FIDO 的单点登录协议 (C)基于 SAML 的单点登录协议 (D)基于 OpenID 的单点登录协议

**答案**：B

1. PKI 系统组成不包含？
   1. 评估机构 (B)认证机构 (C)注册机构 (D)证书撤销列表发布者

**答案**：A

1. PKI 系统中，下面哪个不是终端实体？
   1. PKI 证书的主体(B)终端用户或者系统 (C)PKI 证书的使用者 (D)证书撤销列表发布

者

**答案**：D

1. PKI 系统中，终端实体不包含？
   1. PKI 证书的主体(B)终端用户或者系统 (C)PKI 证书的使用者 (D)数字证书与密钥对

**答案**：D

1. PKI 系统组成不包括？
   1. 终端实体 (B)认证机构 (C)注册机构 (D)SSL

**答案**：D

1. PKI 提供的核心服务不包括？
   1. 认证 (B)完整性 (C)密钥管理 (D)访问控制

**答案**：D

1. PKI 提供的核心服务不包括哪个信息安全的要求？
   1. 访问安全性 (B)真实性 (C)完整性 (D)保密性

**答案**：A

1. PKI 提供的最基本的服务是（）
   1. 认证 (B)完整性 (C)密钥管理 (D)简单机密性

**答案**：A

1. PKI 认证方式特别适合于（）的用户群。
   1. 大规模网络和大规模用户群 (B)小规模网络和小规模用户群 (C)大规模网络和小规模用户群 (D)小规模网络和大规模用户群

**答案**：A

1. PKI 技术的典型应用不包括？
   1. 安全电子邮件 (B)匿名登陆 (C)安全 Web 服务 (D)VPN 应用

**答案**：B

1. PKI 部署是一个复杂的问题，PKI 技术的部署不需要考虑？
   1. 组织信任体系的目标 (B)资源引进和资源外包 (C)安全应用 (D)个人意愿

**答案**：D

1. 基于客户端—服务器的数字版权管理系统优点是？
   1. 不需要依靠服务器分发内容 (B)不会导致服务器崩溃 (C) 每个用户都可以使用

(D)集中管理内容的提供源

**答案**：D

1. 基于P2P 的数字版权管理系统优点是？
   1. 不需要依靠服务器分发内容 (B)不会导致服务器崩溃 (C)任何人都可以成为数字内容的提供者 (D)集中管理内容的提供源

**答案**：C

1. 实现数字版权保护系统的版权保护功能的关键是？
   1. 采用合适的侦听技术 (B)采用合适的密码技术 (C)采用合适的获得数字内容授权的技术 (D)采用有效的防篡改机制

**答案**：B

1. 数字版权保护系统中的密码技术没有？
   1. 对称与非对称加密 (B)数字签名和单向散列函数 (C)数字证书 (D)访问控制

**答案**：D

1. 数字水印的特征没有？
   1. 不需要带外传输 (B)透明性 (C)稳定性 (D)安全性

**答案**：C

1. 数字水印的特征没有？
   1. 不需要带外传输 (B)透明性 (C)鲁棒性 (D)稳定性

**答案**：D

1. 数字水印的分类没有？
   1. 鲁棒水印和脆弱水印 (B)安全水印和不安全水印 (C)对称水印和非对称水印 (D)

隐藏水印和非隐藏水印

**答案**：B

1. 数字水印的分类没有？
   1. 鲁棒水印和脆弱水印 (B)公有水印和私有水印 (C)安全水印和不安全水印 (D)

隐藏水印和非隐藏水印

**答案**：C

1. 数字水印的应用没有？
   1. 完整性保护 (B)版权保护 (C)拷贝保护 (D)拷贝追踪

**答案**：A

1. 隐私信息泄漏不包括？
   1. 身份泄漏 (B)连接泄漏 (C)内容泄漏 (D)内存泄漏

**答案**：D

1. 社交网络的数据分层不包含？
   1. appliction－layer (B)activity－layer (C)registration－layer (D)networking － layer

**答案**：A

1. 社交网络的数据分层中哪一层包含可以唯一识别用户身份的信息？
   1. appliction－layer (B)activity－layer (C)registration－layer (D)networking － layer

**答案**：C

1. 衡量容灾系统的主要目标不包括？
   1. 恢复点目标 (B)恢复时间目标 (C)网络恢复目标 (D)本地恢复目标

**答案**：D

1. 数据备份策略不包括？
   1. 完全备份 (B)增量备份 (C)累计备份 (D)部分备份

**答案**：D

1. 以保护特定应用为目的的安全技术指的是（）。
   1. 应用安全技术 (B)物理安全技术 (C)网络安全技术 (D)数据安全技术

**答案**：A

1. 根据同源安全策略，a.com 网页中的脚本只能修改（）网页中的内容。
   1. a.com (B)ab.com (C)b.com (D)be.com

**答案**：A

1. 能够让不受信任的网页代码、JavaScript 代码在一个受到限制的环境中运行，从而保护本地桌面系统的安全的是（）。
   1. 同源安全策略 (B)浏览器沙箱 (C)XSS 过滤 (D)基于信任访问

**答案**：B

1. Cookie 的信息是加密的，内容主要为( )加密信息。(A)XSS (B)HASH (C)MD5 (D) RSA

**答案**：C

1. Web 服务器可以使用（）严格约束并指定可信的内容来源。
   1. 内容安全策略 (B)同源安全策略 (C)访问控制策略 (D)浏览器沙箱

**答案**：A

1. 跨站脚本攻击的主要防御手段为输入检查和（）。
   1. 输出检查 (B)验证码 (C)反XSS 令牌 (D)请求检查

**答案**：A

1. 下列关于跨脚本攻击说法错误的是（）。
   1. 跨站脚本(XSS)攻击，是指攻击者在 HTML 内容注入恶意脚本代码，从而绕过浏览器的安全检测，获取Cookie、页面内容等敏感信息。 (B)针对 XSS 攻击的防御手段主要分两类，即输入检查和输出检查。 (C)输入检查，是指对用户的输入进行检查，检查用户的输入是否符合一定规则。 (D)最常见的输入检查方式是对网页内容进行编码。

**答案**：D

1. 下面不属于跨站请求伪造攻击防御的是（）。
   1. 验证码 (B)请求检查 (C)反CSRF 令牌 (D)输出检查

**答案**：D

1. 在提交请求时要求（），确保了请求确实是用户提交的而不是 CSRF 攻击自动提交的。
   1. 用户请求输入 (B)验证码 (C)请求检查 (D)反CSRF 令牌

**答案**：B

1. （）指 HTTP 请求的发起者，在 HTTP 中该字段指明该请求是由哪个源(可简单理解为哪个网站)发起
   1. 请求 (B)验证码 (C)输入检查 (D)反CSRF 令牌

**答案**：A

1. （）不属于常见的网页篡改技术
   1. 木马植入 (B)病毒攻击 (C)侵入漏洞 (D)限制管理员权限

**答案**：D

1. 网页防篡改技术主要分为两类，阻止黑客入侵和阻止黑客反入侵。以下不属于阻止黑客入侵行为的是（）。
   1. 对管理员的权限进行限制 (B)对网页请求参数进行验证 (C) 安装病毒防火墙

(D)轮询检测

**答案**：D

1. 网页防篡改技术主要分为两类，阻止黑客入侵和阻止黑客反入侵。以下不属于阻止黑客反入侵行为的是（）。
   1. 对管理员的权限进行限制 (B)轮询检测 (C)事件触发技术 (D)核心内嵌技术

**答案**：A

1. 下列技术中利用一个网页读取和检测程序，通过周期性地从外部逐个访问网页来判断网页合法性的是（）。
   1. 轮询检测 (B)事件触发技术 (C)核心内嵌技术 (D)对网页请求参数进行验证

**答案**：A

1. （）利用这些事件，通过特定的高效算法对网页文件的修改行为进行合法性检查。
   1. 轮询检测 (B)事件触发技术 (C)核心内嵌技术 (D)对网页请求参数进行验证

**答案**：B

1. 将篡改检测模块嵌入用户的 Web 服务器中的是（）。
   1. 轮询检测 (B)事件触发技术 (C)核心内嵌技术 (D)对网页请求参数进行验证

**答案**：C

1. （）不属于内容过滤的三个具体方面。
   1. 过滤互联网请求 (B)过滤流入的内容 (C)过滤流出的内容 (D)过滤不良信息

**答案**：D

1. 阻止用户浏览不适当的内容或站点指的是（）。
   1. 过滤互联网请求 (B)过滤流入的内容 (C)过滤流出的内容 (D)过滤不良信息

**答案**：A

1. 阻止潜在的攻击进入用户的网络系统指的是（）。
   1. 过滤互联网请求 (B)过滤流入的内容 (C)过滤流出的内容 (D)过滤不良信息

**答案**：B

1. 阻止敏感数据的泄漏指的是（）。
   1. 过滤互联网请求 (B)过滤流入的内容 (C)过滤流出的内容 (D)过滤不良信息

**答案**：C

1. 不属于基于内容的过滤技术的是（）。
   1. 关键字过滤技术 (B)URL 过滤 (C)机器学习技术 (D)启发式内容过滤技术

**答案**：B

1. 基于源的过滤技术通过内容的来源进行过滤，以下属于基于源的过滤技术的有（）
   1. IP 包过滤 (B)内容分级审查 (C)关键字过滤 (D)启发式内容过滤

**答案**：A

1. （）属于基于内容的过滤技术
   1. IP 包过滤 (B)内容分级审查 (C)URL 过滤 (D)DNS 过滤

**答案**：B

1. 下列基于内容的过滤技术中在我国没有得到广泛应用的是( )。
   1. 内容分级审查 (B)关键字过滤技术 (C)启发式内容过滤技术 (D)机器学习技术

**答案**：A

1. 垃圾邮件过滤技术主要是通过电子邮件的源或者内容进行过滤，（）属于垃圾邮件过滤技术的一种。
   1. 安全 DNS (B)内容分级检查 (C)加密 (D)白名单

**答案**：D

1. 下列不属于垃圾邮件过滤技术的是（）。
   1. 软件模拟技术 (B)贝叶斯过滤技术 (C)关键字过滤技术 (D)黑名单技术

**答案**：A

1. 会让一个用户的删除操作去警告其他许多用户的垃圾邮件过滤技术是( )。(A)黑名单 (B)白名单 (C)实时黑名单 (D)分布式适应性黑名单

**答案**：D

1. 不需要经常维护的垃圾邮件过滤技术是（）。
   1. 指纹识别技术 (B)简单DNS 测试 (C)黑名单技术 (D)关键字过滤

**答案**：B

1. 针对垃圾邮件问题，对 SMTP 进行改进和完善是当前关注的重点，（）属于 SMTP 改进

技术

* 1. 白名单 (B)反向查询技术 (C)指纹识别技术 (D)简单 DNS 测试

**答案**：B

1. 以下不属于邮件服务器的安全管理的是（）。
   1. SMTP 身份认证(B)病毒过滤 (C)安全审计 (D)DNS 测试

**答案**：D

1. SSL 协议提供用户和商户之间交换电子支付信息的安全通道，但不保证支付（）。
   1. 信息的机密性 (B)信息的完整性 (C)持卡人的合法性 (D)非否认性

**答案**：D

1. 下列关于操作系统的说法错误的是（）
   1. 操作系统在概念上一般分为两部分，即内核(Kernel)和壳(Shell) (B)在通用操作系统中，壳(Shell)实现一些操作，如同步、进程间通信、信息传递及中断处理 (C)应用程序建立在操作系统之上 (D)操作系统是计算机系统的基础，它负责进行处理器管理、存储管理、文件管理、设备管理和作业管理等

**答案**：B

1. 常见的操作系统不包括（）
   1. Windows (B)UNIX/Linux(C)Android (D)OSI

**答案**：D

1. 作为操作系统最核心、最基础的构件，负责提供基础性、结构性的功能的是（）。
   1. 内核 (B)壳(shell) (C)外核 (D)中核

**答案**：A

1. （）包裹了与硬件直接交流的内核，将用户命令行解析为操作系统内部指令
   1. 内核 (B)壳(shell) (C)外核 (D)中核

**答案**：B

1. 下列不属于操作系统安全要素的是（）
   1. 用户认证 (B)内部进程间通信的同步 (C)共享的实现 (D)模式识别

**答案**：D

1. 操作系统的( )指的是操作系统必须识别请求访问的每个用户，并要查明该用户与其声称的身份是否相符，最普遍的认证机制是用户名＋密码。
   1. 用户认证 (B)文件和 I/O 设备的访问控制 (C)共享的实现 (D)存储器保护

**答案**：A

1. 操作系统的( )指的是每个用户的程序必须在安全的存储器区域内运行，这种保护还需要控制用户对程序空间受限制部分的访问
   1. 用户认证 (B)文件和 I/O 设备的访问控制 (C)共享的实现 (D)存储器保护

**答案**：D

1. 操作系统的( )指的是操作系统必须保护用户和系统文件，防止未经授权的用户进行访问。类似地，I/O 设备的使用也必须受到保护
   1. 用户认证 (B)文件和 I/O 设备的访问控制 (C)共享的实现 (D)存储器保护

**答案**：B

1. 操作系统的( )指的是提供给用户使用的一般对象必须受到控制，如允许并行或同步的机制能够确保一个用户不致对其他用户产生干扰
   1. 用户认证 (B)文件和 I/O 设备的访问控制 (C)共享的实现 (D)对一般目标的定位和访问控制

**答案**：D

1. 操作系统的( )指的是所有用户都期望系统提供 CPU 的使用和其他服务，以使任何用户不会无限期地缺乏服务。硬件时钟结合调度规则可以提供这种公平性
   1. 保证公平服务 (B)文件和 I/O 设备的访问控制 (C)共享的实现 (D)对一般目标的定位和访问控制

**答案**：A

1. 操作系统的( )指的是正在执行的进程有时需要与其他进程通信或者需要使它们对共享资源的访问同步
   1. 保证公平服务 (B)内部进程间通信的同步 (C)共享的实现 (D)对一般目标的定位和访问控制

**答案**：B

1. 操作系统的( )指的是资源应该恰当地为用户获取，共享则需要保证资源的完整性和一致性
   1. 用户认证 (B)文件和 I/O 设备的访问控制 (C)共享的实现 (D)存储器保护

**答案**：C

1. 我国制定了强制性国家标准《计算机信息系统安全保护等级划分准则》，其中属于第一级的是（）
   1. 用户自主保护级 (B)系统审计保护级 (C)结构化保护级 (D) 访问验证保护级

**答案**：A

1. 我国制定了强制性国家标准《计算机信息系统安全保护等级划分准则》，其中属于第二级的是（）
   1. 用户自主保护级 (B)系统审计保护级 (C)结构化保护级 (D) 访问验证保护级

**答案**：B

1. 我国制定了强制性国家标准《计算机信息系统安全保护等级划分准则》，其中属于第三级的是（）
   1. 用户自主保护级 (B)系统审计保护级 (C)结构化保护级 (D) 安全标记保护级

**答案**：D

1. 我国制定了强制性国家标准《计算机信息系统安全保护等级划分准则》，其中属于第四级的是（）
   1. 用户自主保护级 (B)系统审计保护级 (C)结构化保护级 (D) 安全标记保护级

**答案**：C

1. 不属于设计安全操作系统应该遵循的原则的是（）
   1. 最小特权 (B)基于许可的模式 (C)保护机制的经济性 (D)最大特权

**答案**：D

1. （）原则指的是为了将无意或恶意的攻击所造成的损失降到最低限度，每个用户和程序必须按照需知原则，尽可能使用最小特权进行操作
   1. 最小特权 (B)基于许可的模式 (C)保护机制的经济性 (D)最大特权

**答案**：A

1. （）原则指的是系统的设计应该小而简单，且直截了当，保护系统可以被穷举测试，或者被验证，因而可以信赖
   1. 最小特权 (B)基于许可的模式 (C)保护机制的经济性 (D)最大特权

**答案**：C

1. （）原则指的是默认的条件应该是拒绝访问，保守的设计应标识哪些应该是可存取的，

而不是标识哪些是不可存取的

* 1. 最小特权 (B)基于许可的模式 (C)保护机制的经济性 (D)最大特权

**答案**：B

1. Windows 系统中，用户组(包括本地用户组和域用户组)的使用策略不包括（）
   1. 在域控制器上创建全局组 (B)给本地组授予相应的用户权限和资源许可 (C) 将本地组放到全局组中 (D)在域中创建用户，并将其放到相应的全局组中

**答案**：C

1. Windows 系统的（）安全是 Windows 系统安全的核心
   1. 用户账号 (B)应用程序 (C)硬件 (D)主机

**答案**：A

1. Windows 系统中的 （）是指一种可以包含任何用户账号的内建组
   1. 全局组 (B)本地组 (C)特殊组 (D)来宾组

**答案**：C

1. Windows 系统中的 （）不仅可以使用本域的资源，还可以使用其他域的资源
   1. 全局组 (B)本地组 (C)特殊组 (D)来宾组

**答案**：A

1. Windows 系统中的 （）由计算机创建，组内的成员由所在计算机的目录数据库定义， 并且可以赋予组内成员一定的用户权限和对资源的访问许可
   1. 全局组 (B)本地组 (C)特殊组 (D)来宾组

**答案**：B

1. Windows 屏蔽网络设置的方法不包括以下哪种（）
   1. 禁用网上邻居属性 (B)取消网络访问权限 (C)隐藏网上邻居 (D)禁止开机启动

**答案**：D

1. 能帮助阻止计算机病毒和蠕虫进入用户的计算机，可以准许或取消某些连接请求的是（）
   1. Windows 防火墙 (B)应用程序 (C)网上邻居 (D)windows 内核

**答案**：A

1. 如果需要使用多重特权用户账号,第一步是（）
   1. 创建多重特权用户账号 (B)为每个特权用户创建一个普通用户账号 (C)以 root 身份登录到系统中 (D)指导每一位特权用户以普通用户身份登录到系统

**答案**：A

1. UNIX 系统中,运行内核程序的进程处于（）
   1. 来宾态 (B)核心态 (C)访问态 (D)用户态

**答案**：B

1. UNIX 系统中,运行核外程序的进程处于（）
   1. 来宾态 (B)核心态 (C)访问态 (D)用户态

**答案**：D

1. UNIX 系统中,用户程序可以通过系统调用进入核心态，运行系统调用后，又返回（）
   1. 来宾态 (B)核心态 (C)访问态 (D)用户态

**答案**：D

1. 下列不属于标准的UNIX 粒度划分进行控制的是（）
   1. 特权用户 (B)属主 (C)属组 (D)其他人

**答案**：A

1. UNIX 以（）组织文件系统，这个系统包括文件和目录(A)链表结构 (B)树型结构 (C)数组结构 (D)图型结构**答案**：B
2. UNIX 以树型结构组织文件系统，这个系统包括文件和目录。rw－r－－r－－中的 r 表示

（）

* 1. 读权 (B)写权 (C)执行权 (D)任何权利

**答案**：A

1. UNIX 以树型结构组织文件系统，这个系统包括文件和目录。rw－r－－r－－中的 w 表示（）
   1. 读权 (B)写权 (C)执行权 (D)任何权利

**答案**：B

1. UNIX 以树型结构组织文件系统，这个系统包括文件和目录。rwxr－－r－－中的 x 表示

（）

* 1. 读权 (B)写权 (C)执行权 (D)任何权利

**答案**：C

1. UNIX 中的 backup 用来完成（）
   1. UNIX 文件的备份 (B)UNIX 文件的解压 (C)UNIX 文件的压缩 (D)UNIX 文件的删除

**答案**：A

1. UNIX 系统提供了几条功能强大的命令，用于文件系统的备份和恢复，下面不具有这些功能的命令是（）
   1. backup (B)cpio (C)tar (D)chmod

**答案**：D

1. Linux 系统提供了一些查看进程信息的系统调用，下面不具有上述功能的命令是（）
   1. who (B)ps (C)top (D)cd

**答案**：D

1. Linux 中的（）命令和 ps 命令的基本作用相同，即显示系统当前的进程及其状态。但是该命令是一个动态显示过程
   1. who (B)ps (C)top (D)cd

**答案**：C

1. UNIX/Linux 环境下最流行的 Web 服务器是 Apache 服务器。不属于 Apache 服务器的安全缺陷的是（）
   1. 可以利用 HTTP 对其进行 DoS 攻击 (B)导致缓冲区溢出攻击 (C)让攻击者获得

Root 权限 (D)攻击者植入木马病毒

**答案**：D

1. DoS 攻击是一种对网络危害巨大的恶意攻击，其中，具有代表性的攻击手段不包括（）
   1. SYN 洪泛 (B)ICMP 洪泛 (C)UDP 洪泛 (D)Apache 洪泛

**答案**：D

1. 下列说法错误的是（）
   1. Android 基于 Linux 内核，保留了用户和组的概念 (B)Android 保留了 Linux 基于用户和组的访问控制机制 (C)Android 具体的访问控制与 Unix/Linux 访问控制相同

(D)Android 用户的添加方式与 Linux 相同

**答案**：D

1. Android 使用（）作为操作系统
   1. Windows (B)Chrome OS (C)Linux (D)Mac

**答案**：C

1. （）指的是基于寄存器的虚拟机 Dalvik
   1. 操作系统层 (B)Android 运行环境 (C)应用程序框架 (D)应用程序

**答案**：B

1. （）指 Android 为应用程序开发者提供的 APIs，包括各种各样的控件(A)操作系统层 (B)Android 运行环境 (C)应用程序框架 (D)应用程序**答案**：C
2. Android 应用程序通常指的是以 APK 包形式下载至手机终端的应用，包内还包含各种

（）

* 1. 描述文件 (B)框架文件 (C)Manifest 文件 (D)资源文件

**答案**：D

1. Android 系统把Permission 划分为不同的安全级别，其中最低的是（）
   1. normal (B)dangerous (C)signature (D)signature or system

**答案**：A

1. Android 中含有多种隔离机制，其中（）是为了实现不同应用程序进程之间的隔离
   1. 黑箱机制 (B)白箱机制 (C)沙箱机制 (D)暗箱机制

**答案**：C

1. （）能够为用户及应用程序提供数据访问界面，并具有对数据库进行管理、维护等多种功能
   1. 数据库 (B)数据库管理系统 (C)数据库软件 (D)数据库界面

**答案**：B

1. 数据库中插入语句所使用的数据操纵语言是（）
   1. insert (B)alter (C)truncate (D)update

**答案**：A

1. GRANT INSERT，UPDATE，DELETE ON authors

TO Mary

这个 SQL 语句表示（）

* 1. 修改表名 (B)修改表的列类型 (C)收回相应权限 (D)授予相应权限

**答案**：D

1. REVOKE CREATET ABLE，CREATE DEFAULT FROM Mary，John

这个 SQL 语句表示（）

* 1. 修改表名 (B)修改表的列类型 (C)收回相应权限 (D)授予相应权限

**答案**：C

1. 数据库中的数据库级别所拥有的访问功能是（）
   1. 判断用户能否使用、访问数据库里的数据对象，包括表、视图、存储过程 (B) 判断用户能否访问关系里面的内容 (C)判断用户能否访问关系中的一行记录的内容 (D) 判断用户能否访问表关系中的一个属性列(字段)的内容

**答案**：A

1. 数据库中的表级所拥有的访问功能是（）
   1. 判断用户能否使用、访问数据库里的数据对象，包括表、视图、存储过程 (B) 判断用户能否访问关系里面的内容 (C)判断用户能否访问关系中的一行记录的内容 (D) 判断用户能否访问表关系中的一个属性列(字段)的内容

**答案**：B

1. 数据库中的行级所拥有的访问功能是（）
   1. 判断用户能否使用、访问数据库里的数据对象，包括表、视图、存储过程 (B) 判断用户能否访问关系里面的内容 (C)判断用户能否访问关系中的一行记录的内容 (D) 判断用户能否访问表关系中的一个属性列(字段)的内容

**答案**：C

1. 数据库中的属性级访问控制所拥有的控制用户访问数据对象的粒度大小为（）
   1. 判断用户能否使用、访问数据库里的数据对象，包括表、视图、存储过程 (B) 判断用户能否访问关系里面的内容 (C)判断用户能否访问关系中的一行记录的内容 (D) 判断用户能否访问表关系中的一个属性列(字段)的内容

**答案**：D

1. 以下哪个不属于关系数据库管理系统（） (A)Oracle (B)MySQL (C)SQL Server (D)Hbase **答案**：D
2. （）是指验证用户的身份是否真实、合法。
   1. 用户身份鉴别 (B)用户角色 (C)数据库授权 (D)数据库安全

**答案**：A

1. 在数据库管理系统中，数据对象的存取权限R 表示（）
   1. 更新数据 (B)读数据 (C)向关系中添加记录 (D)删除关系里面的记录

**答案**：B

1. 在数据库管理系统中，数据对象的存取权限U 表示（）
   1. 更新数据 (B)读数据 (C)向关系中添加记录 (D)删除关系里面的记录

**答案**：A

1. 在数据库管理系统中，数据对象的存取权限A 表示（）
   1. 更新数据 (B)读数据 (C)改关系的属性 (D)删除关系里面的记录

**答案**：C

1. 在数据库管理系统中，数据对象的存取权限D 表示（）
   1. 更新数据 (B)读数据 (C)改关系的属性 (D)删除关系里面的记录

**答案**：D

1. 在数据库管理系统中，数据对象的存取权限 DR 表示（）
   1. 更新数据 (B)读数据 (C)删除关系 (D)删除关系里面的记录

**答案**：C

1. 数据库管理系统 DBMS 对于用户的访问存取控制的隔离原则指的是（）
   1. 用户的权限不受限制 (B)用户只能存取他自己所有的和已经取得授权的数据对象(C)用户只能按他所取得的数据存取方式存取数据，不能越权 (D)用户可以越权

**答案**：B

1. 数据库管理系统 DBMS 对于用户的访问存取控制的控制原则指的是（）
   1. 用户的权限不受限制 (B)用户只能存取他自己所有的和已经取得授权的数据对象(C)用户只能按他所取得的数据存取方式存取数据，不能越权 (D)用户可以越权

**答案**：C

1. 数据库中的权限分配在数据库中可以用（）表示
   1. 权限点 (B)权限向量 (C)权限校验矩阵 (D)权限图型结构

**答案**：C

1. 数据库中，CREATE VIEW titleview 这个 SQL 语句指的是（）
   1. 创建数据库 (B)创建表 (C)创建视图 (D)创建分区

**答案**：C

1. 下列关于数据库加密的应用特点描述错误的是（）
   1. 数据库数据是共享的 (B)数据库关系运算中参与运算的最小单位是字段 (C) 数据库密码系统应采用对称密钥 (D)库名、表名、记录名、字段名都应该具有各自的子密钥

**答案**：C

1. 数据库关系运算中参与运算的最小单位是（）
   1. 数据库 (B)表 (C)记录 (D)字段

**答案**：D

1. 数据库中最小的加密单位是（）
   1. 数据库 (B)表 (C)记录 (D)字段

**答案**：D

1. 数据库中分组用 SQL 语句（）来实现(A)select (B)sum (C)group by (D)order by **答案**：C
2. 数据库管理系统保护轮廓（DBMS.PP）明确了三种数据库资产，不属于这三种的是（）
   1. 安全数据 (B)数据库客体 (C)控制数据 (D)审计数据

**答案**：A

1. 有关数据库加密，下面说法不正确的是（）
   1. 索引字段不能加密 (B)关系运算的比较字段不能加密 (C) 字符串字段不能加密

(D)表间的连接码字段不能加密

**答案**：C

1. 关于用户角色，下面说法正确的是（）
   1. SQL Server 中，数据访问权限只能赋予角色，而不能直接赋予用户 (B) 角色与身份认证无关 (C)角色与访问控制无关 (D)角色与用户之间是一对一的映射关系

**答案**：A

1. 以下防范措施不能防范 SQL 注入攻击的是（）
   1. 配置 IIS (B)在 Web 应用程序中，将管理员账号连接数据库 (C)去掉数据库不需要

的函数、存储过程 (D)检查输入参数

**答案**：B

1. 一个典型的计算机病毒的生命周期包括（）个阶段。
   1. 二 (B)三 (C)四 (D)五

**答案**：C

1. 一个典型的计算机病毒的生命周期不包括以下（）阶段。
   1. 休眠阶段 (B)传播阶段 (C)触发阶段 (D)预备阶段

**答案**：D

1. 以下关于木马错误的是（）。
   1. 木马(Trojan)是一种提供正常功能的程序，但是一旦触发，就会在后台执行未经授权的操作或破坏行为 (B)与一般的计算机病毒相同，单纯的木马具备自我复制能力。 (C) 单纯的木马不会主动感染系统中的其他组件。 (D)木马通过某些方式吸引用户下载并安装，在执行时在计算机系统中打开接口，为攻击者窃取信息、破坏或远程操作目标主机提供方便。

**答案**：B

1. 僵尸程序通过感染数以千计的主机，形成（）控制的网络。
   1. 一对一 (B)一对多 (C)多对一 (D)多对多

**答案**：B

1. RootKit 根据其特点分类不包括（）
   1. 持久性存储 (B)基于内存 (C)用户态 (D)内部模式

**答案**：D

1. 计算机病毒，是指通过修改其他程序进行感染，并对系统造成破坏的一段代码，（）不属于计算机病毒的特性。
   1. 传染性 (B)破坏性 (C)隐蔽性 (D)可用性

**答案**：D

1. 计算机病毒，是指通过修改其他程序进行感染，并对系统造成破坏的一段代码，（）不属于计算机病毒的组成部分。
   1. 引导部分 (B)传染部分 (C)休眠部分 (D)干扰或破坏部分

**答案**：C

1. 计算机病毒，是指通过修改其他程序进行感染，并对系统造成破坏的一段代码，（）不

属于计算机病毒的组成部分。

* 1. 引导部分 (B)传染部分 (C)触发部分 (D)干扰或破坏部分

**答案**：C

1. 以下不属于 Android 平台的恶意代码入侵形式的是（）。 (A)重打包 (B)更新攻击 (C)下载攻击 (D)病毒攻击 **答案**：D
2. 下列不属于 Android 恶意软件的攻击目的的是（）。 (A)提升权限 (B)远程控制 (C)恶意吸费 (D)逃避检测**答案**：D
3. 按照壳的目的和作用，加壳工具可以分为（）类。
   1. 二 (B)三 (C)四 (D)五

**答案**：A

1. 以下关于软件逆向工程说法错误的是（）。
   1. 恶意软件开发者利用逆向工程定位操作系统和应用程序的漏洞，并利用该漏洞开发恶意软件。 (B)防病毒软件开发者利用逆向工程分析恶意软件的步骤、行为和对系统造成的破坏，进而提出防范机制。 (C)很多应用程序使用公有加解密算法，可利用逆向工程分析其算法的实现细节和缺陷。 (D)如果某些软件进行了特殊的设计或具备难以实现的功能， 其竞争者可能通过对组件的逆向，在自己的产品中推出同样的功能。

**答案**：C

1. 根据检测目标的不同，恶意代码的检测方法可以分为基于主机的检测和基于网络的检测。其中，（）属于基于主机的检测方式。
   1. 基于蜜罐检测 (B)基于深度包检测 (C)基于沙箱技术检测 (D) 基于区域的检测

**答案**：C

1. 根据检测目标的不同，恶意代码的检测方法可以分为基于主机的检测和基于网络的检测。其中，（）属于基于网络的检测方式。
   1. 基于特征码的扫描技术 (B)基于行为的检测 (C)基于沙箱技术的检测 (D) 基于蜜罐的检测

**答案**：D

1. 通过对恶意代码的静态分析方法不能够获得（）信息。
   1. 恶意代码的结构 (B)恶意代码各模块关系 (C)函数调用信息 (D)运行状态

**答案**：D

1. （）不符合一个完善的签名必须的要求
   1. 签名是可信和可验证的，任何人都可以验证签名的有效性。 (B)签名是不可伪造的， 除了合法签名者之外，任何人伪造签名都是困难的。 (C)签名是不可复制的。 (D) 签名是不唯一的。

**答案**：D

1. 代码签名技术能够保证软件发布者身份的合法性。一个基本的签名过程不包括（）。
   1. 应用发布者向 CA 申请数字证书。(B)发布者开发出代码，先计算代码 Hash 值，然后采用签名工具和自己的私钥对该 Hash 值签名，从而生成一个包含软件代码、发布者证书、代码签名的软件包。 (C)用户通过各种途径获取软件包，并验证证书的有效性。 (D) 用户验证结束以后更新数字证书。

**答案**：D

1. 基于结构度量的技术，是指利用源代码中的结构信息计算源代码之间相似度的技术，一般来说分为（）步。
   1. 二 (B)三 (C)四 (D)五

**答案**：A

1. ISO/IEC 21827 将安全工程服务提供者的能力划定为（）个级别
   1. 二 (B)三 (C)四 (D)五

**答案**：D

1. ISO/IEC 21827 针对安全工程实践评估标准的模型不涵盖（）方面的内容?
   1. 项目生命周期 (B)整个组织阶段 (C)与网络的规范交互 (D)与其他规范之间的交互作用

**答案**：C

1. 从评估阶段上来看，SSAM(SSE－CMM Apprialsal)不包括？ (A)计划阶段 (B)准备阶段 (C)现场阶段 (D)反馈阶段

**答案**：D

1. 《信息安全等级保护管理办法》将信息系统的安全保护划分为（）个等级。
   1. 三 (B)四 (C)五 (D)六

**答案**：C

1. 网络安全等级保护实施过程中应该遵循的四项基本原则不包含？
   1. 自主保护原则 (B)重点保护原则 (C)同步建设原则 (D)整体优化原则

**答案**：D

1. 业务信息安全被破坏时所侵害的客体的侵害程度为？
   1. 轻微损害 (B)一般损害 (C)严重损害 (D)特别严重损害

**答案**：A

1. 系统服务安全被破坏时所侵害的客体的侵害程度不包含？ (A)轻微损害 (B)一般损害 (C)严重损害 (D)特别严重损害**答案**：A
2. 分级保护针对的是涉密信息系统，划分等级不包括？
   1. 秘密 (B)机密 (C)绝密 (D)公开

**答案**：D

1. 《涉及国家秘密的信息系统分级保护管理规范》规定了涉密信息系统分级保护管理必须遵循的原则不包括（）
   1. 规范定密，准确定级 (B)依据标准，同步建设 (C)突出重点，确保核心 (D)

明确责任，定点追责

**答案**：D

1. 《涉及国家秘密的信息系统分级保护管理规范》规定了涉密信息系统分级保护管理必须遵循原则不包括（）
   1. 规范定密，准确定级 (B)依据标准，同步建设 (C)突出重点，确保核心 (D)

明确责任，定点追责

**答案**：D

1. 《可信计算机系统评估准则》TCSEC 将安全要求由高到低分为（）类
   1. 二 (B)三 (C)四 (D)五

**答案**：C

1. 《可信计算机系统评估准则》TCSEC 将安全级别由高到低分为（）个等级
   1. 四 (B)五 (C)六 (D)七

**答案**：D

1. CC 准则评估办法主要针对计算机安全产品和系统，其关键概念不包括？
   1. 评估对象 (B)保护轮廓 (C)安全目标 (D)应用功能需求

**答案**：D

1. CC 准则评估办法主要针对计算机安全产品和系统，其关键概念不包括？
   1. 评估对象 (B)保护轮廓 (C)安全目标 (D)访问控制

**答案**：D

1. CC 标准是信息技术安全评价的通用准则，其核心概念是？ (A)评估对象 (B)保护轮廓 (C)安全目标 (D)安全功能需求**答案**：B
2. 在 CC 标准的技术安全措施文档规范中，密码支持类的密码功能不包括？
   1. 身份认证 (B)数据机密性 (C)完整性保护 (D)访问控制

**答案**：D

1. 在 CC 标准的技术安全措施文档规范中，密码支持类的密码功能不包括？
   1. 身份认证 (B)访问控制 (C)完整性保护 (D)数字签名

**答案**：B

1. 信息安全检测认证体系中，密码模块检测认证与信息安全产品检测认证工作的关系是？
   1. 结合 (B)替代 (C)补充 (D)没有关系

**答案**：A

1. 信息安全检测认证体系的基础和开始是（）
   1. 信息系统安全检测认证 (B)信息安全产品检测认证 (C)CC 标准 (D)密码检测认证

**答案**：D

1. 在产品和系统中使用密码模块(包含密码算法)无法提供哪些安全服务
   1. 机密性 (B)完整性 (C)鉴别 (D)访问控制

**答案**：D

1. 在产品和系统中使用（）来提供机密性、完整性、鉴别等安全服务
   1. 应用模块 (B)密码模块 (C)网络模块 (D)设备模块

**答案**：B

1. （）是 CMVP(Cryptographic Module Validation Program)必要的先决条件
   1. 通用准则评估和认证计划(CCEVS) (B)密码算法正确性检测(CAVP) (C)FIPS PUB 标准

(D)NVLAP

**答案**：B

1. （）是 CMVP(Cryptographic Module Validation Program)必要的先决条件
   1. 通用准则评估和认证计划(CCEVS) (B)密码算法正确性检测(CAVP) (C)FIPS PUB 标准

(D)NVLAP

**答案**：B

1. （）在 CMVP(Cryptographic Module Validation Program)评估中发挥核心作用
   1. 通用准则评估和认证计划(CCEVS) (B)密码算法正确性检测(CAVP) (C)FIPS PUB 标准

(D)NIST/CSE

**答案**：D

1. （）在 CMVP(Cryptographic Module Validation Program)评估中发挥核心作用
   1. 通用准则评估和认证计划(CCEVS) (B)密码算法正确性检测(CAVP) (C)FIPS PUB 标准

(D)NIST/CSE

**答案**：D

1. 信息系统管理的目标是为企业、单位和组织提供最终的决策支持，信息系统的管理不包括?
   1. 信息系统开发管理 (B)运行管理 (C)维护管理 (D)风险管理

**答案**：D

1. 信息系统管理的目标是为企业、单位和组织提供最终的决策支持，信息系统的管理不包含?
   1. 风险管理 (B)运行管理 (C)维护管理 (D)安全管理

**答案**：A

1. 风险评估能够对信息安全事故防患于未然，为信息系统的安全保障提供最可靠的科学依据。风险评估的基本要素不包括?
   1. 要保护的信息资产 (B)信息资产的脆弱性 (C)信息资产面临的威胁 (D)运维风险

**答案**：D

1. 风险评估能够对信息安全事故防患于未然，为信息系统的安全保障提供最可靠的科学依据。风险评估的基本要素不包括?
   1. 要保护的信息资产 (B)信息资产的脆弱性 (C)信息资产面临的威胁 (D)已经度过

的风险

**答案**：D

1. 风险评估能够对信息安全事故防患于未然，为信息系统的安全保障提供最可靠的科学依据。风险评估中业务战略与资产是什么关系
   1. 依赖 (B)暴露 (C)拥有 (D)增加

**答案**：A

1. 风险评估能够对信息安全事故防患于未然，为信息系统的安全保障提供最可靠的科学依据。风险评估中脆弱性与资产是什么关系
   1. 依赖 (B)暴露 (C)拥有 (D)增加

**答案**：B

1. 风险评估能够对信息安全事故防患于未然，为信息系统的安全保障提供最可靠的科学依据。风险评估中资产价值与资产是什么关系
   1. 依赖 (B)暴露 (C)拥有 (D)增加

**答案**：C

1. 风险评估能够对信息安全事故防患于未然，为信息系统的安全保障提供最可靠的科学依据。风险评估中资产价值与风险是什么关系
   1. 依赖 (B)暴露 (C)拥有 (D)增加

**答案**：D

1. 风险评估能够对信息安全事故防患于未然，为信息系统的安全保障提供最可靠的科学依据。风险评估中安全措施与风险是什么关系
   1. 依赖 (B)降低 (C)拥有 (D)增加

**答案**：B

1. 风险评估能够对信息安全事故防患于未然，为信息系统的安全保障提供最可靠的科学依据。风险评估中安全措施与威胁是什么关系
   1. 依赖 (B)降低 (C)拥有 (D)抗击

**答案**：D

1. 风险评估能够对信息安全事故防患于未然，为信息系统的安全保障提供最可靠的科学依据。风险评估中安全需求与威胁是什么关系
   1. 依赖 (B)降低 (C)导出 (D)抗击

**答案**：C

1. 风险评估能够对信息安全事故防患于未然，为信息系统的安全保障提供最可靠的科学依据。风险评估中残留风险与安全事件是什么关系？
   1. 依赖 (B)降低 (C)导出 (D)可能诱发

**答案**：D

# 三、多选题

1. 下面哪些是 OSI 安全框架的内容？
   1. 认证框架 (B)访问控制框架 (C)确认框架 (D)机密性框架 (E)非否认框架

**答案**：ABDE

1. OSI 安全框架中的机密性框架描述了下列哪些内容
   1. 保护敏感数据 (B)机密性机制的分类方法 (C) 开放系统互连中非否认的相关概念

(D)与其他安全服务机制的关系 (E)开放系统互连中完整性的相关概念

**答案**：ABD

1. 网络传输层可以提供哪些安全服务？
   1. 对等实体认证 (B)访问控制 (C)鉴别 (D)数据起源认证 (E)加密

**答案**：ABCDE

1. 硬件安全技术，是指用硬件的手段保障计算机系统或网络系统中的信息安全的各种技术， 主要包括以下哪几种？
   1. 侧信道技术 (B)硬件固件安全技术 (C)无线传感器网络安全技术 (D)局域网安全技术 (E)链路安全技术

**答案**：ABC

1. 网络安全在攻击和防御层面包含哪些技术？
   1. 防火墙技术 (B)网络隔离技术 (C)入侵检测 (D)入侵防御技术 (E)网络漏洞扫描技术

**答案**：ABCDE

1. 网络安全技术主要包括哪些技术？
   1. 网络防御技术 (B)访问控制技术 (C)数据安全性技术 (D)认证技术 (E) 网络攻击技术

**答案**：AE

1. 传统的 PKI 系统包括哪些基本组件（）？
   1. 终端实体 (B)认证机构 (C)注册机构 (D)证书资料库 (E)密钥管理中心

**答案**：ABCDE

1. 信息网络中机密性服务有哪几种？
   1. 数据机密性服务 (B)结构机密性服务 (C)业务流机密性服务 (D)链路机密性服务 (E)认证机密性服务

**答案**：AC

1. OSI 安全体系结构中提出的安全机制包括？
   1. 加密 (B)数字签名 (C)访问控制 (D)非否认 (E)路由控制

**答案**：ABDE

1. 除了OSI 安全体系结构中提出的安全机制之外，还有哪些普遍采用的安全机制
   1. 访问控制 (B)可信功能模块 (C)安全标记 (D)安全恢复 (E)数据完整性

**答案**：BCD

1. 关于安全服务与网络层次之间的对应关系，下面哪些网络层次可以提供数据起源认证？
   1. 物理层 (B)网络层 (C)传输层 (D)会话层 (E)应用层

**答案**：BCE

1. 关于安全服务与网络层次之间的对应关系，下面哪些网络层次可以提供对等实体认证？
   1. 链路层 (B)物理层 (C)传输层 (D)网络层 (E)应用层

**答案**：CDE

1. 关于安全服务与网络层次之间的对应关系，哪些网络层次提供的服务是一样的
   1. 物理层 (B)网络层 (C)传输层 (D)表示层 (E)应用层

**答案**：BC

1. 系统安全技术是信息安全技术体系结构之一，系统安全技术主要包括？
   1. 操作系统安全技术 (B)支持设备安全技术 (C)数据库系统安全技术 (D)网络安全技术 (E)访问安全技术

**答案**：AC

1. 软件安全技术是信息安全技术体系结构之一，现有的软件安全技术包括？
   1. 恶意代码分析与检测 (B)访问控制检测 (C)操作系统检测 (D)软件缺陷与漏洞分析 (E)软件代码的安全

**答案**：ADE

1. 信息安全管理是信息安全技术体系结构之一，现有的信息安全管理包括？
   1. 信息系统安全工程 (B)信息安全等级保护 (C)涉密网络分级保护 (D)密码模块测评

(E)信息安全系统管理

**答案**：ABCDE

1. 下列属于公钥密码体制基本模型的是（）
   1. 认证模型 (B)非否认模型 (C)机密性模型 (D)加密模型 (E)公开模型

**答案**：AD

1. 现有的公钥密码体制中使用的密钥包括
   1. 公开密钥 (B)私有密钥 (C)对称密钥 (D)口令 (E)非否

**答案**：AB

1. 下列属于对称密码机制的是（）
   1. DES 算法 (B)RSA 算法 (C)AES 算法 (D)IDEA 算法 (E)SSL 算法

**答案**：ABD

1. 实现数据完整性必须满足两个要求,分别是（）
   1. 数据完整性应该能被消息的接收者所验证 (B)数据在通信前后必须是安全的 (C) 数据完整性应该与消息相关，即消息不同，所产生的附件数据也应该不同。 (D)数据不能丢失 (E)数据排列整齐

**答案**：AC

1. 可以用来实现数字签名的有（）。
   1. 对称密码体制 (B)公钥密码体制 (C)密码安全 (D)密码协议 (E)实体协议

**答案**：AB

1. 计算机安全的主要目标是（）
   1. 防止未经授权的用户获取资源 (B)防止已经授权的用户获取资源 (C)防止合法用户以未授权的方式访问资源 (D)使合法用户经过授权后可以访问资源 (E) 尽 可 能 开 放

**答案**：ACD

1. 访问控制的基本要素包括以下（）
   1. 客体 (B)主体 (C)控制策略 (D)访问权限 (E)检测

**答案**：ABD

1. 访问控制策略一般分为以下几类（）
   1. 被动访问控制 (B)自主访问控制 (C)强制访问控制 (D)完全访问控制 (E) 客体访问控制

**答案**：BC

1. 在自主访问控制中，每个主体对自己拥有的对客体的访问权限可以使用（）来表示
   1. 权限映射 (B)一维矩阵 (C)有向图 (D)权限列表 (E)权限图

**答案**：BD

1. 关于TCSEC 说法正确的是（）
   1. 类 A 中的级别A1 是最高安全级别 (B)类D 中的级别D1 是最低安全级别 (C) 类D 中的级别D1 是最高安全级别。(D)类A 中的级别 A1 是最低安全级别 (E)类 A 中的级别 A1 是系统必须达到的级别

**答案**：AB

1. 关于TCSEC 说法不正确的是（）
   1. 类 A 中的级别A1 是最高安全级别 (B)类D 中的级别D1 是最低安全级别 (C) 类D 中的级别D1 是最高安全级别。(D)类A 中的级别 A1 是最低安全级别 (E)类 A 中的级别 A1 是系统必须达到的级别

**答案**：CDE

1. 信息网络的物理安全可以分为（）和（）两大类。
   1. 环境安全 (B)设备安全 (C)软件安全 (D)线路安全 (E)场地安全

**答案**：AB

1. 物理安全可以分为环境安全和设备安全两大类。以下属于环境安全考虑事项的是（）。
   1. 防雷击 (B)防静电 (C)防火防水 (D)防电磁泄露 (E)防电磁干扰

**答案**：ABC

1. 物理安全可以分为环境安全和设备安全两大类。以下属于设备安全考虑事项的是（）。
   1. 设备防盗 (B)防毁 (C)线路安全 (D)防电磁泄露 (E)介质安全

**答案**：ABDE

1. 以下符合计算机场地规范要求的是（）。
   1. 避开易发生火灾和爆炸的地区，如油库、加油站和其他易燃物附近。 (B)避开尘埃、有毒气体、腐蚀性气体、盐雾腐蚀等环境污染的区域，如大型化工厂、加工厂附近。 (C) 避免低洼、潮湿及落雷区域。 (D)避开附近有强电场和强磁场的区域。 (E)避免在建筑物的高层以及用水设备的下层或隔壁。

**答案**：ABCDE

1. 物理安全可以分为环境安全和设备安全两大类。以下属于设备安全考虑事项的是（）。 (A)场地选址 (B)场地防火 (C)场地防水、防潮 (D)场地温度控制 (E)场地电源供应**答案**：ABCDE
2. 计算机场地防火主要包括（）。
   1. 材料防火 (B)防火隔离 (C)报警系统 (D)灭火系统 (E)粉尘含量

**答案**：ABCDE

1. 为保计算机场地安全，火灾自动报警、自动灭火系统部署应注意( )。
   1. 避开可能招致电磁干扰的区域或设备 (B)具有不间断的专用消防电源 (C)留备用电源 (D)具有自动和手动两种触发装置 (E)不需要备用电源

**答案**：ABCD

1. 以下关于场地安全的说法正确的是（）
   1. ![](data:image/png;base64,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)![](data:image/png;base64,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)强噪声会对工作人员的生理和心理健康带来危害，计算机场地应避开强震动源和强噪声源区域。 (B)信息网络所使用的电子设备，往往对水、潮气比较敏感，合适状态是将场地湿度控制在 30—75。 (C)信息系统场地应该保持比较稳定的适合电子设备运行的温度，温度过高有可能引起局部短路或者燃烧，所以应有相对的温度控制系统。 (D) 因为电子设备中有很多金属，容易被腐蚀，所以计算机场地应避开尘埃、有毒气体、腐蚀性气体、盐雾腐蚀等环境污染的区域。 (E)电源是电子设备运行的必要条件，持续稳定的电源供应是环境运行的基本保证。

**答案**：ACDE

1. 电源是电子设备运行的必要条件，持续稳定的电源供应是环境运行的基本保证。以下说法正确的是（）。
   1. 提供紧急情况供电，配置抵抗电压不足的设备，包括基本的 UPS、改进的 UPS、多级UPS 和应急电源(发电机组)等。 (B)特殊设备独占专有回路。 (C)防止电源线干扰，包括中断供电、异常状态供电(指连续电压过载或低电压)、电压瞬变、噪声(电磁干扰)，以及由于核爆炸或雷击等引起的设备突然失效事件； (D)物理安全电缆布放距离尽量长而整齐，通信电缆与电力电缆应分别在不同路由敷设，由动力机房至主机房的电源线、信号线不得穿越或穿入空调通风管道。 (E)设置电源保护装置，如金属氧化物可变电阻、硅雪崩二极管、气体放电管、滤波器、电压调整变压器、避雷针和浪涌滤波器等。

**答案**：ABCE

1. 静电的危害有( )。
   1. 导致磁盘读写错误，损坏磁头，引起计算机误动作 (B)造成电路击穿 (C)电击， 影响工作人员身心健康 (D)吸附灰尘 (E)可能造成电路毁坏

**答案**：ABDE

1. 为了减小雷电损失，可以采取的措施有( )。
   1. 机房内应设等电位连接网络 (B)部署UPS (C)在做好屏蔽措施的基础上，做好穿越防雷区域界面上不同线路的保护。 (D)保护装置靠近被保护设备，保护元件两端采用双绞线，使得耦合回路的总面积减少，减弱磁场耦合效应。 (E)信号处理电路

**答案**：ACD

1. 计算机及其外部设备携带的数据信息可以通过（）和（）两种方式泄漏出去。
   1. 辐射泄漏 (B)传导泄漏 (C)电信号泄漏 (D)媒介泄漏 (E)光线泄露

**答案**：AB

1. 会导致电子设备电磁泄漏的有( )。
   1. 显示器 (B)开关电路及接地系统 (C)计算机系统的电源线 (D)机房内的电话线 (E)信号处理电路

**答案**：ABCDE

1. 为了防止一些电子产品产生的电磁干扰影响或破坏其他电子设备的正常工作，一般的干扰抑制方法有（）
   1. 加入滤波器 (B)采用带屏蔽层的变压器 (C)采用压敏电阻等吸波器件 (D) 加强电路制作工艺 (E)过滤

**答案**：ABCD

1. 防止设备电磁辐射可以采用的措施有( )
   1. 屏蔽 (B)滤波 (C)尽量采用低辐射材料和设备 (D)内置电磁辐射干扰器 (E) 清洗

**答案**：ABCD

1. 对于存储重要信息的介质废弃后应正确处理，其中磁介质的报废处理应( )。
   1. 直接丢弃 (B)砸碎丢弃 (C)反复多次擦写 (D)专用强磁工具清除 (E) 仅 删 除 数 据

**答案**：CD

1. 三分技术，七分管理。只有合适的管理才能实现目标的安全，物理安全的管理应做到( )。
   1. 所有相关人员都必须进行相应的培训，明确个人工作职责 (B)制定严格的值班和考勤制度 (C)在重要场所的进出口安装监视器 (D)安排人员定期检查各种设备的运行情况 (E)在重要场所的进出口对进出情况进行录像

**答案**：ABCDE

1. 侧信道技术（利用非通信信道物理信息如能量消耗变化、电磁辐射变化进行分析攻击） 主要分为以下哪几类攻击技术（）
   1. 能量分析 (B)计时分析 (C)错误注入 (D)电磁泄露 (E)干扰技术

**答案**：ABCD

1. 分析密码模块两处/多处能量消耗的变化，使用统计方法对能量消耗进行分析，从而获取密钥值的能量分析方法是( )。
   1. 简单能量分析 (B)差分能量分析 (C)一阶 DPA (D)二阶/高阶 DPA (E)三阶 DPA

**答案**：BD

1. 以下属于无线传感器网络面临的攻击技术的是（）。
   1. 路由欺骗攻击 (B)选择性数据转发攻击 (C)槽洞攻击 (D)虫洞攻击 (E) 错误注入攻击

**答案**：ABCD

1. 以下（）为建筑物方面的标准
   1. 《通信建筑工程设计规范》 (B)《计算机场地安全要求》 (C)《建筑设计防火规范》 (D)《信息技术设备的安全》 (E)《信息安全管理标准》

**答案**：ABC

1. 以下（）为针对建筑物方面的标准。
   1. 《电子信息系统机房设计规范》 (B)《信息安全管理标准》 (C)《计算机场地通用规范》 (D)《入侵探测器 第 3 部分：室内用微波多普勒探测器》 (E)《计算机场地通用规范》

**答案**：ACDE

1. 以下（）为针对设备安全方面的标准。
   1. 《信息设备电磁泄漏发射限值》 (B)《信息设备电磁泄漏发射测试方法》 (C) 《信息安全管理标准》 (D)《入侵探测器 第 3 部分：室内用微波多普勒探测器》 (E) 《信息安全技术 信息系统物理安全技术要求》

**答案**：ABC

1. 网络攻击类型多种多样，且出现频繁、规模较大，攻击者可以采取多种网络攻击方式。

下列属于网络攻击类型的是（）

* 1. 信息泄漏攻击 (B)完整性破坏攻击 (C)拒绝服务攻击 (D)非法使用攻击 (E) 钓鱼网站

**答案**：ABCD

1. 网络攻击实施过程中涉及的主要元素有（）
   1. 攻击者 (B)安全漏洞 (C)攻击访问 (D)攻击工具 (E)攻击效果

**答案**：ABCDE

1. 下列属于网络防御技术的是（）
   1. 防火墙技术 (B)访问控制技术 (C)加密技术 (D)拒绝服务技术 (E)开放端口技术

**答案**：ABC

1. 防火墙按照概念划分，包括（）
   1. 包过滤防火墙 (B)应用代理网关防火墙 (C)状态检测防火墙 (D) 硬 件防 火 墙

(E)协议防火墙

**答案**：ABC

1. 防火墙按照软硬件结构划分,包括（）
   1. 协议安全防火墙 (B)软件防火墙 (C)硬件防火墙 (D)芯片级防火墙 (E) 规则防火墙

**答案**：BCD

1. 防火墙的功能包括（）
   1. 数据包状态检测过滤 (B)应用代理 (C)网络地址转换 (D)病毒检测 (E) 漏洞扫描

**答案**：ABCD

1. 防火墙应该阻止下列哪种网络数据包（）
   1. 来自未授权的源地址且目的地址为防火墙地址的所有入站数据包 (B)源地址是内部网络地址的所有入站数据包 (C)包含 ICMP 请求的所有入站数据包(D)来自授权的源地址

(E)所有 IP 地址

**答案**：ABC

1. （）是防火墙环境构建准则。
   1. 保持简单原则 (B)设备专用原则 (C)深度防御原则 (D)注意内部威胁原则 (E) 忽略外部威胁

**答案**：ABCD

1. 入侵检测技术是用于检测任何损害或企图损害系统的哪些特性的一种网络安全技术（）
   1. 机密性 (B)复用性 (C)完整性 (D)可用性 (E)开放性

**答案**：ACD

1. 下列属于入侵检测系统的模型的是
   1. Denning 模 型 (B)LT 模型 (C)CIDF 模 型 (D)IC 模型 (E)OSI 模型

**答案**：AC

1. 下列属于入侵防御系统种类的是（）
   1. 基于主机的入侵防御系统 (B)基于应用的入侵防御系统 (C)基于网络的入侵防御系统 (D)基于协议的入侵防御系统 (E)基于用户的入侵防御系统

**答案**：ABC

1. 以下关于漏洞的说法正确的是（）
   1. 漏洞的分类方法很多 (B)漏洞具有时间与空间特性 (C)系统的环境变量发生变化时产生的漏洞为开放式协议漏洞 (D)程序在实现逻辑中没有考虑一些意外情况为异常处理疏漏 (E)漏洞目前没有统一的分类标准。

**答案**：ABDE

1. 基于网络的漏洞扫描器的组成部分包括（）
   1. 漏洞数据库模块 (B)用户配置控制台模块 (C)发现漏洞模块 (D)当前活动扫描知识库模块 (E)网闸模块

**答案**：ABD

1. 基于主机的漏洞扫描器一般具有如下哪些功能（）
   1. 重要资料锁定 (B)弱口令检查 (C)系统日志和文本文件分析 (D)扫描引擎模块

(E)防火墙模块

**答案**：ABC

1. 基于网络的漏洞扫描器具有如下哪些优点（）
   1. 价格便宜 (B)维护简便 (C)不需要实时监督 (D)能直接访问目标设备的文件系统(E)容易穿过防火墙

**答案**：ABC

1. 网络隔离可以采用（）方式
   1. 逻辑隔离 (B)分层隔离 (C)物理隔离 (D)区块隔离 (E)入侵检测

**答案**：AC

1. （）不是实现网络隔离技术的设备。
   1. 防火墙 (B)隔离网闸 (C)路由器 (D)网关 (E)入侵检测

**答案**：ACDE

1. 下列关于拒绝服务攻击说法正确的是（）
   1. 来自网络的拒绝服务攻击可以分为停止服务和消耗资源两类 (B)拒绝服务攻击的目的是利用各种攻击技术使服务器或者主机等拒绝为合法用户提供服务 (C)停止服务意味着毁坏或者关闭用户想访问的特定的服务 (D)停止服务是目前最流行的拒绝服务攻击方式 (E)开放服务是目前最流行的拒绝服务攻击方式

**答案**：ABC

1. 下列关于 Botnet 说法正确的是（）
   1. 用 Botnet 发动DDoS 攻击 (B)Botnet 的显著特征是大量主机在用户不知情的情况下，被植入了控制程序 (C) 拒绝服务攻击与 Botnet 网络结合后攻击能力大大削弱 (D)Botnet 可以被用来传播垃圾邮件、窃取用户数据等 (E)Botnet 可以被用来监听网络

和扩散恶意病毒等

**答案**：ABD

1. 下列能做到检测和抵御拒绝服务攻击的是（）
   1. 强口令检查 (B)TCP SYN Cookie (C)TCP 状态检测 (D)HTTP 重定向 (E)root

检查

**答案**：BCD

1. 针对口令的攻击方法可分为？
   1. 暴力破解 (B)字典攻击 (C)软件攻击 (D)肩窥攻击 (E)钓鱼攻击

**答案**：ABDE

1. 应对字典攻击应该怎么办？
   1. 定期更换口令 (B)设置复杂密码 (C)预设口令 (D)使用方便记忆的密码 (E) 在多个系统中使用相同的口令

**答案**：AB

1. 基于动态口令的认证技术的优点是什么？
   1. 不确定性 (B)动态性 (C)一次性 (D)可重复性 (E)抗窃听性

**答案**：ABCE

1. 基于生物特征的认证技术的缺陷是什么？
   1. 难以提取 (B)依赖于特殊的硬件设备 (C)生物特征很多 (D)生物特征可能会发生变化 (E)生物特征很复杂

**答案**：BD

1. 主流身份鉴别协议有哪些？
   1. Kerberos (B)OpenID (C)RADIUS (D)SAML (E)FIDO

**答案**：ABCDE

1. 与 OpenID 身份鉴别协议无关的是（）？
   1. 提供授权请求 (B)执行身份鉴别 (C)响应用户信息 (D)授权 (E)请求用户信息

**答案**：BD

1. 安全性断言标记语言(Security Assertion Markup Language，简称 SAML)应用的实现由

（）组成

* 1. 主体 (B)服务提供者 (C)审查者 (D)记录者 (E)身份提供者

**答案**：ABE

1. 安全性断言标记语言(Security Assertion Markup Language，简称 SAML)的基本部分包括

（）？

* 1. 绑定 (B)配置 (C)元数据 (D)认证上下文 (E)协议

**答案**：ABCDE

1. 安全性断言标记语言(Security Assertion Markup Language，简称 SAML)包括哪些声明
   1. 属性声明 (B)访问申明 (C)认证声明 (D)授权声明 (E)控制申明

**答案**：ACD

1. 安全性断言标记语言(Security Assertion Markup Language，简称 SAML)不包括哪些声明
   1. 身份声明 (B)访问申明 (C)假装声明 (D)授权声明 (E)属性声明

**答案**：ABC

1. FIDO 协议提供了（）认证方式？
   1. 通用授权框架 (B)访问控制 (C)通用第二因素认证 (D)数据完整性框架 (E) 加密

**答案**：AC

1. 身份鉴别系统解决方案有哪些？
   1. 单点登录 (B)多因素认证 (C)联合身份 (D)单因素认证 (E)加密

**答案**：ABC

1. 单点登录系统主要有？
   1. 基于服务端凭据缓存的单点登录系统 (B)基于令牌的单点登录系统 (C)基于加密的单点登录系统 (D)基于 PKI 的单点登录系统 (E)基于客户端凭据缓存的单点登录系统

**答案**：BDE

1. 单点登录系统不包括？
   1. 基于服务端凭据缓存的单点登录系统 (B)基于指令的单点登录系统 (C)基于客户

端凭据缓存的单点登录系统 (D)基于 PKI 的单点登录系统 (E)基于令牌的单点登录系统

**答案**：AB

1. 单点登录系统不包括？
   1. 基于服务端凭据缓存的单点登录系统 (B)基于令牌的单点登录系统 (C)基于电脑端凭据缓存的单点登录系统 (D)基于 PKI 的单点登录系统 (E)基于令牌的单点登录系统

**答案**：AC

1. 主要的单点登录协议有（）?
   1. 基于 Kerberos 的单点登录协议 (B)基于 FIDO 的单点登录协议 (C)基于 SAML 的单点登录协议 (D)基于 OpenID 的单点登录协议 (E)基于 RADIUS 的单点协议

**答案**：ACD

1. 主要的单点登录协议不包含?
   1. 基于 TCP 的单点登录协议 (B)基于 FIDO 的单点登录协议 (C)基于 SAML 的单点登录协议 (D)基于 OpenID 的单点登录协议 (E)基于 Kerberos 的单点登录协议

**答案**：AB

1. 网上支付的多因素身份鉴别技术主要有?
   1. 静态口令＋动态口令认证 (B)静态口令＋数字证书认证 (C)静态口令＋手机验证码认证 (D)静态口令＋生物特征认证 (E)静态口令＋联合认证

**答案**：ABC

1. PKI 系统组成有哪些？
   1. 终端实体 (B)认证机构 (C)注册机构 (D)证书撤销列表发布者 (E)数字证书与密钥对

**答案**：ABCDE

1. 终端实体可以分为哪些？
   1. PKI 证书的主体(B)终端用户或者系统 (C)PKI 证书的使用者 (D)证书撤销列表发布者 (E)数字证书与密钥对

**答案**：ABC

1. 数字证书根据其用途可以分为？
   1. 传播证书 (B)解密证书 (C)加密证书 (D)签名证书 (E)管理证书

**答案**：BC

1. PKI 提供的核心服务包括？
   1. 认证 (B)完整性 (C)密钥管理 (D)简单机密性 (E)非否认

**答案**：ABCDE

1. PKI 提供的核心服务包括了哪些信息安全的要求。
   1. 访问安全性 (B)真实性 (C)完整性 (D)保密性 (E)不可否认性

**答案**：BCDE

1. PKI 技术的典型应用有？
   1. 安全电子邮件 (B)匿名登陆 (C)安全 Web 服务 (D)VPN 应用 (E)网上商业或政务行

为

**答案**：ACDE

1. PKI 部署是一个复杂的问题，PKI 技术的部署需要考虑？
   1. 组织信任体系的目标 (B)资源引进和资源外包 (C)安全应用 (D)资金和技术投入 (E)个人意愿

**答案**：ABCD

1. 数字版权保护(Digital Rights Management,DRM)的基本要求包括？
   1. 防止未经授权的侦听 (B)防止未经授权的修改 (C)识别不同的获得数字内容授权的用户 (D)采用有效的防篡改机制来保护数据 (E)保护内容的使用权

**答案**：ABCDE

1. 数字版权保护系统的基本要求包括？
   1. 防止未经授权的侦听 (B)防止未经授权的修改 (C)识别不同的获得数字内容授权的用户 (D)采用有效的防篡改机制来保护数据和内容的使用权 (E)

**答案**：ABCD

1. 数字版权保护系统中的密码技术有？
   1. 对称与非对称加密 (B)数字签名和单向散列函数 (C)数字证书 (D)访问控制 (E)

鉴别

**答案**：ABC

1. 数字水印的特征有？
   1. 不需要带外传输 (B)透明性 (C)鲁棒性 (D)安全性 (E)稳定性

**答案**：ABCD

1. 数字水印的分类有？
   1. 鲁棒水印和脆弱水印 (B)公有水印和私有水印 (C)对称水印和非对称水印 (D)

隐藏水印和非隐藏水印 (E)安全水印和不安全水印

**答案**：ABCD

1. 数字水印的应用有？
   1. 完整性保护 (B)版权保护 (C)拷贝保护 (D)拷贝追踪 (E)安全性追踪

**答案**：BCD

1. 无论是社交网络还是云计算，如果隐私策略设置不当，将会造成隐私信息泄漏。隐私信息泄漏有几种类型？
   1. 身份泄漏 (B)连接泄漏 (C)内容泄漏 (D)内存泄漏 (E)虚拟泄漏

**答案**：ABC

1. 社交网络的数据分层有几种？
   1. appliction－layer (B)activity－layer (C)registration－layer (D)networking － layer (E)content－laye

**答案**：BCDE

1. 衡量容灾系统的主要目标包括？
   1. 恢复点目标 (B)恢复时间目标 (C)网络恢复目标 (D)服务降级目标 (E) 本地恢复目标

**答案**：ABCD

1. 容灾技术有哪些类型？
   1. 数据备份 (B)应用恢复技术 (C)网络恢复技术 (D)数据恢复技术 (E)访问控制

**答案**：BCD

1. 容灾技术的类型不包括？
   1. 数据备份 (B)应用恢复技术 (C)网络恢复技术 (D)数据恢复技术 (E)访问控制

**答案**：AE

1. 备份系统的选择的原则是以很低的（）和很少的（）来进行自动而高速的数据备份。
   1. 服务器数量 (B)系统资源占用率 (C)任务数量 (D)网络带宽 (E)使用频率

**答案**：BD

1. 数据备份主要分成以下几种类型？
   1. 基于主机备份 (B)基于局域网备份 (C)无服务器备份 (D) 基于存储局域网备份

(E)零影响备份

**答案**：ABCDE

1. 数据备份策略主要分成以下几种形式？
   1. 完全备份 (B)增量备份 (C)累计备份 (D)混合应用 (E)部分备份

**答案**：ABCD

1. 跨站请求伪造攻击防御主要有（）。
   1. 验证码 (B)请求检查 (C)反CSRF 令牌 (D)输出检查 (E)端口开放

**答案**：ABC

1. 下列属于防御 SQL 注入的基本方式的有（）。
   1. 使用预编译语句 (B)使用存储过程 (C)检查数据类型 (D)使用安全编码函数 (E)

端口开放

**答案**：ABCD

1. 下列属于常见的网页篡改技术的是（）。
   1. 木马植入 (B)病毒攻击 (C)窃听管理员的用户名和口令 (D)阻止黑客反侵入 (E)

阻止黑客入侵

**答案**：ABC

1. 篡改技术可以利用各种漏洞进行木马植入，然后利用木马程序进行文件篡改。通常可供利用的漏洞包括（）。
   1. 操作系统漏洞 (B)数据库漏洞 (C)Web 服务器漏洞 (D)Web 应用程序漏洞 (E)

安全设置

**答案**：ABCD

1. 网页防篡改技术主要分为两类，阻止黑客入侵和阻止黑客反入侵。以下属于阻止黑客入侵行为的是（）。
   1. 对管理员的权限进行限制 (B)对网页请求参数进行验证 (C)轮询检测 (D) 事件触发技术 (E)核心内嵌技术

**答案**：AB

1. 网页防篡改技术主要分为两类，阻止黑客入侵和阻止黑客反入侵。以下属于阻止黑客反入侵行为的是（）。
   1. 对管理员的权限进行限制 (B)对网页请求参数进行验证 (C)轮询检测 (D) 事件触发技术 (E)核心内嵌技术

**答案**：CDE

1. 网页防篡改技术主要分为（）。
   1. 阻止黑客侵入 (B)阻止黑客反侵入 (C)SQL 注入 (D)木马植入 (E)窃听

**答案**：AB

1. 以下属于进行内容过滤目的的是（）。
   1. 阻止不良信息对人们的侵害 (B)规范用户的上网行为，提高工作效率 (C)防止敏感数据的泄漏 (D)遏制垃圾邮件的蔓延 (E)减少病毒对网络的侵害

**答案**：ABCDE

1. 以下属于安全电子交易(Secure Electronic Transaction，简称 SET)协议包含的实体的是

（）。

* 1. 持卡人 (B)发卡机构 (C)商户 (D)银行 (E)支付网关

**答案**：ABCDE

1. 安全电子交易(Secure Electronic Transaction，简称 SET)协议较好地解决了电子交易信息的（）。
   1. 机密性 (B)完整性 (C)身份认证 (D)非否认性 (E)开放性

**答案**：ABCD

1. 常见的操作系统有
   1. Windows (B)UNIX/Linux(C)Android (D)OSI (E)IIS

**答案**：ABC

1. 操作系统在概念上一般包含（）
   1. 内核 (B)壳(shell) (C)外核 (D)中核 (E)中间层

**答案**：AB

1. 下列属于操作系统安全要素的是（）
   1. 用户认证 (B)内部进程间通信的同步 (C)共享的实现 (D)模式识别 (E) 应用程序

**答案**：ABC

1. 设计安全操作系统应该遵循以下一些原则（）
   1. 最小特权 (B)基于许可的模式 (C)保护机制的经济性 (D)最大特权 (E) 全局开放

**答案**：ABC

1. 用户组(包括本地用户组和域用户组)的使用策略包括（）
   1. 在域控制器上创建全局组 (B)给本地组授予相应的用户权限和资源许可 (C) 将本地组放到全局组中 (D)在域中创建用户，并将其放到相应的全局组中 (E)在域控制器上创建本地组

**答案**：ABD

1. windows 屏蔽网络设置的方法包括以下哪种（）
   1. 禁用网上邻居属性 (B)取消网络访问权限 (C)隐藏网上邻居 (D)禁止开机启动 (E)

禁止网络连接

**答案**：ABC

1. 属于UNIX 系统具有两个执行态的是（）
   1. 来宾态 (B)核心态 (C)访问态 (D)用户态 (E)网络态

**答案**：BD

1. UNIX 以树型结构组织文件系统，这个系统包括文件和目录。rw－r－－r－－表示（）
   1. 属主有读、写权 (B)属组和其他人有读权 (C)属主有读、写、执行权 (D) 属组和其他人有读、写权 (E)属主和其他人有读、写、执行权

**答案**：AB

1. 关于 rw－r－－r－－说法错误的是（）
   1. 属主有读、写权 (B)属组和其他人有读权 (C)属主有读、写、执行权 (D) 属组和其他人有读、写权 (E)属主有读、写、执行权

**答案**：CDE

1. UNIX 中有两种 NFS 服务器，分别是（）
   1. 基于内核的 NFS Daemon (B)基于壳(shell)的 NFS Daemon (C) 旧 的 用 户 空 间

Daemon (D)壳的空间Daemon (E)访问控制列表(Access Control Lists）

**答案**：AC

1. UNIX 系统提供了几条功能强大的命令，用于文件系统的备份和恢复，下面具有这些功能的命令是（）
   1. backup (B)cpio (C)tar (D)chmod (E)root

**答案**：ABC

1. Linux 系统提供了一些查看进程信息的系统调用，下面具有上述功能的命令是（）
   1. who (B)ps (C)top (D)cd (E)root

**答案**：ABC

1. 属于 Apache 服务器的安全缺陷的是（）
   1. 可以利用 HTTP 对其进行 DoS 攻击 (B)导致缓冲区溢出攻击 (C)让攻击者获得

Root 权限 (D)攻击者植入木马病毒 (E)Apache 洪泛

**答案**：ABC

1. Android 权限对于用户手机安全至关重要，Android Permission 主要分为（）两类
   1. built－in Permission (B)behind-in Permission (C)用户自定义Permission (D)

全局Permission (E)应用 Permission

**答案**：AC

1. 近年来诸如 12306、Bilibili 视频网站等大型公司均爆出数据库泄露事件，公民隐私受到了严峻的挑战。保证数据库的安全涉及以下几个任务（）
   1. 防止对数据未经授权的存取 (B)防止事务回退 (C)防止未经授权的人员删除和修改数据 (D)监视对数据的访问和更改等使用情况 (E)扩大用户权限

**答案**：ACD

1. 数据库管理系统 DBMS 对于用户的访问存取控制有以下两个基本原则（）
   1. 隔离原则 (B)反转原则 (C)合并原则 (D)控制原则 (E)排斥原则

**答案**：AD

1. 下面属于数据库视图可以实现的功能是（）
   1. 将用户限定在表中的特定行上 (B)将用户限定在特定列上 (C)将多个表中的列连接起来 (D)聚合信息而非提供详细信息 (E)创建分区

**答案**：ABCD

1. 下列关于数据库加密的范围描述正确的是（）
   1. 数据库文件索引字段不能加密 (B)数据库关系运算的比较字段不能加密 (C) 数据库表间的连接码字段可以加密 (D)只能对数据库中的数据进行部分加密 (E)数据库密码系统应采用不对称密钥

**答案**：ABD

1. 数据库管理系统保护轮廓（DBMS.PP）明确了三种数据库资产，分别是（）
   1. 安全数据 (B)数据库客体 (C)控制数据 (D)审计数据 (E)用户数据

**答案**：BCD

1. 对于 SQL 注入攻击，可以采取以下哪些防范措施（）
   1. 配置 IIS (B)在 Web 应用程序中，不要以管理员账号连接数据库 (C)去掉数据库不需要的函数、存储过程 (D)检查输入参数 (E)在 Web 应用程序中，将管理员账号连接数据库

**答案**：ABCD

1. 恶意代码的泛滥给用户的信息和财产安全造成了巨大危害，恶意代码主要分类包含（） 等。
   1. 计算机病毒 (B)木马 (C)蠕虫 (D)僵尸程序 (E)内核套件

**答案**：ABCDE

1. 一个典型的计算机病毒的生命周期包括以下（）阶段。
   1. 休眠阶段 (B)传播阶段 (C)触发阶段 (D)执行阶段 (E)预备阶段

**答案**：ABCD

1. 蠕虫病毒通常通过各种方式将自身的拷贝或者自身的部分功能模块传播到其他计算机系统中。以下为蠕虫病毒传播方式的是（）。
   1. 网络连接 (B)USB、CD、DVD 等共享媒体 (C)邮件 (D)Web 服务器 (E) 共享文件

**答案**：ABCDE

1. 僵尸程序可以破坏系统的（）和（）。
   1. 完整性 (B)可用性 (C)独立性 (D)可靠性 (E)有效性

**答案**：AB

1. 僵尸程序的典型应用包括（）
   1. 分布式拒绝服务供给 (B)发送垃圾邮件 (C)键盘记录 (D)破坏电脑文件 (E) 网络嗅探

**答案**：ABCE

1. RootKit 根据其特点分类包括（）。
   1. 持久性存储 (B)基于内存 (C)用户态 (D)内部模式 (E)内核态

**答案**：ABCE

1. 计算机病毒，是指通过修改其他程序进行感染，并对系统造成破坏的一段代码，计算机病毒的特性包括（）。
   1. 传染性 (B)破坏性 (C)隐蔽性 (D)针对性 (E)寄生性

**答案**：ABCDE

1. 计算机病毒，是指通过修改其他程序进行感染，并对系统造成破坏的一段代码，（）属于计算机病毒的组成部分。
   1. 引导部分 (B)传染部分 (C)休眠部分 (D)干扰或破坏部分 (E)触发部分

**答案**：ABD

1. Android 恶意代码给用户的隐私信息安全、财产安全和设备安全造成了极大的威胁，以下属于 Android 恶意代码类别的是（）。
   1. 恶意扣费类 (B)远程控制类 (C)隐私窃取类 (D)系统破坏类 (E) 流氓软件

类

**答案**：ABCDE

1. 被恶意扣费类软件感染之后，它会在后台执行各种扣费操作，消耗用户的资费，给用户造成巨大的经济损失。以下为常见的扣费操作的是（）。
   1. 定制 SP 服务短信 (B)后台自动拨打电话 (C)后台频繁联网消耗流量 (D)后台自动发送短信 (E)窃取用户通信和短信

**答案**：ABCD

1. 以下属于 Android 平台的恶意代码入侵形式的是（）。
   1. 重打包 (B)更新攻击 (C)下载攻击 (D)病毒攻击 (E)注入攻击

**答案**：ABC

1. 以下为 Android 恶意代码触发条件的是（）。
   1. 利用系统事件触发 (B)利用短信触发 (C)利用系统时钟触发 (D)利用通话触发 (E)

利用网络触发

**答案**：AB

1. 下列属于 Android 恶意软件的攻击目的的是（）。
   1. 提升权限 (B)远程控制 (C)恶意吸费 (D)逃避检测 (E)收集用户隐私信息

**答案**：ABCE

1. 通过加壳可以实现下列目的（）。
   1. 版权保护 (B)逃避检测 (C)压缩 (D)远程控制 (E)提升权限

**答案**：ABC

1. 加壳后的程序加载到内存执行的步骤包括（）。
   1. 获得壳自身需要的 API (B)解密或者解压原程序 (C)重定位 (D)HOOK API (E)

跳转到原程序入口

**答案**：ABCDE

1. 按照壳的目的和作用，加壳工具可以分为（）。
   1. 压缩壳 (B)保护壳 (C)扩展壳 (D)控制壳 (E)扩充壳

**答案**：AB

1. 根据检测目标的不同，恶意代码的检测方法可以分为（）。
   1. 基于主机的检测 (B)基于网络的检测 (C)基于宿主的检测 (D)基于区域的检测 (E)基于应用的检测

**答案**：AB

1. 根据检测目标的不同，恶意代码的检测方法可以分为基于主机的检测和基于网络的检测。其中，（）属于基于主机的检测方式。
   1. 基于特征码的扫描技术 (B)基于行为的检测 (C)基于沙箱技术的检测 (D) 基于启发式检测 (E)基于深度包检测

**答案**：ABCD

1. SSAM(SSE－CMM Apprialsal)是专门基于 SSE－CMM 的评估方法，用于评估一个信息安全工程组织的工程过程能力和成熟度所需的相关信息和指南。SSAM 评估主要由哪些构成？
   1. 发起组织 (B)评估组织 (C)被评估组织 (D)监管组织 (E)投资组织

**答案**：ABC

1. 从评估阶段上来看，SSAM(SSE－CMM Apprialsal)主要分为？
   1. 计划阶段 (B)准备阶段 (C)现场阶段 (D)报告阶段 (E)反馈阶段

**答案**：ABCD

1. 信息系统安全等级保护实施过程中应该遵循的四项基本原则是？
   1. 自主保护原则 (B)重点保护原则 (C)同步建设原则 (D)动态调整原则 (E) 整体优化原则

**答案**：ABCD

1. 信息系统定级由哪些方面决定？
   1. 网络 (B)业务信息安全 (C)系统服务安全 (D)访问安全 (E)数据安全

**答案**：BC

1. 信息系统定级能够有效地衡量受侵害客体的类型与对客体的侵害程度。信息系统定级不涉及？
   1. 网络 (B)业务信息安全 (C)系统服务安全 (D)访问安全 (E)数据安全

**答案**：ADE

1. 业务信息安全被破坏时所侵害的客体的侵害程度分为？
   1. 轻微损害 (B)一般损害 (C)严重损害 (D)特别严重损害 (E)完全损害

**答案**：BCD

1. 业务信息安全被破坏时所侵害的客体的侵害程度不包含？
   1. 轻微损害 (B)一般损害 (C)严重损害 (D)特别严重损害 (E)完全损害

**答案**：AC

1. 系统服务安全被破坏时所侵害的客体的侵害程度分为？
   1. 轻微损害 (B)一般损害 (C)严重损害 (D)特别严重损害 (E)完全损害

**答案**：BCD

1. 系统服务安全被破坏时所侵害的客体的侵害程度不包含？
   1. 轻微损害 (B)一般损害 (C)严重损害 (D)特别严重损害 (E)完全损害

**答案**：AE

1. 分级保护针对的是涉密信息系统，主要划分为（）这几种等级。
   1. 秘密 (B)机密 (C)绝密 (D)公开 (E)局部涉密

**答案**：ABC

1. 分级保护针对的是涉密信息系统，不包括（）等级？
   1. 秘密 (B)机密 (C)绝密 (D)公开 (E)局部涉密

**答案**：DE

1. 《涉及国家秘密的信息系统分级保护管理规范》规定了涉密信息系统分级保护管理必须遵循以下原则——（）。
   1. 规范定密，准确定级 (B)依据标准，同步建设 (C)突出重点，确保核心 (D)

明确责任，加强监督 (E)明确责任，定点追责

**答案**：ABCD

1. 在 CC 标准的技术安全措施文档规范中，密码支持类的密码功能主要包括？ (A)身份认证 (B)数据机密性 (C)完整性保护 (D)数字签名 (E)访问控制**答案**：ABCD
2. 在产品和系统中使用密码模块(包含密码算法)来提供哪些安全服务(A)机密性 (B)完整性 (C)鉴别 (D)访问控制 (E)不可否认性**答案**：ABC
3. 在产品和系统中使用密码模块(包含密码算法)不能提供哪些安全服务
   1. 机密性 (B)完整性 (C)鉴别 (D)访问控制 (E)不可否认性

**答案**：DE

1. 安全产品和信息安全系统测评的基础是（）
   1. 密码算法正确性检测 (B)密码模块检测认证 (C)网络模块安全性检测 (D) 设备模块安全性检测 (E)网络模块安全性认证

**答案**：AB

1. 下列选项中哪些不是安全产品和信息安全系统测评的基础？
   1. 密码算法正确性检测 (B)密码模块检测认证 (C)网络模块安全性检测 (D) 设备模块安全性检测 (E)网络模块安全性认证

**答案**：CDE

1. （）不是CMVP(Cryptographic Module Validation Program)必要的先决条件
   1. 通用准则评估和认证计划(CCEVS) (B)密码算法正确性检测(CAVP) (C)FIPS PUB 标准

(D)NVLAP (E)NIST/CSE

**答案**：ACDE

1. （）没有在 CMVP(Cryptographic Module Validation Program)评估中发挥核心作用
   1. 通用准则评估和认证计划(CCEVS) (B)密码算法正确性检测(CAVP) (C)FIPS PUB 标准

(D)NVLAP (E)NIST/CSE

**答案**：ABCD

1. 信息系统管理的目标是为企业、单位和组织提供最终的决策支持，信息系统的管理可分为?
   1. 信息系统开发管理 (B)运行管理 (C)维护管理 (D)安全管理 (E)风险管理

**答案**：ABCD

1. 风险评估能够对信息安全事故防患于未然，为信息系统的安全保障提供最可靠的科学依据。风险评估的基本要素主要包括?
   1. 要保护的信息资产 (B)信息资产的脆弱性 (C)信息资产面临的威胁 (D)存在的可能风险 (E)安全防护措施

**答案**：ABCDE

1. 风险评估能够对信息安全事故防患于未然，为信息系统的安全保障提供最可靠的科学依据。风险评估的流程有？
   1. 评估准备阶段 (B)要素识别阶段 (C)风险分析阶段 (D)分析报告提交阶段 (E) 风险控制建议提交阶段

**答案**：ABCDE