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**Efficiency Analysis:**

Figure
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|  |  |
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|  |  |
|  |  |

Comment:

Time of encryption increases exponentially with increasing of size of n, but it is still a short time, which makes the algorithm efficient in encryption/decryption.

**Attack Analysis:**

Figure

|  |  |
| --- | --- |
| Size of n (bits) | Time of factorizing n (seconds) |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |

Comment:

Time of factorizing n and get d increases exponentially with increasing of size of n.

Sizes until …..., can be broken at some seconds.

But from ……, it takes minutes to hours to get broken.

Which shows us how much RSA algorithm is secure.

And keys of large size such as 512 or 1024 are secure enough to use if the message will not be useful after days.