系统使用手册

1. 在需要部署本SQL注入检测系统的应用服务器上的程序入口添加一个全局API拦截器；
2. 登录检测系统管理后台界面，用户名和密码默认为admin和12345678，修改账号密码，为系统设置管理员账号，配置管理员邮箱，用于后期登录和接收邮件告警；
3. 在API拦截器内抽取用户输入参数，如果参数非空，则调用系统模块的检测接口predict，将参数传入；
4. 当检测结果为威胁，predict将返回true，否则返回false，用户可以对流量做不同的处理策略，如为威胁时返回404页面，非威胁时正常响应；
5. 登录管理员后台，处理拦截的威胁记录，定时进行重新训练算法。