|  |  |  |  |
| --- | --- | --- | --- |
| ID DE LA VULNÉRABILITÉ |  | RISQUE |  |
| NOM DE LA VULNÉRABILITÉ | **${name}** | | |
| ÉLÉMENTS IMPACTÉS | **${element\_imp}** | | |
| DESCRIPTION | | | |
| ${description } | | | |
| RISQUES TECHNIQUES ET MÉTIER | | | |
| ${risque} | | | |
| SCORE CVSS v3: ${score\_cvss} | | | |
| **${score}** | Métriques d’exploitabilité | Vecteur d'attaque | ${AV} |
| Complexité de l'attaque | ${AC} |
| Privilèges requis | ${UI} |
| Interaction d’un utilisateur légitime | ${PR} |
| Périmètre | ${S} |
| Métriques d’impact | Impacte sur la confidentialité | ${C} |
| Impact sur l’intégrité | ${I} |
| Impact sur la disponibilité | ${A} |
| RÉFÉRENCES | | | |
| ${ref} | | | |
| PROOF OF CONCEPT | | | |
|  | | | |
| RECOMMANDATIONS | | | |
| ${recommendation} | | | |