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1. 总则
   1. 目的

为保障公司源代码安全不至于泄露，保证源代码的完整，明确源代码控制管理流程，特制定此管理办法

* 1. 使用范围

本办法适用于所有涉及接触源代码的各部门各岗位，所涉及部门都必须严格执行本管理办法。

* 1. 责权

源代码直接控制管理部门为技术部。本办法管理重点在于控制管理源代码的完整性，不被非授权获取，不被非授权复制和传播。本办法所指源代码不仅限于公司开发人员自行编写实现功能的程序代码，而且还包括相应的开发设计文档及用于支撑整个平台系统运行所必须具备的第三方软件、控件和其它支撑库等文件。

1. 管理内容与要求
   1. 源代码完整性保障

所有系统的源代码及相应的开发设计文档均必须及时加入到指定的源代码服务器中的指定SVN库中。

研发的平台系统运行所必须的第三方软件、控件和其它支撑库等文件也必须及时加入源代码服务器中指定的SVN库中。

功能开始编写或者调整代码之前，其相应的设计文档必须签入SVN库（由测试组文档管理员负责检查）。

系统编码或代码调整优化结束后，提交技术测试组功能测试之前，相应的源代码必须提交到SVN库。

测试组对功能进行测试时必须从源代码服务器上的SVN库中获取代码，包括必须的第三方软件、控件和其它支撑库等文件，然后进行测试。

所有提交到SVN上的代码必须保证编译通过,而且提交的时候不会影响主干其它程序的正常运行.

* 1. 源代码的授权访问

源代码服务器对于共享的SVN库的访问建立操作系统级的，基于身份和口令的访问授权。（由SVN管理员进行管理和设置）

在SVN库中设置用户，为不同用户分配不同的、适合工作的最小访问权限。要求连接SVN库时必须校验SVN中用户身份及其口令。在SVN库中要求区别对待不同用户的可访问权 、可创建权、可编辑权、可删除权、可销毁权。每个用户切实保证自己的用户身份和口令不泄露,用户要经常更换自己在SVN库中账号的口令。同时，工作任务变化或岗位调整后SVN管理员要实时回收用户的相关权限。要获取不属于自己范围内的文件，例如：代码、数据库，需求文档等，需经项目经理和技术部经理审批同意后由SVN管理员授权。

组建特殊项目团队时，SVN管理员为每个参与项目的人设置权限，每人只有自己的权限范围内的代码，核心代码由项目经理或技术经理专人管理。

涉及、接触源代码的计算机必须建立专人专用制度，任何其他人不得在未获得技术部经理授权的情况下操作和使用此计算机。此计算机的专用人也不得私自同意或者漠视他人非获得授权使用本计算机。

曾经涉及、触及源代码的计算机在转作它用，或者离开技术部门之前必须由运维人员全面清除计算机硬盘中存储的源代码。如果不能确定，必须对计算机中所有硬盘进行全面格式化后方可以转做它用或离开技术部门。

开发人员如果在自己的任务范围内,需要调用他人的代码或者方法时,需要向系统组提出申请,不能直接copy他人的代码放入自己的包内.

任何人如果需要调用其他工程的代码,在不必要的情况下,不提供原代码,理论上提供API供其调用,如有必要,需要提出申请,并且最小范围参看源代码

* 1. 源代码复制和传播

任何源代码文件包括设计文档等技术资料不得利用如QQ、MSN、邮件等涉外网络环境形式进行传输。

源代码向技术部门以外复制必须获得总裁或者分管副总裁的书面授权。并必需记录复制人、批准人、复制时间、复制目的、文件流向、文件版本或内容;并且提供充分的copy理由.

源代码以任何介质形式进行存储的备份，必须由SVN管理员负责保管。对于这些介质地借阅，用于技术部内部使用的必须获得技术部经理的授权，对于用于技术部以外使用的必须获得总经理的书面授权。

对于因合作需要，需要向外复制、传播、分发源代码的，不论是全部还是部分代码和资料，均必需和对方签订技术、源码的保密协定，明确对方应当承担的对源码保密的责任和义务。

对于本地用户采用域的管理方式,开发人员默认有本机管理员权限,对于从SVN checkout出来的代码,禁止copy等一切可能传播源代码的行为.

开发工程完成以后,源代码必须及时提交,并且在SVN上会依据不同的开发项目打baseline.备份.

* 1. 备份
  2. 项目的建立