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**I. Upřesnění podmínek zpracování závěrečné práce**

V souvislosti se zpracováním závěrečné práce NEBUDE studentem nakládáno s utajovanými informacemi.

V souvislosti se zpracováním závěrečné práce NEBUDE studentem nakládáno s informacemi pro služební potřebu.

Závěrečná práce NEBUDE obsahovat utajené informace.

Závěrečná práce NEBUDE obsahovat informace pro služební potřebu.

Při zpracování závěrečné práce NEBUDOU zpracovávány osobní údaje.

**II. Úkoly a pokyny pro zpracování závěrečné práce**

Práce bude zpracována v českém jazyce. Hlavním úkolem práce je navrhnout a implementovat nástroj, který bude simulovat phishingové kampaně a vyhodnocovat je. Tento nástroj by měl být schopen poskytovat zpětnou vazbu a vzdělávat uživatele na základě jejich chování. Součástí práce bude také implementace mechanismů pro monitorování a analýzu chování uživatelů, což umožní dynamicky přizpůsobovat obtížnost a sofistikovanost phishingových útoků. Cílem práce je vytvořit nástroj, který umožní vyhodnotit odolnost organizace vůči phishingu a identifikovat slabá místa v rámci kybernetické bezpečnosti.

Dílčí úkoly: Analýza stávajících phishingových technik a nástrojů.

Návrh architektury a funkcionalit nástroje.

Výběr vhodných technologií a programovacích jazyků.

Vytvoření prototypu nástroje a jeho testování.
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