**Anexo 3**

**Práctica 5.5.3.4: Servidor SSH/SFTP**

* Instala y configura el servidor oppenssh-server de ServidorLinuxXX.
* Establece el tiempo de login para el usuario remoto de 5 segundos
* No permitas la entrada remota del usuario root
* Solo se permite conectarse a los usuarios remotos “administrador” y “gerente”, este último únicamente desde la IP: 172.16.10.5XX correspondiente a uno de los equipos UbuntuXX que no sea Servidor SSH
* Modifica el mensaje de bienvenida con el texto “Bienvenido al servidor SSH creado por el alumno XXXXX”.
* Conéctate y transfiere ficheros con los clientes **sftp** , scp y ssh en la línea de comandos desde **ServidorLinuxXX**, según se indica a continuación:
* Accede al servidor (172.16.10.6XX) vía ssh y crea el directorio “contenido” en el directorio “/home/administrador”.
* Crea el usuario “angel” desde tu ordenador en el servidor SSH
* Copia desde la consola local el archivo “compartido” que está en el directorio activo local al directorio “/home/administrador “ del servidor.
* Copia desde la consola local los archivos del usuario “gerente” que éste tiene en el servidor.