1. O que é Pharming ? Cite as prevenções.

R: Pharming é um tipo de phishing que redireciona o usuário a páginas falsas, através de um site legítimo por meio de alterações de serviço de DNS.

1. O que são Golpes de comércio eletrônico ? Cite exemplos de golpes eletrônicos

R: Golpes de comércio eletrônico são fraudes online que visam roubar dados e dinheiro de consumidores.

Exemplos: Sites falsos, produtos falsos, boletos falsos, etc.

1. Quais as prevenções do Golpes de comércio eletrônico ?

R: Verificar a reputação da loja, desconfiar de ofertas, verificar a segurança do site, evitar links suspeitos, etc.

1. O que são Boato (Hoax) ? Cite as prevenções dos Boato

R: São informações falsas que se espalham rapidamente pela internet com o objetivo de enganar ou alarmar confusão.

Prevenções: desconfie de informações alarmistas, verifique a fonte, consulte fontes confiáveis.

1. O que são ataques na internet ? Cite os tipos

R: Ataques na internet são ações maliciosas realizadas por indivíduos ou grupos com o objetivo de invadir sistemas, roubar dados, causar danos ou interromper serviços online.

Alguns tipos são:

Malware, phishing, ataques de injeção, ataques de força bruta, etc.

1. O que é Exploração de vulnerabilidade ?

R: A exploração de vulnerabilidade (exploit) é se aproveitar de uma falha de segurança em sistemas, softwares ou hardwares com intenção de invadir sistemas, roubar dados, instalar malware, etc.

1. O que é Varredura em Redes (Scan) ?

R: Ela faz uma verificação geral na sua rede, buscando coisas minuciosas, identificando os computadores ativos, coletando informações sobre eles (programa instalados e serviços disponibilizados).

1. Explique o que é Falsificação de e-mail ?

R: É uma técnica usada para enviar e-mails com um remetente falso querendo enganar a vítima para que realize alguma ação como fornecer dados ou clicar em links.

1. O que é Interceptação de tráfego ( Sniffing )

R: É uma técnica que inspeciona todos os dados que foram trafegados na rede do computador, através de programas específicos chamados de SNIFFERS.

1. O que é Força Bruta ?

R: É um método de ataque que consiste em tentar diversas combinações de senhas ou chaves até encontrar a correta utilizando um programa de computador para testar milhares de combinações.