**Windows starting Steps**

* Change password
* Create backup admin
* Turn on Firewall (2012 is in Control panel )
* Disable incorrect users on 2012
* Change user passwords.
* Check Services

<https://live.sysinternals.com/>

* + autoruns.exe
  + procexp.exe
  + Sysmon64.exe

**Install** – Command Prompt - Sysmon64.exe -accepteula -i

<https://www.malwarebytes.com/mwb-download/thankyou/>

**Turn off:**

Remote management

File Server remote management

Remote Management - Server manager 🡪 Local Server 🡪 Change Remote management to Disabled

Remote Desktop (should auto disable with Remote management )

Control panel 🡪 System and Security 🡪 System 🡪 Remote Settings on left 🡪 Change to “Don’t allow”

**File and print sharing**

Network and Sharing Center: - Turn off File and print Sharing  
  
Folder shares  
remove “everyone” from User share  
  
**List shares**

Get-SmbShare

Also can go to Computer Management 🡪 Shared folders 🡪 Shares

**Firewall**

?

Turn off File Server Remote Management ….

**SMB**

Check if SMB1 is enabled:

Get-SmbServerConfiguration | select EnableSMB1Protocol

![Graphical user interface, text, website
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If True, then run the following to disable SMB1:

Set-SmbServerConfiguration -EnableSMB1Protocol $false

Additional info:

check both SMB1 and SMB2

Get-SmbServerConfiguration | select EnableSMB1Protocol,EnableSMB2Protocol
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To list the complete SMB configuration:

Get-SmbServerConfiguration   
![Text

Description automatically generated](data:image/png;base64,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)

**Print Services**  
Open services, scroll to Print Spooler - Disable and stop Print Spooler

**Run in Command Prompt or Powershell**

Ipconfig /flushdns

**Add banner**

**HKEY\_LOCAL\_MACHINE\Software\Microsoft\Windows NT\CurrentVersion\winlogon\**

**LegalNoticeCaption -** UNAUTHORIZED ACCESS TO THIS DEVICE IS PROHIBITED

**LegalNoticeText -** You must have explicit, authorized permission to access or configure this device.

Unauthorized attempts and actions to access or use this system may result in civil and/or criminal penalties.

All activities performed on this device are logged and monitored.

Network connections

Netstat

To display active TCP connections and the process IDs every 5 seconds, type:

netstat -o 5

| **Parameter** | **Description** |
| --- | --- |
| -a | Displays all active TCP connections and the TCP and UDP ports on which the computer is listening. |
| -b | Displays the executable involved in creating each connection or listening port. In some cases well-known executables host multiple independent components, and in these cases the sequence of components involved in creating the connection or listening port is displayed. In this case the executable name is in [] at the bottom, on top is the component it called, and so forth until TCP/IP was reached. Note that this option can be time-consuming and will fail unless you have sufficient permissions. |
| -e | Displays Ethernet statistics, such as the number of bytes and packets sent and received. This parameter can be combined with **-s**. |
| -n | Displays active TCP connections, however, addresses and port numbers are expressed numerically and no attempt is made to determine names. |
| -o | Displays active TCP connections and includes the process ID (PID) for each connection. You can find the application based on the PID on the Processes tab in Windows Task Manager. This parameter can be combined with **-a**, **-n**, and **-p**. |
| -p <Protocol> | Shows connections for the protocol specified by *Protocol*. In this case, the *Protocol* can be tcp, udp, tcpv6, or udpv6. If this parameter is used with **-s** to display statistics by protocol, *Protocol* can be tcp, udp, icmp, ip, tcpv6, udpv6, icmpv6, or ipv6. |
| -s | Displays statistics by protocol. By default, statistics are shown for the TCP, UDP, ICMP, and IP protocols. If the IPv6 protocol is installed, statistics are shown for the TCP over IPv6, UDP over IPv6, ICMPv6, and IPv6 protocols. The **-p** parameter can be used to specify a set of protocols. |
| -r | Displays the contents of the IP routing table. This is equivalent to the route print command. |

Add firewall port disable for port 80 and 443 to notes.

* netsh advfirewall firewall add rule name="Block TCP 80" dir=in protocol=tcp localport=80 action=block
* netsh advfirewall firewall add rule name="Block TCP 443" dir=in protocol=tcp localport=443 action=block

**Password policy**

GPEDIT.msc

Local Computer Policy 🡪 Computer Configuration 🡪 Windows Settings 🡪 Security Settings 🡪 Account Policy 🡪

Password Policy:

* Enforce password history 6
* Maximum Age 60
* Minimum Age 5
* Minimum length 12
* Enable Complexity

Local Computer Policy 🡪 Computer Configuration 🡪 Windows Settings 🡪 Security Settings 🡪 Account Policy 🡪 Account Lockout Policy:

* Account lockout threshold = 4
* Account lockout duration = 30

**Need to figure out a working NTP.**

**NTP**

w32tm /config /syncfromflags:172.20.240.20 /update

net stop w32time

net start w32time

**Configure NTP on Windows Server**

Open a command prompt.

Check time sync:

w32tm /query /source

If the output says Free-running System Clock or Local CMOS Clock, the server is not using NTP.

List NTP server list:

w32tm /query /peers

If the output shows that the peer list is empty and state pending, the server is not using NTP.

Update the peer list:

w32tm /config /update /manualpeerlist:SPACE\_LIMITED\_NTP\_SERVERS /syncfromflags:manual /reliable:yes

Force sync:

w32tm /resync /rediscover

Check if the server is now using NTP:

w32tm /query /source

If the output shows one of the servers in your peer list, the server is now using NTP.

Past note items

NTP Client  
Gpedit

Computer Configuration 🡪 Administrative template 🡪System 🡪 Windows Time Service 🡪 Time Providers

Enable Windows NTP Client on the right Pane. Enable

Configure NTP Client select Enable

NTPserver = 172.20.240.20

Type = NTP  
  
Test with net time /query sntp

**HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\W32Time\Parametersregistry**