**Risk evaluation**

The following list of risks was prioritized according to the company’s main

values and assets.

**Very high risk value:**

As the company’s main asset is a secure, private storage of data,

the theft of media or documents is prioritized more than loss of power supply.

Depending on what kind of information is stolen, it can threaten the security of secret information zone, database, or client’s personal data.

1.Theft of media or documents

2. Loss of power supply

**High risk value:**

3. Failure of telecommunication equipment:

* Network and supported software is marked as an asset of high relevance.
* Unavailability of network makes the work of company impossible.

4. Theft of equipment:

* Equipment itself is marked as important to the company.
* Pen drives, hard discs or laptops and contain sensible company data.
* This threat is connected with the one: “Theft of media or documents”.

5.Remote spying -

* It can violate the security of private company data.
* It may lead to steal of employees, contracts (main assets) etc.

6.Eavesdropping:

* Directly connected with remote spying

7. Fire:

* Threat to employees’ health and life – personnel is one of main assets of company.
* It can damage company’s equipment, documents and infrastructure, which will cause huge delays in contracts execution.

8. Equipment failure:

* May lead to unavailability of company’s processes, data loss.

9. Failure of air condition:

* May lead to the equipment overheating.
* May cause the dissatisfaction of employees and reduction of their work efficiency.

Major accident - ??? (can be anything)

Breach of personnel availability ???

**Medium risk value:**

10. Software malfunction

* may affect the correctness of business processes
* may cause the sensible data leakage or loss
* may cause unavailability of main company services

11. Unauthorized use of equipment

* may cause the sensible data leakage or loss
* may cause software corruption

12. Corruption of data

* may affect the correctness of business processes

13. Meteorological phenomenon

Disclosure??

Denial of action??