Informe ejecutivo sobre la legislación aplicable a un proyecto informático de creación de un MOBA para el móvil

**Introducción**

Un MOBA (Multiplayer Online Battle Arena) es un género de videojuegos de estrategia en tiempo real en los que dos equipos de jugadores compiten entre sí para destruir la base enemiga. Los jugadores controlan a personajes individuales que tienen habilidades únicas y deben trabajar juntos para lograr la victoria.

El proyecto informático que se analiza en este informe consiste en la creación de un MOBA para el móvil. El juego se desarrollará en un entorno fantástico y contará con diferentes modos de juego, como un modo competitivo y un modo cooperativo.

El marco legislativo aplicable al proyecto es el Reglamento General de Protección de Datos (RGPD) y la Ley Orgánica de Protección de Datos y garantía de los derechos digitales (LOPDGDD).

**Responsabilidad**

La persona de referencia en la organización responsable del mantenimiento de la información con la que trata el proyecto es el responsable de protección de datos. Esta persona debe tener las competencias necesarias para garantizar el cumplimiento de la legislación en materia de protección de datos.

El responsable de protección de datos debe encargarse de los siguientes aspectos:

* Designar a un delegado de protección de datos, si es necesario.
* Elaborar una política de privacidad que informe a los usuarios sobre cómo se tratarán sus datos personales.
* Implementar las medidas técnicas y organizativas necesarias para garantizar la seguridad de los datos personales.

**Desarrollo y mantenimiento**

Aspectos para tener en cuenta durante el desarrollo

Durante el desarrollo del proyecto, se deben tener en cuenta los siguientes aspectos para cumplir con la legislación:

* Obtención del consentimiento de los usuarios: Los usuarios deben dar su consentimiento expreso para que sus datos personales puedan ser tratados.
* Licitud del tratamiento: El tratamiento de los datos personales debe ser lícito, es decir, debe basarse en uno de los fundamentos jurídicos previstos en el RGPD.
* Minimización de los datos: Los datos personales que se recojan deben ser los estrictamente necesarios para los fines del tratamiento.
* Exactitud de los datos: Los datos personales deben ser exactos y actualizados.
* Limitación del plazo de conservación: Los datos personales deben conservarse durante el tiempo estrictamente necesario para los fines del tratamiento.
* Seguridad de los datos: Se deben implementar las medidas técnicas y organizativas necesarias para garantizar la seguridad de los datos personales.

Aspectos para tener en cuenta en el mantenimiento

En el mantenimiento del proyecto, se deben tener en cuenta los siguientes aspectos para cumplir con la legislación:

* Actualización de la política de privacidad: La política de privacidad debe actualizarse periódicamente para reflejar los cambios en el tratamiento de los datos personales.
* Evaluación de riesgos: Se debe realizar una evaluación de riesgos para identificar los riesgos que pueden afectar a la seguridad de los datos personales.
* Implementación de medidas de seguridad: Se deben implementar las medidas técnicas y organizativas necesarias para mitigar los riesgos identificados.

**Conclusiones**

Para cumplir con la legislación aplicable a un proyecto informático de creación de un MOBA para el móvil, es necesario tener en cuenta los siguientes aspectos:

* Designar a un responsable de protección de datos.
* Elaborar una política de privacidad.
* Obtener el consentimiento de los usuarios.
* Llevar a cabo un tratamiento lícito de los datos personales.
* Minimizar la cantidad de datos personales que se recopilan.
* Garantizar la exactitud de los datos personales.
* Limitar el plazo de conservación de los datos personales.
* Implementar medidas de seguridad para proteger los datos personales.

Se recomienda que las organizaciones cuenten con un plan de cumplimiento de la legislación en materia de protección de datos que les ayude a garantizar el cumplimiento de la normativa. Este plan debe incluir un análisis de los riesgos que pueden afectar a la seguridad de los datos personales y las medidas que se van a tomar para mitigarlos.

**Anexo**