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**Cuprins**

[1. **S**](#_Toc496564390)**COP DOMENIU și utilizatori**

[2. **d**](#_Toc496564391)**ocumente și referințe**

[3. **d**](#_Toc496564392)**efiniții**

4[. **e**](#_Toc496564394)**tapele - e.i.p.d.**

4.1 listă detaliată a procesării datelor  [Error: Reference source not found](#_Toc496564395)

4.2 identifică controalele legale și de tratare a riscurilor  [Error: Reference source not found](#_Toc496564395)

4.3 enumerarea surselor de risc pentru prelucrarea datelor  [Error: Reference source not found](#_Toc496564395)

4.4 analiza potențialelor evenimente negative la procesarea datelor

4.5 analiza, controalele actuale, riscurile pentru afacere  [Error: Reference source not found](#_Toc496564395)

**1) Scop domeniu și utilizatori**

Această metodologie susține evaluarea impactului asupra protecției datelor (DPIA) în toate departamentele de afaceri ale [#orgName] (în continuare: „Compania”). Această metodologie descrie metoda și pașii DPIA și oferă criteriile de evaluare necesare și exemplele de referință. Utilizatorii acestui document sunt responsabilul cu protecția datelor și persoanele responsabile în activitățile de protecție a datelor.

**2) Documente și referințe**

• Articolul GDPR UE 35

• Considerentele 75, 84, 89, 90, 91, 92, 93 ale GDPR ale UE

• Liniile directoare ale grupului de lucru pentru articolul 29 privind evaluarea impactului asupra protecției datelor (DPIA) și stabilirea dacă prelucrarea „poate duce la un risc ridicat” în sensul Regulamentului 2016/679

**3) Definiții**

Următoarele definiții ale termenilor folosiți în acest document sunt extrase din articolul 4 din Regulamentul general al Uniunii Europene privind protecția datelor:

**Date cu caracter personal -** Orice informație referitoare la o persoană fizică identificată sau identificabilă („persoana vizată”). O persoană identificabilă este o persoană fizică care poate fi identificată, direct sau indirect, prin referire la informații precum numele, numărul cărții de identitate, locația și alte informații de identificare, sau unul sau mai mulți factori specifici persoanei fizice, fiziologice, mentale, identitate economică, culturală sau socială și alte informații relevante. Datele personale includ adresa de e-mail a unei persoane fizice, numărul de telefon, caracteristicile biometrice (cum ar fi amprenta digitală), locația, adresa IP, informațiile despre sănătate, credința religioasă, numărul de securitate socială și starea civilă.

**Date cu caracter personal sensibile -** date cu caracter personal care dezvăluie originea rasială sau etnică, opiniile politice, credințele religioase sau filozofice sau apartenența la sindicat și prelucrarea datelor genetice sau a datelor biometrice în scopul identificării unice a unei persoane fizice, a datelor privind sănătatea sau a datelor referitoare la viața sexuală sau orientarea sexuală a unei persoane fizice.

**4) Etapele ale E.I.P.D.**

**4.1 Lista detaliată a procesării datelor**

#stageOneDataDetails

**4.2 Controale lefale și de trarare a riscurilor**

#stageTwoCurrentSetOfMeasures

**4.3 Enumerarea surselor de risc pentru prelucrarea datelor**

#stageThreeSourcesOfRisk

**4.4 Analiza potențialelor evenimente negative la procesarea datelor**

#stageFourPotentialAdverseEventsAndThreats

**4.5 Analiza, controalele actuale, riscuri pentru afacere**

#stageFiveSummaryAnalysisAndCurrentControls