## # 功能概述

场景设计体现防诈骗，保证财产安全。场景设计中加入网络诈骗、电话诈骗等元素的三维模型道具，配合图文展示，增加体验趣味性。

## # 关卡设计

#### ## 关卡结构

关卡为一个独立的虚拟展台，展台上设置广告牌、电脑、手机设备、宣传栏，设置前往下一个体验区关卡和回到大厅的按钮。

#### ## 关卡流程

1. 体验者通过电信诈骗体验区入口进入关卡
2. 体验者浏览展区
3. 引导机器人跟随进入，提示体验者查看广告牌、电脑、手机设备上的体验案例，案例以图文方式显示
4. 体验者根据图文内容选择答案
5. 选择真确：弹出ui：恭喜你成功躲过诈骗，播放正确音效，点击按钮弹出答案解读
6. 选择错误：弹出ui：显示造成的后果，播放错误音效，点击按钮弹出答案解读
7. 体验完毕，去往其他关卡

## # 美术需求

#### ## GUI

1. 宣传栏界面

2. 广告牌界面

3. 电脑、手机设备界面

4. 切换关卡的3DUI

#### ## 场景

1. 虚拟展台

#### ## 道具

1. 广告牌、电脑、手机设备、宣传栏

2. 体验区入口3DUI模型

#### ## 动效

1. 全息影像

2. 礼花特效

# 文案

## 互联网诈骗问答环节

### 中奖诈骗

(体验者手中的手柄震动，手柄变成一个手机,手机短信铃声响,体验者拿起手机,打开信息。)

【信息文案:】

尊敬的淘宝用户,恭喜您!您在淘宝网购物时已被抽选为今日二等奖幸运用户。您即将获得价值128000元的苹果电脑一台。请立即登陆活动官网: \*\*.com领取您的奖品。本次活动已被杭州市互联网公证处审批,请放心领取。

画面前方浮现两个答案

您接下来要怎么做:

A互联网公证处认证过的一定没问题。登录网址领取奖品。

B有点不放心,去淘宝官方客服查间一下情况吧

答案解读:

### 短信诈骗

【信息文案:】

尊敬的旅客您好!很抱歉的通知您,您预订的11月03日-14.45-16.20-深圳航空-ZH9693广州-南昌起飞的航班由于机械故障已取消,请及时联系航班退票专线: 4006-703728 (注:改签成功后由民航赔付航班延误补偿200元整)

1. 拨打短信中的退票专线
2. 联系航空公司官方确认情况

答案解读:

一般各大银行或者通讯商、航空公司都会不定期给奋户发送信息,诈确短信就混在其中,以积分兑换、赠送i量、银行卡支付异常以及航班改签等信息诱导你点击链接配看,一般链接中都带有木马病毒,一旦点击就会自动安装木马程序或者进入钓鱼网站,手机绑定的银行卡、支付宝等账户就存在被盗刷风险。

### 网络购物诈骗

画面1:电脑屏幕上是天猫商城界面,双十一的宣传海报,但网址域名不是天猫的。页面弹出一个领取店铺红包的按钮。

体验者点击领取按钮；

切到登录界面：上面要求填入支付宝账号密码登录领取 )

【信息文案:】

登录领取\*\*旗舰店20元优惠券。请您点击领取按钮.

A立刻登录领取

B先不登录，检查网站信息

答案解读:

抢购时需更谨慎,因为案件中的域名明显不是天猫的官方域名。

### 网络诈骗

手机上的界面显示画面:

在微信朋友圈看到一条转发内容：关注公众号“盈通数码" 抽取送幸运用户送现金6000元的活动信息。

1. 关注“盈通数码"公众号
2. 不关注

关注公众号“盈通数码" , 提示转发活动内容到朋友圈，并把分享记录截图并发给了该公众账号,同时留下了自己的收货地址、姓名及手机号码。

画面3:不久,你收到了该公众号发来的中奖通知,但对方要求先缴纳发票税36.5元再提供奖品。

A缴纳发票税

1. 不再理

答案解读: